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First amended section
4.3.1.1
Service-based local policy enforcement point

The Service-based Local Policy Enforcement Point (PEP) is a logical entity which resides in the GGSN and communicates with the PCF regarding Service-based local policy control. Hereafter in the present document, the GGSN is assumed to contain the PEP implicitly unless otherwise stated. The GGSN sends requests to and receives decisions from the PCF. The GGSN may cache the policy decision data of the PCF decisions. This cached information may be used later for a local policy decision allowing the GGSN to make policy control decision about the QoS authorization for PDP context modifications without requiring additional interaction with the PCF.
The following service-based local policy enforcement point functionalities in the GGSN are identified:
-
Authorisation request:

The GGSN requests authorisation information from PCF for the media components carried by a PDP context. The GGSN enforces the PCF decisions related to the media components carried by a PDP context.

The GGSN shall enforce unsolicited authorisation decisions which update the QoS and packet classifiers.
-
Authorisation report:

The GGSN shall also report to the PCF its success or failure in carrying out the PCF decision.
-
Policy based admission control:

The GGSN includes policy-based admission control that is applied to the bearers associated with the media components, and configures the policy based "gating" functionality in the user plane.


Policy-based admission control ensures that the GPRS bearer carrying media components, which is activated in the GGSN, is authorised by the PCF decision.


Additionally, policy-based admission control ensures that the resources, which can be used by each particular media component, are within the "Authorised QoS" specified by the PCF. This information is mapped by the Translation/mapping function in the GGSN to give the authorised resources for GPRS bearer admission control.


To ensure charging correlation, the PEP shall send the GPRS charging identifier and the GGSN address to the PCF.
-
Policy based gating functionality:

Policy based gating functionality represent the control of the GGSN over the Gate Function in the user plane, i.e. the forwarding of IP packets associated with a media component. In the user plane, a "gate" is defined for each direction of a media component. The PCF provides the gate description and the commands to open or close the gate. The gate description is received from the PCF in the authorisation decision. The command to open or close the gate shall be sent either in the authorisation decision or in subsequent decisions from the PCF.
Next amended section
4.3.2.1
Service-based local policy decision point

The PCF functions as a Policy Decision Point for the service-based local policy control. The PCF makes policy decisions based on session and media related information obtained from the P-CSCF. The PCF shall exchange the decision information with the GGSN via the Go interface.

The following service-based local policy decision point functionalities are identified:

-
Authorisation function:


The PCF shall be able to provide an authorisation decision upon receiving a bearer authorisation request from the GGSN. The PCF shall authorise the request according to the stored session and media related information received from the P-CSCF. 

The PCF shall be able to provide updates to the authorisation decision at session modifications which change the QoS and packet classifiers for PDP contexts which are already established.
Editor's Note: a potential for theft of service scenario has been identified with the current mechanism for authorisation. Extensions to the authorisation mechanisms to close potential theft of service scenarios are currently under investigation, and will be specified when determined.
-
Revoke function:


The PCF may revoke the authorisation of resources at any time. Revoke Authorisation for GPRS and IP resources is communicated by the PCF to the GGSN.

-
Approval of QoS Commit / Removal of QoS Commit:


The PCF may allow or deny for the media component(s) the usage of the PDP context by controlling the correlated gate(s).

The "Approval of QoS Commit" command may either be part of the authorisation decision, or the PCF may provide a separate decision with the "Approval of QoS Commit" command to open the gate.


The "Removal of QoS Commit" command may either be part of the revoke authorisation decision, or the PCF may provide a separate decision with the "Removal of QoS Commit" command to close the gate.

-
Actions due to Indication of bearer release:


When the GGSN informs the PCF of bearer deactivation, the PCF shall remove the corresponding authorisation request state. Additionally, the PCF shall inform the P-CSCF about this deletion event.
-
Actions due to Indication of bearer modification:


When the PCF receives an indication of bearer modification of the maximum bitrate to or from 0 kbits/s, the PCF shall inform the P-CSCF about this modification event.
-
Generation of authorisation token:

During the session set-up the PCF generates an authorisation token for the IMS session.
-
Mapping SDP parameters to "Authorized QoS" parameters:


To perform proper authorisation, the PCF shall map the necessary SDP parameters containing session and media related information to "Authorized QoS" parameters.

-
Charging identifiers exchange:


The PCF shall send the ICID provided by the P-CSCF as part of the initial authorisation decision of all the bearer authorization requests that correspond to the respective SIP session.


When the PCF receives the GCID together with the GGSN address from the GGSN, it shall forward these information to the P-CSCF to ensure charging correlation.

Next amended section
5.1.3
Session modification initiated decision
A session modification may occur that modifies the media components without adding or removing media lines, for example, a change in the bandwidth for the media line, or a change to the port number. The GGSN will receive unsolicited authorisation decision from the PCF due to such modifications.
When the GGSN receives an unsolicited authorisation decision from the PCF with updated QoS information, the GGSN shall update the stored authorised QoS. If the existing QoS of the PDP context exceeds the updated authorised QoS, the GGSN shall initiate a timer for the UE to modify the PDP context to decrease the QoS to within the authorised limit. At expiry of the timer, if the PDPcontext still exceeds the authorised QoS, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorised level.
When the GGSN receives an unsolicited authorisation decision from the PCF, the GGSN shall also install the new set of packet classifiers, removing any existing packet classifiers that are not included in the new set.
Next amended section
5.1.4
PDP context deactivation
The GGSN is responsible for notifying the PCF when a procedure of a PDP context deactivation is performed. In case of a PDP context deactivation, the GGSN shall inform the PCF of the bearer release related to the SIP session.

When a revoke authorisation for the set of media components on that PDP context is performed, the GGSN receives a decision message from the PCF for disabling the use of the "Authorised QoS" resources and deactivation of the PDP context associated with the binding information. The GGSN shall disable the use of the "Authorized QoS" resources. The GGSN shall initiate deactivation of the PDP context used for carrying these media components, in case that the UE has not performed it within an operator specific time.

Next amended section
5.1.5
User plane operation
The GGSN shall enforce the configuration of the policy based "gating" functionality according to additional authorisation information received from the PCF.

Editor's note: the exact GGSN action if the "gating" parameters provided by the PCF are not identical with the parameters from the TFT in the PDP context request is for further study.
Next amended section
5.2.1.2
Session modification initiated decision
A session modification may occur that modifies the media components without adding or removing media lines, for example, a change in the bandwidth for the media line, or a change to the port number.
When there are updates to the SDP parameters for media lines which are currently authorised, the authorisation information (QoS, packet classifiers) may change. The updated information (QoS, packet classifiers) shall be pushed down to the GGSN using an unsolicited authorisation decision.
Next amended section
5.2.1.3
SBLP revoke decision
The PCF shall send a revoke authorisation decision to the GGSN upon SIP session release. The revoke authorisation decision shall be sent as a separate decision to the GGSN corresponding to the previous SBLP authorisation decision.
Additionally, when a media component which is bound to a PDP context is removed from a SIP session and the UE has not performed the corresponding modification of the PDP context within an operator specific time the PCF shall revoke the authorisation for the set of media components on that PDP context.

The timer shall be terminated if the PCF receives a new authorisation request with the same handle where that media component has been removed, or by termination of the PDP context.
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