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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies the Radio Resource Control protocol for the radio interface between UE and NG-RAN.

The scope of the present document also includes:

-
the radio related information transported in a transparent container between source gNB and target gNB upon inter gNB handover;

-
the radio related information transported in a transparent container between a source or target gNB and another system upon inter RAT handover.
-
the radio related information transported in a transparent container between a source eNB and target gNB during E-UTRA-NR Dual Connectivity.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]

3GPP TS 38.300: "NR; Overall description; Stage 2".
[3]
3GPP TS 38.321: "NR; Medium Access Control (MAC); Protocol specification".

[4]
3GPP TS 38.322: "NR; Radio Link Control (RLC) protocol specification".

[5]
3GPP TS 38.323: "NR; Packet Data Convergence Protocol (PDCP) protocol specification".


[6]
ITU-T Recommendation X.680 (07/2002) "Information Technology - Abstract Syntax Notation One (ASN.1): Specification of basic notation" (Same as the ISO/IEC International Standard 8824-1).
[7]
ITU-T Recommendation X.681 (07/2002) "Information Technology - Abstract Syntax Notation One (ASN.1): Information object specification" (Same as the ISO/IEC International Standard 8824-2).

[8]
ITU-T Recommendation X.691 (07/2002) "Information technology - ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)" (Same as the ISO/IEC International Standard 8825-2).
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Field: The individual contents of an information element are referred as fields.

Floor: Mathematical function used to 'round down' i.e. to the nearest integer having a lower or equal value.

Information element: A structural element containing a single or multiple fields is referred as information element.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ACK
Acknowledgement

AM
Acknowledged Mode

ARQ
Automatic Repeat Request

AS
Access Stratum

ASN.1
Abstract Syntax Notation One

BLER
Block Error Rate
CCCH
Common Control Channel
CMAS
Commercial Mobile Alert Service

CP
Control Plane
C-RNTI
Cell RNTI
DCCH
Dedicated Control Channel

DL
Downlink
DRB
(user) Data Radio Bearer

DRX
Discontinuous Reception

EHPLMN
Equivalent Home Public Land Mobile Network

EPC
Evolved Packet Core

EPS
Evolved Packet System
ETWS
Earthquake and Tsunami Warning System

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

FDD
Frequency Division Duplex

FFS
For Further Study

GERAN
GSM/EDGE Radio Access Network

GNSS
Global Navigation Satellite System
GSM
Global System for Mobile Communications

HARQ
Hybrid Automatic Repeat Request

IE
Information element

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

kB
Kilobyte (1000 bytes)

L1
Layer 1

L2
Layer 2

L3
Layer 3
MAC
Medium Access Control
MCG
Master Cell Group

MIB
Master Information Block

N/A
Not Applicable
PCell
Primary Cell

PDCP
Packet Data Convergence Protocol

PDU
Protocol Data Unit

PLMN
Public Land Mobile Network
PTAG
Primary Timing Advance Group

QoS
Quality of Service
RAN
Radio Access Network
RAT
Radio Access Technology

RLC
Radio Link Control
RNTI
Radio Network Temporary Identifier

ROHC
RObust Header Compression

RPLMN
Registered Public Land Mobile Network

RRC
Radio Resource Control

SCell
Secondary Cell
SCG
Secondary Cell Group

SI
System Information

SIB
System Information Block

SRB
Signalling Radio Bearer
STAG
Secondary Timing Advance Group
S-TMSI
SAE Temporary Mobile Station Identifier
TM
Transparent Mode

UE
User Equipment

UICC
Universal Integrated Circuit Card

UL
Uplink

UM
Unacknowledged Mode

UP
User Plane

UTC
Coordinated Universal Time

UTRAN
Universal Terrestrial Radio Access Network

In the ASN.1, lower case may be used for some (parts) of the above abbreviations e.g. c-RNTI.

4
General

4.1
Introduction
This specification is organised as follows:

-
sub-clause 4.2 describes the RRC protocol model;

-
sub-clause 4.3 specifies the services provided to upper layers as well as the services expected from lower layers;

-
sub-clause 4.4 lists the RRC functions;

-
clause 5 specifies RRC procedures, including UE state transitions;

-
clause 6 specifies the RRC message in a mixed format (i.e. tabular & ASN.1 together);

-
clause 7 specifies the variables (including protocol timers and constants) and counters to be used by the UE;

-
clause 8 specifies the encoding of the RRC messages;

-
clause 9 specifies the specified and default radio configurations;

-
clause 10 specifies the RRC messages transferred across network nodes;

-
clause 11 specifies the UE capability related constraints and performance requirements.
4.2
Architecture
Editor's note
The state model is still a subject for discussion.

4.2.1
UE states and state transitions including inter RAT
A UE is either in RRC_CONNECTED state or in RRC_INACTIVE state when an RRC connection has been established. If this is not the case, i.e. no RRC connection is established, the UE is in RRC_IDLE state. The RRC states can further be characterised as follows:

-
RRC_IDLE:

-
A UE specific DRX may be configured by upper layers;

-
UE controlled mobility based on network configuration;

-
The UE:

-
Monitors a Paging channel;

-
Performs neighbouring cell measurements and cell (re-)selection;

-
Acquires system information.

-
RRC_INACTIVE:

-
A UE specific DRX may be configured by upper layers or by RRC layer;

-
UE controlled mobility based on network configuration;

- 
The UE stores the AS context;

-
The UE:

-
Monitors a Paging channel;

-
Performs neighbouring cell measurements and cell (re-)selection;

- 
Performs RAN-based notification area updates when moving outside the RAN-based notification area;

FFS Whether a RAN-based notification area is always configured or not.

FFS UE behavior if it is decided that a RAN-based notification area is not always configured.

-
Acquires system information.

-
RRC_CONNECTED:

-
The UE stores the AS context.

-
Transfer of unicast data to/from UE.

-
At lower layers, the UE may be configured with a UE specific DRX.;

-
For UEs supporting CA, use of one or more SCells, aggregated with the PCell, for increased bandwidth;

-
For UEs supporting DC, use of one SCG, aggregated with the MCG, for increased bandwidth;

-
Network controlled mobility, i.e. handover within NR and to/from E-UTRAN.;

-
The UE:

-
Monitors a Paging channel;

-
Monitors control channels associated with the shared data channel to determine if data is scheduled for it;

-
Provides channel quality and feedback information;

-
Performs neighbouring cell measurements and measurement reporting;

-
Acquires system information.

Figure 4.2.1-1 illustrates an overview of UE RRC state machine and state transitions in NR. A UE has only one RRC state in NR at one time.
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Figure 4.2.1-1:
UE state machine and state transitions in NR

Figure 4.2.1-2 illustrates an overview of UE state machine and state transitions in NR as well as the mobility procedures supported between NR/NGC and E-UTRAN/EPC. 
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Figure 4.2.1-2:
UE state machine and state transitions between NR/NGC and E-UTRAN/EPC

The UE state machine, state transition and mobility procedures between NR/NGC and E-UTRA/NGC is FFS.
4.2.2
Signalling radio bearers

4.3
Services

4.3.1
Services provided to upper layers
The RRC protocol offers the following services to upper layers:

-
Broadcast of common control information;

-
Notification of UEs in RRC_IDLE, e.g. about a terminating call [FFS, for ETWS, for CMAS];

-
Transfer of dedicated control information, i.e. information for one specific UE.

4.3.2
Services expected from lower layers
In brief, the following are the main services that RRC expects from lower layers:

-
PDCP: integrity protection, ciphering and in-sequence delivery of information;

-
RLC: reliable transfer of information, without introducing duplicates and with support for segmentation.
4.4
Functions
The RRC protocol includes the following main functions:

-
Broadcast of system information:

-
Including NAS common information;

-
Information applicable for UEs in RRC_INACTIVE, e.g. cell (re-)selection parameters, neighbouring cell information and information (also) applicable for UEs in RRC_CONNECTED, e.g. common channel configuration information.

-
[FFS Including ETWS notification, CMAS notification]
-
RRC connection control:

-
Paging;

-
Establishment/ modification/ suspension / resumption / release of RRC connection, including e.g. assignment/ modification of UE identity (C-RNTI), establishment/ modification/ release of SRBs, access class barring;
Editor’s note: The terminology for establishment/modification/suspension/resumption is FFS.
-
Initial security activation, i.e. initial configuration of AS integrity protection (SRBs) and AS ciphering (SRBs, DRBs);

-
RRC connection mobility including e.g. intra-frequency and inter-frequency handover, associated security handling, i.e. key/ algorithm change, specification of RRC context information transferred between network nodes;

-
Establishment/ modification/ release of RBs carrying user data (DRBs);

-
Radio configuration control including e.g. assignment/ modification of ARQ configuration, HARQ configuration, DRX configuration;

-
In case of DC, cell management including e.g. change of PSCell, addition/ modification/ release of SCG cell(s)[FFS, and addition/modification/release of SCG TAG(s)].

-
Recovery from radio link failure;

-
Inter-RAT mobility including e.g. security activation, transfer of RRC context information;

-
Measurement configuration and reporting:

-
Establishment/ modification/ release of measurements (e.g. intra-frequency, inter-frequency and inter- RAT measurements);

-
Setup and release of measurement gaps;

-
Measurement reporting;

-
Other functions including e.g. transfer of dedicated NAS information and non-3GPP dedicated information, transfer of UE radio access capability information [FFS support for RAN sharing (multiple PLMN identities)];

5
Procedures

5.1
General

5.1.1
Introduction
The procedural requirements are structured according to the main functional areas: system information (5.2), connection control (5.3), inter-RAT mobility (5.4) and measurements (5.5). In addition, sub-clause 5.6 covers other aspects e.g. NAS dedicated information transfer, UE capability transfer and sub-clause 5.7 specifies the generic error handling.
5.1.2
General requirements
The UE shall:

1>
process the received messages in order of reception by RRC, i.e. the processing of a message shall be completed before starting the processing of a subsequent message;

NOTE 1:  A subsequent procedure may be initiated prior to receiving the UE's response of a previously initiated procedure.

1>
within a sub-clause execute the steps according to the order specified in the procedural description;

1>
consider the term 'radio bearer' (RB) to cover SRBs and DRBs unless explicitly stated otherwise;

1>
set the rrc-TransactionIdentifier in the response message, if included, to the same value as included in the message received from NR that triggered the response message;

1>
upon receiving a choice value set to setup:

2>
apply the corresponding received configuration and start using the associated resources, unless explicitly specified otherwise;

1>
upon receiving a choice value set to release:

2>
clear the corresponding configuration and stop using the associated resources;

1>
upon receiving an extension field comprising the entries in addition to the ones carried by the original field (regardless of whether NR signals more entries in total); apply the following generic behaviour if explicitly stated to be applicable:

2>
create a combined list by concatenating the additional entries included in the extension field to the original field while maintaining the order among both the original and the additional entries;

2>
for the combined list, created according to the previous, apply the same behaviour as defined for the original field;
5.2
System information
Editor's note
The structure and content of this subclause is a subject for discussion.

5.2.1
Introduction

5.2.2
System information acquisition

5.3
Connection control
Editor's note
The structure and content of this subclause is a subject for discussion, e.g. potential merging of connection establishment and re-establishment messages, mobility aspects etc.
5.3.1
Introduction

5.3.2
Paging

5.3.3
RRC connection establishment

5.3.4
Initial security activation

5.3.5
RRC connection reconfiguration

5.3.6
Counter check

5.3.7
RRC connection re-establishment

5.3.8
RRC connection release

5.3.9
RRC connection release requested by upper layers

5.3.10
Radio resource configuration

5.3.11
Radio link failure related actions

5.3.12
UE actions upon leaving RRC_CONNECTED

5.3.13
UE actions upon PUCCH/SRS release request

5.4
Inter-RAT mobility

5.5
Measurements

5.5.1
Introduction

5.5.2
Measurement configuration

5.5.3
Performing measurements

5.5.4
Measurement report triggering

5.5.5
Measurement reporting

5.5.6
Measurement related actions

5.6
Other

5.6.1
DL information transfer

5.6.2
UL information transfer

5.6.3
UE capability transfer
5.6.4
SCG failure information
5.7
Generic error handling
5.7.1
General
The generic error handling defined in the subsequent sub-clauses applies unless explicitly specified otherwise e.g. within the procedure specific error handling.

The UE shall consider a value as not comprehended when it is set:

-
to an extended value that is not defined in the version of the transfer syntax supported by the UE.

-
to a spare or reserved value unless the specification defines specific behaviour that the UE shall apply upon receiving the concerned spare/ reserved value.

The UE shall consider a field as not comprehended when it is defined:

-
as spare or reserved unless the specification defines specific behaviour that the UE shall apply upon receiving the concerned spare/ reserved field.
5.7.2
ASN.1 violation or encoding error
The UE shall:

1>
when receiving an RRC message on the [FFS] for which the abstract syntax is invalid [6]:

2>
ignore the message;

NOTE:
This section applies in case one or more fields is set to a value, other than a spare, reserved or extended value, not defined in this version of the transfer syntax. E.g. in the case the UE receives value 12 for a field defined as INTEGER (1..11). In cases like this, it may not be possible to reliably detect which field is in the error hence the error handling is at the message level.
5.7.3
Field set to a not comprehended value
The UE shall, when receiving an RRC message on any logical channel:

1>
if the message includes a field that has a value that the UE does not comprehend:

2>
if a default value is defined for this field:

3>
treat the message while using the default value defined for this field;

2>
else if the concerned field is optional:

3>
treat the message as if the field were absent and in accordance with the need code for absence of the concerned field;

2>
else:

3>
treat the message as if the field were absent and in accordance with sub-clause 5.7.4;

5.7.4
Mandatory field missing

The UE shall:

1>
if the message includes a field that is mandatory to include in the message (e.g. because conditions for mandatory presence are fulfilled) and that field is absent or treated as absent:

2>
if the RRC message was received on DCCH or CCCH:

3>
ignore the message;

2>
else:

3>
if the field concerns a (sub-field of) an entry of a list (i.e. a SEQUENCE OF):

4>
treat the list as if the entry including the missing or not comprehended field was not present;

3>
else if the field concerns a sub-field of another field, referred to as the 'parent' field i.e. the field that is one nesting level up compared to the erroneous field:

4>
consider the 'parent' field to be set to a not comprehended value;

4>
apply the generic error handling to the subsequent 'parent' field(s), until reaching the top nesting level i.e. the message level;

3>
else (field at message level):

4>
ignore the message;

NOTE 1:
The error handling defined in these sub-clauses implies that the UE ignores a message with the message type or version set to a not comprehended value.

NOTE 2:
The nested error handling for messages received on logical channels other than DCCH and CCCH applies for errors in extensions also, even for errors that can be regarded as invalid NR operation e.g. NR not observing conditional presence.
The following ASN.1 further clarifies the levels applicable in case of nested error handling for errors in extension fields.

-- /example/ ASN1START

-- Example with extension addition group

ItemInfoList ::=




SEQUENCE (SIZE (1..max)) OF ItemInfo

ItemInfo ::=





SEQUENCE {


itemIdentity





INTEGER (1..max),


field1







Field1,


field2







Field2




OPTIONAL,


-- Need ON


...


[[
field3-r9





Field3-r9



OPTIONAL,


-- Cond Cond1



field4-r9





Field4-r9



OPTIONAL


-- Need ON


]]

}

-- Example with traditional non-critical extension (empty sequence)

BroadcastInfoBlock1 ::=



SEQUENCE {


itemIdentity





INTEGER (1..max),


field1







Field1,


field2







Field2




OPTIONAL,


-- Need ON


nonCriticalExtension



BroadcastInfoBlock1-v940-IEs
OPTIONAL

}

BroadcastInfoBlock1-v940-IEs::=
SEQUENCE {


field3-r9






Field3-r9



OPTIONAL,


-- Cond Cond1


field4-r9






Field4-r9



OPTIONAL,


-- Need ON


nonCriticalExtension



SEQUENCE {}



OPTIONAL


-- Need OP

}

-- ASN1STOP

The UE shall, apply the following principles regarding the levels applicable in case of nested error handling:

-
an extension additon group is not regarded as a level on its own. E.g. in the ASN.1 extract in the previous, a error regarding the conditionality of field3 would result in the entire itemInfo entry to be ignored (rather than just the extension addition group containing field3 and field4)

-
 a traditional nonCriticalExtension is not regarded as a level on its own. E.g. in the ASN.1 extract in the previous, a error regarding the conditionality of field3 would result in the entire BroadcastInfoBlock1 to be ignored (rather than just the non critical extension containing field3 and field4).

5.7.5
Not comprehended field

The UE shall, when receiving an RRC message on any logical channel:

1>
if the message includes a field that the UE does not comprehend:

2>
treat the rest of the message as if the field was absent;

NOTE:
This section does not apply to the case of an extension to the value range of a field. Such cases are addressed instead by the requirements in section 5.7.3.

5.7.4
Mandatory field missing

5.7.5
Not comprehended field

6
Protocol data units, formats and parameters (ASN.1)

6.1
General
The contents of each RRC message is specified in sub-clause 6.2 using ASN.1 to specify the message syntax and using tables when needed to provide further detailed information about the fields specified in the message syntax. The syntax of the information elements that are defined as stand-alone abstract types is further specified in a similar manner in sub-clause 6.3.

The need for fields to be present in a message or an abstract type, i.e., the ASN.1 fields that are specified as OPTIONAL in the abstract notation (ASN.1), is specified by means of comment text tags attached to the OPTIONAL statement in the abstract syntax. All comment text tags are available for use in the downlink direction only. The meaning of each tag is specified in table 6.1-1.

Table 6.1-1: Meaning of abbreviations used to specify the need for fields to be present

	Abbreviation
	Meaning

	Cond conditionTag

(Used in downlink only)
	Conditionally present
A field for which the need is specified by means of conditions. For each conditionTag, the need is specified in a tabular form following the ASN.1 segment. In case, according to the conditions, a field is not present, the UE takes no action and where applicable shall continue to use the existing value (and/ or the associated functionality) unless explicitly stated otherwise (e.g. in the conditional presence table or in the description of the field itself).

	Specified
	Specified
Used for (configuration) fields that are stored by the UE i.e. not one-shot. Used if field description or procedure specifies the UE behavior performed upon receiving a message with the field absent (and not if field description or procedure specifies the UE behavior when field is not configured).

	Maintain
	Maintain
Used for (configuration) fields that are stored by the UE i.e. not one-shot. Upon receiving a message with the field absent, the UE maintains the current value.

	Release
	Release
Used for (configuration) fields that are stored by the UE i.e. not one-shot. Upon receiving a message with the field absent, the UE releases the current value.


Editor’s note: The definition of need codes is a subject for discussion.
6.2
RRC messages

6.2.1
General message structure

6.2.2
Message definitions

6.3
RRC information elements
6.3.1
System information blocks
6.3.2
Radio resource control information elements

6.3.3
Security control information elements

6.3.4
Mobility control information elements

6.3.5
Measurement information elements

6.3.6
Other information elements

6.4
RRC multiplicity and type constraint values
–
Multiplicity and type constraint definitions
7
Variables and constants

7.1
Timers

7.1.1
Timers (Informative)
	Timer
	Start
	Stop
	At expiry

	
	
	
	


7.1.2
Timer handling
When the UE applies zero value for a timer, the timer shall be started and immediately expire unless explicitly stated otherwise.
7.2
Counters

	Counter
	Reset
	Incremented
	When reaching max value

	
	
	
	


7.3
Constants

	Constant
	Usage

	
	


7.4
UE variables
8
Protocol data unit abstract syntax

8.1
General
The RRC PDU contents in clause 6 and clause 10 are described using abstract syntax notation one (ASN.1) as specified in ITU-T Rec. X.680 [6] and X.681 [7]. Transfer syntax for RRC PDUs is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned as specified in ITU-T Rec. X.691 [8].

The following encoding rules apply in addition to what has been specified in X.691:

-
When a bit string value is placed in a bit-field as specified in 15.6 to 15.11 in X.691, the leading bit of the bit string value shall be placed in the leading bit of the bit-field, and the trailing bit of the bit string value shall be placed in the trailing bit of the bit-field.

NOTE:
The terms 'leading bit' and 'trailing bit' are defined in ITU-T Rec. X.680. When using the 'bstring' notation, the leading bit of the bit string value is on the left, and the trailing bit of the bit string value is on the right.

-
When decoding types constrained with the ASN.1 Contents Constraint ("CONTAINING"), automatic decoding of the contained type should not be performed because errors in the decoding of the contained type should not cause the decoding of the entire RRC message PDU to fail. It is recommended that the decoder first decodes the outer PDU type that contains the OCTET STRING or BIT STRING with the Contents Constraint, and then decodes the contained type that is nested within the OCTET STRING or BIT STRING as a separate step. 

-
When decoding a) RRC message PDUs, b) BIT STRING constrained with a Contents Constraint, or c) OCTET STRING constrained with a Contents Constraint, PER decoders are required to never report an error if there are extraneous zero or non-zero bits at the end of the encoded RRC message PDU, BIT STRING or OCTET STRING.

8.2
Structure of encoded RRC messages

An RRC PDU, which is the bit string that is exchanged between peer entities/ across the radio interface contains the basic production as defined in X.691.

RRC PDUs shall be mapped to and from PDCP SDUs (in case of DCCH) or RLC SDUs (in case of PCCH, BCCH or CCCH) upon transmission and reception as follows:

-
when delivering an RRC PDU as an PDCP SDU to the PDCP layer for transmission, the first bit of the RRC PDU shall be represented as the first bit in the PDCP SDU and onwards; and

-
when delivering an RRC PDU as an RLC SDU to the RLC layer for transmission, the first bit of the RRC PDU shall be represented as the first bit in the RLC SDU and onwards; and

-
upon reception of an PDCP SDU from the PDCP layer, the first bit of the PDCP SDU shall represent the first bit of the RRC PDU and onwards; and

-
upon reception of an RLC SDU from the RLC layer, the first bit of the RLC SDU shall represent the first bit of the RRC PDU and onwards.

8.3
Basic production
The 'basic production' is obtained by applying UNALIGNED PER to the abstract syntax value (the ASN.1 description) as specified in X.691. It always contains a multiple of 8 bits.
8.4
Extension
The following rules apply with respect to the use of protocol extensions:

-
A transmitter compliant with this version of the specification shall, unless explicitly indicated otherwise on a PDU type basis, set the extension part empty. Transmitters compliant with a later version may send non-empty extensions;

-
A transmitter compliant with this version of the specification shall set spare bits to zero;
8.5
Padding
If the encoded RRC message does not fill a transport block, the RRC layer shall add padding bits. This applies to PCCH and BCCH.

Padding bits shall be set to 0 and the number of padding bits is a multiple of 8.
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Figure 8.5-1: RRC level padding

9
Specified and default radio configurations
Specified and default configurations are configurations of which the details are specified in the standard. Specified configurations are fixed while default configurations can be modified using dedicated signalling.
9.1
Specified configurations
9.2
Default radio configurations
10
Radio information related interactions between network nodes

10.1
General
This section specifies RRC messages that are transferred between network nodes. These RRC messages may be transferred to or from the UE via another Radio Access Technology. Consequently, these messages have similar characteristics as the RRC messages that are transferred across the NR radio interface, i.e. the same transfer syntax and protocol extension mechanisms apply.
10.2
Inter-node RRC messages

10.2.1
General
This section specifies RRC messages that are sent either across the Xn- or the NG-interface, either to or from the gNB, i.e. a single 'logical channel' is used for all RRC messages transferred across network nodes. The information could originate from or be destined for another RAT.
10.2.2
Message definitions

10.3
Inter-node RRC information element definitions

10.4
Inter-node RRC multiplicity and type constraint values

Annex A (informative):
Guidelines, mainly on use of ASN.1

A.1
Introduction

The following clauses contain guidelines for the specification of RRC protocol data units (PDUs) with ASN.1.

A.2
Procedural specification

A.2.1
General principles

The procedural specification provides an overall high level description regarding the UE behaviour in a particular scenario.

It should be noted that most of the UE behaviour associated with the reception of a particular field is covered by the applicable parts of the PDU specification. The procedural specification may also include specific details of the UE behaviour upon reception of a field, but typically this should be done only for cases that are not easy to capture in the PDU section e.g. general actions, more complicated actions depending on the value of multiple fields.

Likewise, the procedural specification need not specify the UE requirements regarding the setting of fields within the messages that are send to E-UTRAN i.e. this may also be covered by the PDU specification.

A.2.2
More detailed aspects

The following more detailed conventions should be used:

-
Bullets:

-
Capitals should be used in the same manner as in other parts of the procedural text i.e. in most cases no capital applies since the bullets are part of the sentence starting with 'The UE shall:'

-
All bullets, including the last one in a sub-clause, should end with a semi-colon i.e. an ';'

-
Conditions

-
Whenever multiple conditions apply, a semi-colon should be used at the end of each conditions with the exception of the last one, i.e. as in 'if cond1; or cond2: 

A.3
PDU specification

A.3.1
General principles

A.3.1.1
ASN.1 sections

The RRC PDU contents are formally and completely described using abstract syntax notation (ASN.1), see X.680 [13], X.681 (02/2002) [14].

The complete ASN.1 code is divided into a number of ASN.1 sections in the specifications. In order to facilitate the extraction of the complete ASN.1 code from the specification, each ASN.1 section begins with the following:

- 
a first text paragraph consisting entirely of an ASN.1 start tag, which consists of a double hyphen followed by a single space and the text string "ASN1START" (in all upper case letters). 

-
a second text paragraph consisting entirely of a block start tag is included, which consists of a double hyphen followed by a single space and the text string "TAG_NAME_START" (in all upper case letters), where the "NAME" refers to the main name of the paragraph (in all upper-case letters).

Similarly, each ASN.1 section ends with the following:
-
a first text paragraph consisting entirely of a block stop tag, which consists of a double hyphen followed by a single space and the text string "TAG_NAME_STOP" (in all upper-case letters), where the "NAME" refers to the main name of the paragraph (in all upper-case letters). 
-
a second text paragraph consisting entirely of an ASN.1 stop tag, which consists of a double hyphen followed by a singlespace and the text "ASN1STOP" (in all upper case letters):

This results in the following tags:

-- ASN1START

-- TAG_NAME_START
-- TAG_NAME_STOP

-- ASN1STOP

The text paragraphs containing either of thestart and stop tags should not contain any ASN.1 code significant for the complete description of the RRC PDU contents. The complete ASN.1 code may be extracted by copying all the text paragraphs between an ASN.1 start tag and the following ASN.1 stop tag in the order they appear, throughout the specification.

NOTE:
A typical procedure for extraction of the complete ASN.1 code consists of a first step where the entire RRC PDU contents description (ultimately the entire specification) is saved into a plain text (ASCII) file format, followed by a second step where the actual extraction takes place, based on the occurrence of the ASN.1 start and stop tags.

A.3.1.2
ASN.1 identifier naming conventions

The naming of identifiers (i.e., the ASN.1 field and type identifiers) should be based on the following guidelines:

-
Message (PDU) identifiers should be ordinary mixed case without hyphenation. These identifiers, e.g., the RRCConnectionModificationCommand, should be used for reference in the procedure text. Abbreviations should be avoided in these identifiers and abbreviated forms of these identifiers should not be used.

-
Type identifiers other than PDU identifiers should be ordinary mixed case, with hyphenation used to set off acronyms only where an adjacent letter is a capital, e.g., EstablishmentCause, SelectedPLMN (not Selected-PLMN, since the "d" in "Selected" is lowercase), InitialUE-Identity and MeasSFN-SFN-TimeDifference.

-
Field identifiers shall start with a lowercase letter and use mixed case thereafter, e.g., establishmentCause. If a field identifier begins with an acronym (which would normally be in upper case), the entire acronym is lowercase (plmn-Identity, not pLMN-Identity). The acronym is set off with a hyphen (ue-Identity, not ueIdentity), in order to facilitate a consistent search pattern with corresponding type identifiers.
-
Identifiers should convey the meaning of the identifier and should avoid adding unnecessary postfixes (e.g. abstractions like 'Info') for the name.
-
Identifiers that are likely to be keywords of some language, especially widely used languages, such as C++ or Java, should be avoided to the extent possible.

-
Identifiers, other than PDU identifiers, longer than 25 characters should be avoided where possible. It is recommended to use abbreviations, which should be done in a consistent manner i.e. use 'Meas' instead of 'Measurement' for all occurrences. Examples of typical abbreviations are given in table A.3.1.2.1-1 below.

-
For future extension: When an extension is introduced a suffix is added to the identifier of the concerned ASN.1 field and/ or type. A suffix of the form "‑rX" is used, with X indicating the release, for ASN.1 fields or types introduced in a later release (i.e. a release later than the original/ first release of the protocol) as well as for ASN.1 fields or types for which a revision is introduced in a later release replacing a previous version, e.g., Foo-r9 for the Rel-9 version of the ASN.1 type Foo. A suffix of the form "‑rXb" is used for the first revision of a field that it appears in the same release (X) as the original version of the field, "‑rXc" for a second intra-release revision and so on. A suffix of the form "‑vXYZ" is used for ASN.1 fields or types that only are an extension of a corresponding earlier field or type (see sub-clause A.4), e.g., AnElement-v10b0 for the extension of the ASN.1 type AnElement introduced in version 10.11.0 of the specification. A number 0...9, 10, 11, etc. is used to represent the first part of the version number, indicating the release of the protocol. Lower case letters a, b, c, etc. are used to represent the second (and third) part of the version number if they are greater than 9. In the procedural specification, in field descriptions as well as in headings suffices are not used, unless there is a clear need to distinguish the extension from the original field.

-
More generally, in case there is a need to distinguish different variants of an ASN.1 field or IE, a suffix should be added at the end of the identifiers e.g. MeasObjectUTRA, ConfigCommon. When there is no particular need to distinguish the fields (e.g. because the field is included in different IEs), a common field identifier name may be used. This may be attractive e.g. in case the procedural specification is the same for the different variants.

Table A.3.1.2-1: Examples of typical abbreviations used in ASN.1 identifiers

	Abbreviation
	Abbreviated word

	Config
	Configuration

	DL
	Downlink

	Ext
	Extension

	Freq
	Frequency

	Id
	Identity

	Ind
	Indication

	Meas
	Measurement

	MIB
	MasterInformationBlock

	Neigh
	Neighbour(ing)

	Param(s)
	Parameter(s)

	Phys
	Physical

	PCI
	Physical Cell Id

	Proc
	Process

	Reconfig
	Reconfiguration

	Reest
	Reestablishment

	Req
	Request

	Rx
	Reception

	Sched
	Scheduling

	SIB
	SystemInformationBlock

	Sync
	Synchronisation

	Thr
	Threshold

	Tx
	Transmission

	UL
	Uplink


NOTE:

The table A.3.1.2.1-1 is not exhaustive. Additional abbreviations may be used in ASN.1 identifiers when needed.

A.3.1.3
Text references using ASN.1 identifiers

A text reference into the RRC PDU contents description from other parts of the specification is made using the ASN.1 field identifier of the referenced type. The ASN.1 field and type identifiers used in text references should be in the italic font style. The "do not check spelling and grammar" attribute in Word should be set. Quotation marks (i.e., " ") should not be used around the ASN.1 field or type identifier.

A reference to an RRC PDU should be made using the corresponding ASN.1 field identifier followed by the word "message", e.g., a reference to the rrcRelease message.

A reference to a specific part of an RRC PDU, or to a specific part of any other ASN.1 type, should be made using the corresponding ASN.1 field identifier followed by the word "field", e.g., a reference to the prioritisedBitRate field in the example below.

-- /example/ ASN1START

LogicalChannelConfig ::=


SEQUENCE {


ul-SpecificParameters



SEQUENCE {



priority






Priority,



prioritisedBitRate




PrioritisedBitRate,



bucketSizeDuration




BucketSizeDuration,


logicalChannelGroup




INTEGER (0..3)


}

OPTIONAL

}

-- ASN1STOP

NOTE:
All the ASN.1 start tags in the ASN.1 sections, used as examples in this annex to the specification, are deliberately distorted, in order not to include them when the ASN.1 description of the RRC PDU contents is extracted from the specification.

A reference to a specific type of information element should be made using the corresponding ASN.1 type identifier preceded by the acronym "IE", e.g., a reference to the IE LogicalChannelConfig in the example above.

References to a specific type of information element should only be used when those are generic, i.e., without regard to the particular context wherein the specific type of information element is used. If the reference is related to a particular context, e.g., an RRC PDU type (message) wherein the information element is used, the corresponding field identifier in that context should be used in the text reference.

A reference to a specific value of an ASN.1 field should be made using the corresponding ASN.1 value without using quotation marks around the ASN.1 value, e.g., 'if the status field is set to value true'.

A.3.2
High-level message structure

Within each logical channel type, the associated RRC PDU (message) types are alternatives within a CHOICE, as shown in the example below.

-- /example/ ASN1START

DL-DCCH-Message ::= SEQUENCE {


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer




DLInformationTransfer,



handoverFromEUTRAPreparationRequest

HandoverFromEUTRAPreparationRequest,



mobilityFromEUTRACommand



MobilityFromEUTRACommand,



rrcConnectionReconfiguration


RRCConnectionReconfiguration,



rrcConnectionRelease




RRCConnectionRelease,



securityModeCommand





SecurityModeCommand,



ueCapabilityEnquiry





UECapabilityEnquiry,



spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

A nested two-level CHOICE structure is used, where the alternative PDU types are alternatives within the inner level c1 CHOICE.

Spare alternatives (i.e., spare1 in this case) may be included within the c1 CHOICE to facilitate future extension. The number of such spare alternatives should not extend the total number of alternatives beyond an integer-power-of-two number of alternatives (i.e., eight in this case).

Further extension of the number of alternative PDU types is facilitated using the messageClassExtension alternative in the outer level CHOICE.

A.3.3
Message definition

Each PDU (message) type is specified in an ASN.1 section similar to the one shown in the example below.

-- /example/ ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.


...

}

-- ASN1STOP

Hooks for critical and non-critical extension should normally be included in the PDU type specification. How these hooks are used is further described in sub-clause A.4.

Critical extensions are characterised by a redefinition of the PDU contents and need to be governed by a mechanism for protocol version agreement between the encoder and the decoder of the PDU, such that the encoder is prevented from sending a critically extended version of the PDU type, which is not comprehended by the decoder.

Critical extension of a PDU type is facilitated by a two-level CHOICE structure, where the alternative PDU contents are alternatives within the inner level c1 CHOICE. Spare alternatives (i.e., spare3 down to spare1 in this case) may be included within the c1 CHOICE. The number of spare alternatives to be included in the original PDU specification should be decided case by case, based on the expected rate of critical extension in the future releases of the protocol.

Further critical extension, when the spare alternatives from the original specifications are used up, is facilitated using the criticalExtensionsFuture in the outer level CHOICE.

In PDU types where critical extension is not expected in the future releases of the protocol, the inner level c1 CHOICE and the spare alternatives may be excluded, as shown in the example below.

-- /example/ ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationComplete-r8












RRCConnectionReconfigurationComplete-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {


-- Enter the fields here.


...

}

-- ASN1STOP

Non-critical extensions are characterised by the addition of new information to the original specification of the PDU type. If not comprehended, a non-critical extension may be skipped by the decoder, whilst the decoder is still able to complete the decoding of the comprehended parts of the PDU contents.

Non-critical extensions at locations other than the end of the message or other than at the end of a field contained in a BIT or OCTET STRING are facilitated by use of the ASN.1 extension marker "...". The original specification of a PDU type should normally include the extension marker at the end of the sequence of information elements contained.

Non-critical extensions at the end of the message or at the end of a field that is contained in a BIT or OCTET STRING may be facilitated by use of an empty sequence that is marked OPTIONAL e.g. as shown in the following example:

-- /example/ ASN1START

RRCMessage-r8-IEs ::= 




SEQUENCE {


field1








InformationElement1,


field2








InformationElement2,


nonCriticalExtension




SEQUENCE {}





OPTIONAL

}

-- ASN1STOP

The ASN.1 section specifying the contents of a PDU type may be followed by a field description table where a further description of, e.g., the semantic properties of the fields may be included. The general format of this table is shown in the example below. The field description table is absent in case there are no fields for which further description needs to be provided e.g. because the PDU does not include any fields, or because an IE is defined for each field while there is nothing specific regarding the use of this IE that needs to be specified.
	%PDU-TypeIdentifier% field descriptions

	%field identifier%

Field description.

	%field identifier%

Field description.


The field description table has one column. The header row shall contain the ASN.1 type identifier of the PDU type.

The following rows are used to provide field descriptions. Each row shall include a first paragraph with a field identifier (in bold and italic font style) referring to the part of the PDU to which it applies. The following paragraphs at the same row may include (in regular font style), e.g., semantic description, references to other specifications and/ or specification of value units, which are relevant for the particular part of the PDU.

The parts of the PDU contents that do not require a field description shall be omitted from the field description table.

A.3.4
Information elements

Each IE (information element) type is specified in an ASN.1 section similar to the one shown in the example below.

-- /example/ ASN1START

PRACH-ConfigSIB ::=




SEQUENCE {


rootSequenceIndex




INTEGER (0..1023),


prach-ConfigInfo




PRACH-ConfigInfo

}

PRACH-Config ::=




SEQUENCE {


rootSequenceIndex




INTEGER (0..1023),


prach-ConfigInfo




PRACH-ConfigInfo




OPTIONAL
-- Need ON

}

PRACH-ConfigInfo ::=



SEQUENCE {


prach-ConfigIndex




ENUMERATED {ffs},


highSpeedFlag





ENUMERATED {ffs},


zeroCorrelationZoneConfig


ENUMERATED {ffs}

}

-- ASN1STOP

IEs should be introduced whenever there are multiple fields for which the same set of values apply. IEs may also be defined for other reasons e.g. to break down a ASN.1 definition in to smaller pieces.

A group of closely related IE type definitions, like the IEs PRACH-ConfigSIB and PRACH-Config in this example, are preferably placed together in a common ASN.1 section. The IE type identifiers should in this case have a common base, defined as the generic type identifier. It may be complemented by a suffix to distinguish the different variants. The "PRACH-Config" is the generic type identifier in this example, and the "SIB" suffix is added to distinguish the variant. The sub-clause heading and generic references to a group of closely related IEs defined in this way should use the generic type identifier.

The same principle should apply if a new version, or an extension version, of an existing IE is created for critical or non-critical extension of the protocol (see sub-clause A.4). The new version, or the extension version, of the IE is included in the same ASN.1 section defining the original. A suffix is added to the type identifier, using the naming conventions defined in sub-clause A.3.1.2, indicating the release or version of the where the new version, or extension version, was introduced.

Local IE type definitions, like the IE PRACH-ConfigInfo in the example above, may be included in the ASN.1 section and be referenced in the other IE types defined in the same ASN.1 section. The use of locally defined IE types should be encouraged, as a tool to break up large and complex IE type definitions. It can improve the readability of the code. There may also be a benefit for the software implementation of the protocol end-points, as these IE types are typically provided by the ASN.1 compiler as independent data elements, to be used in the software implementation.

An IE type defined in a local context, like the IE PRACH-ConfigInfo, should not be referenced directly from other ASN.1 sections in the RRC specification. An IE type which is referenced in more than one ASN.1 section should be defined in a separate sub-clause, with a separate heading and a separate ASN.1 section (possibly as one in a set of closely related IE types, like the IEs PRACH-ConfigSIB and PRACH-Config in the example above). Such IE types are also referred to as 'global IEs'.

NOTE:
Referring to an IE type, that is defined as a local IE type in the context of another ASN.1 section, does not generate an ASN.1 compilation error. Nevertheless, using a locally defined IE type in that way makes the IE type definition difficult to find, as it would not be visible at an outline level of the specification. It should be avoided.

The ASN.1 section specifying the contents of one or more IE types, like in the example above, may be followed by a field description table, where a further description of, e.g., the semantic properties of the fields of the information elements may be included. This table may be absent, similar as indicated in sub-clause A.3.3 for the specification of the PDU type. The general format of the field description table is the same as shown in sub-clause A.3.3 for the specification of the PDU type.
A.3.5
Fields with optional presence

A field with optional presence may be declared with the keyword DEFAULT. It identifies a default value to be assumed, if the sender does not include a value for that field in the encoding:

-- /example/ ASN1START

PreambleInfo ::=




SEQUENCE {


numberOfRA-Preambles



INTEGER (1..64)





DEFAULT 1,


...

}

-- ASN1STOP

Alternatively, a field with optional presence may be declared with the keyword OPTIONAL. It identifies a field for which a value can be omitted. The omission carries semantics, which is different from any normal value of the field:

-- /example/ ASN1START

PRACH-Config ::=



SEQUENCE {


rootSequenceIndex




INTEGER (0..1023),


prach-ConfigInfo




PRACH-ConfigInfo




OPTIONAL
-- Need ON

}

-- ASN1STOP

The semantics of an optionally present field, in the case it is omitted, should be indicated at the end of the paragraph including the keyword OPTIONAL, using a short comment text with a need statement. The need statement includes the keyword "Need", followed by one of the predefined semantics tags (OP, ON or OR) defined in sub-clause 6.1. If the semantics tag OP is used, the semantics of the absent field are further specified either in the field description table following the ASN.1 section, or in procedure text.

The addition of OPTIONAL keywords for capability groups is based on the following guideline. If there is more than one field in the lower level IE, then OPTIONAL keyword is added at the group level. If there is only one field in the lower level IE, OPTIONAL keyword is not added at the group level.

A.3.6
Fields with conditional presence

A field with conditional presence is declared with the keyword OPTIONAL. In addition, a short comment text shall be included at the end of the paragraph including the keyword OPTIONAL. The comment text includes the keyword "Cond", followed by a condition tag associated with the field ("UL" in this example):

-- /example/ ASN1START

LogicalChannelConfig ::=


SEQUENCE {


ul-SpecificParameters



SEQUENCE {



priority






INTEGER (0),



...


}

OPTIONAL
















-- Cond UL

}

-- ASN1STOP

When conditionally present fields are included in an ASN.1 section, the field description table after the ASN.1 section shall be followed by a conditional presence table. The conditional presence table specifies the conditions for including the fields with conditional presence in the particular ASN.1 section.

	Conditional presence
	Explanation

	UL
	Specification of the conditions for including the field associated with the condition tag = "UL". Semantics in case of optional presence under certain conditions may also be specified.


The conditional presence table has two columns. The first column (heading: "Conditional presence") contains the condition tag (in italic font style), which links the fields with a condition tag in the ASN.1 section to an entry in the table. The second column (heading: "Explanation") contains a text specification of the conditions and requirements for the presence of the field. The second column may also include semantics, in case of an optional presence of the field, under certain conditions i.e. using the same predefined tags as defined for optional fields in A.3.5.

Conditional presence should primarily be used when presence of a field despends on the presence and/ or value of other fields within the same message. If the presence of a field depends on whether another feature/ function has been configured, while this function can be configured indepedently e.g. by another message and/ or at another point in time, the relation is best reflected by means of a statement in the field description table.

If the ASN.1 section does not include any fields with conditional presence, the conditional presence table shall not be included.

Whenever a field is only applicable in specific cases e.g. TDD, use of conditional presence should be considered.

A.3.7
Guidelines on use of lists with elements of SEQUENCE type

Where an information element has the form of a list (the SEQUENCE OF construct in ASN.1) with the type of the list elements being a SEQUENCE data type, an information element shall be defined for the list elements even if it would not otherwise be needed.

For example, a list of PLMN identities with reservation flags is defined as in the following example:

-- /example/ ASN1START

PLMN-IdentityInfoList ::=



SEQUENCE (SIZE (1..6)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=



SEQUENCE {


plmn-Identity





PLMN-Identity,


cellReservedForOperatorUse


ENUMERATED {reserved, notReserved}

}

-- ASN1STOP

rather than as in the following (bad) example, which may cause generated code to contain types with unpredictable names:

-- /bad example/ ASN1START

PLMN-IdentityList ::=




SEQUENCE (SIZE (1..6)) OF SEQUENCE {


plmn-Identity






PLMN-Identity,


cellReservedForOperatorUse



ENUMERATED {reserved, notReserved}

}

-- ASN1STOP

A.4
Extension of the PDU specifications

A.4.1
General principles to ensure compatibility

It is essential that extension of the protocol does not affect interoperability i.e. it is essential that implementations based on different versions of the RRC protocol are able to interoperate. In particular, this requirement applies for the following kind of protocol extensions:

-
Introduction of new PDU types (i.e. these should not cause unexpected behaviour or damage).

-
Introduction of additional fields in an extensible PDUs (i.e. it should be possible to ignore uncomprehended extensions without affecting the handling of the other parts of the message).

-
Introduction of additional values of an extensible field of PDUs. If used, the behaviour upon reception of an uncomprehended value should be defined.

It should be noted that the PDU extension mechanism may depend on the logical channel used to transfer the message e.g. for some PDUs an implementation may be aware of the protocol version of the peer in which case selective ignoring of extensions may not be required.

The non-critical extension mechanism is the primary mechanism for introducing protocol extensions i.e. the critical extension mechanism is used merely when there is a need to introduce a 'clean' message version. Such a need appears when the last message version includes a large number of non-critical extensions, which results in issues like readability, overhead associated with the extension markers. The critical extension mechanism may also be considered when it is complicated to accommodate the extensions by means of non-critical extension mechanisms.

A.4.2
Critical extension of messages and fields

The mechanisms to critically extend a message are defined in A.3.3. There are both "outer branch" and "inner branch" mechanisms available. The "outer branch" consists of a CHOICE having the name criticalExtensions, with two values, c1 and criticalExtensionsFuture. The criticalExtensionsFuture branch consists of an empty SEQUENCE, while the c1 branch contains the "inner branch" mechanism.

The "inner branch" structure is a CHOICE with values of the form "MessageName-rX-IEs" (e.g., "RRCConnectionReconfiguration-r8-IEs") or "spareX", with the spare values having type NULL. The "-rX-IEs" structures contain the complete structure of the message IEs for the appropriate release; i.e., the critical extension branch for the Rel-10 version of a message includes all Rel-8 and Rel-9 fields (that are not obviated in the later version), rather than containing only the additional Rel-10 fields.

The following guidelines may be used when deciding which mechanism to introduce for a particular message, i.e. only an 'outer branch', or an 'outer branch' in combination with an 'inner branch' including a certain number of spares:

-
For certain messages, e.g. initial uplink messages, messages transmitted on a broadcast channel, critical extension may not be applicable.

-
An outer branch may be sufficient for messages not including any fields.

-
The number of spares within inner branch should reflect the likelihood that the message will be critically extended in future releases (since each release with a critical extension for the message consumes one of the spare values). The estimation of the critical extension likelyhood may be based on the number, size and changeability of the fields included in the message.

-
In messages where an inner branch extension mechanism is available, all spare values of the inner branch should be used before any critical extensions are added using the outer branch.

The following example illustrates the use of the critical extension mechanism by showing the ASN.1 of the original and of a later release

-- /example/ ASN1START




-- Original release

RRCMessage ::=






SEQUENCE {


rrc-TransactionIdentifier



RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcMessage-r8





RRCMessage-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

-- ASN1STOP

-- /example/ ASN1START




-- Later release

RRCMessage ::=






SEQUENCE {


rrc-TransactionIdentifier



RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcMessage-r8





RRCMessage-r8-IEs,




rrcMessage-r10





RRCMessage-r10-IEs,




rrcMessage-r11





RRCMessage-r11-IEs,




rrcMessage-r14





RRCMessage-r14-IEs



},



later






CHOICE {




c2








CHOICE{





rrcMessage-r16





RRCMessage-r16-IEs,





spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL,





spare3 NULL, spare2 NULL, spare1 NULL




},




criticalExtensionsFuture



SEQUENCE {}



}


}

}

-- ASN1STOP

It is important to note that critical extensions may also be used at the level of individual fields i.e. a field may be replaced by a critically extended version. When sending the extended version, the original version may also be included (e.g. original field is mandatory, EUTRAN is unaware if UE supports the extended version). In such cases, a UE supporting both versions may be required to ignore the original field. The following example illustrates the use of the critical extension mechanism by showing the ASN.1 of the original and of a later release

-- /example/ ASN1START




-- Original release

RRCMessage ::=






SEQUENCE {


rrc-TransactionIdentifier



RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcMessage-r8





RRCMessage-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCMessage-rN-IEs ::= SEQUENCE {


field1-rN






ENUMERATED {












value1, value2, value3, value4}
OPTIONAL,
-- Need ON


field2-rN






InformationElement2-rN



OPTIONAL,
-- Need ON


nonCriticalExtension



RRCConnectionReconfiguration-vMxy-IEs
OPTIONAL

}

RRCConnectionReconfiguration-vMxy-IEs ::= SEQUENCE {


field2-rM






InformationElement2-rM


OPTIONAL, -- Cond NoField2rN


nonCriticalExtension



SEQUENCE {}





OPTIONAL

}

-- ASN1STOP

	Conditional presence
	Explanation

	NoField2rN
	The field is optionally present, need ON, if field2-rN is absent. Otherwise the field is not present


Finally, it is noted that a critical extension may be introduced in the same release as the one in which the original field was introduced e.g. to correct an essential ASN.1 error. In such cases a UE capability may be introduced, to assist E-UTRAN in deciding whether or not to use the critically extension.

A.4.3
Non-critical extension of messages

A.4.3.1
General principles

The mechanisms to extend a message in a non-critical manner are defined in A.3.3. W.r.t. the use of extension markers, the following additional guidelines apply:

-
When further non-critical extensions are added to a message that has been critically extended, the inclusion of these non-critical extensions in earlier critical branches of the message should be avoided when possible.

-
The extension marker ("…") is the primary non-critical extension mechanism that is used but empty sequences may be used if length determinant is not required. Examples of cases where a length determinant is not required:

-
at the end of a message,

-
at the end of a structure contained in a BIT STRING or OCTET STRING

-
When an extension marker is available, non-critical extensions are preferably placed at the location (e.g. the IE) where the concerned parameter belongs from a logical/ functional perspective (referred to as the 'default extension location')

-
It is desirable to aggregate extensions of the same release or version of the specification into a group, which should be placed at the lowest possible level.

-
In specific cases it may be preferrable to place extensions elsewhere (referred to as the 'actual extension location') e.g. when it is possible to aggregate several extensions in a group. In such a case, the group should be placed at the lowest suitable level in the message. <TBD: ref to seperate example>

-
In case placement at the default extension location affects earlier critical branches of the message, locating the extension at a following higher level in the message should be considered.

-
In case an extension is not placed at the default extension location, an IE should be defined. The IE's ASN.1 definition should be placed in the same ASN.1 section as the default extension location. In case there are intermediate levels in-between the actual and the default extension location, an IE may be defined for each level. Intermediate levels are primarily introduced for readability and overview. Hence intermediate levels need not allways be introduced e.g. they may not be needed when the default and the actual extension location are within the same ASN.1 section. <TBD: ref to seperate example>

A.4.3.2
Further guidelines

Further to the general principles defined in the previous section, the following additional guidelines apply regarding the use of extension markers:

-
Extension markers within SEQUENCE

-
Extension markers are primarily, but not exclusively, introduced at the higher nesting levels

-
Extension markers are introduced for a SEQUENCE comprising several fields as well as for information elements whose extension would result in complex structures without it (e.g. re-introducing another list)

-
Extension markers are introduced to make it possible to maintain important information structures e.g. parameters relevant for one particular RAT

-
Extension markers are also used for size critical messages (i.e. messages on BCCH, BR-BCCH, PCCH and CCCH), although introduced somewhat more carefully

-
The extension fields introduced (or frozen) in a specific version of the specification are grouped together using double brackets.

-
Extension markers within ENUMERATED

-
Spare values may be used until the number of values reaches the next power of 2, while the extension marker caters for extension beyond that limit, given that the use of spare values in a later Release is possible without any error cases

-
A suffix of the form "vXYZ" is used for the identifier of each new value, e.g. "value-vXYZ".

-
Extension markers within CHOICE:

-
Extension markers are introduced when extension is foreseen and when comprehension is not required by the receiver i.e. behaviour is defined for the case where the receiver cannot comprehend the extended value (e.g. ignoring an optional CHOICE field). It should be noted that defining the behaviour of a receiver upon receiving a not comprehended choice value is not required if the sender is aware whether or not the receiver supports the extended value.

-
A suffix of the form "vXYZ" is used for the identifier of each new choice value, e.g. "choice-vXYZ".

Non-critical extensions at the end of a message/ of a field contained in an OCTET or BIT STRING:

-
When a nonCriticalExtension is actually used, a "Need" statement should not be provided for the field, which always is a group including at least one extension and a field facilitating further possible extensions. For simplicity, it is recommended not to provide a "Need" statement when the field is not actually used either.

Further, more general, guidelines:

-
In case a need statement is not provided for a group, a "Need" statement is provided for all individual extension fields within the group i.e. including for fields that are not marked as OPTIONAL. The latter is to clarify the action upon absence of the whole group.

A.4.3.3
Typical example of evolution of IE with local extensions

The following example illustrates the use of the extension marker for a number of elementary cases (sequence, enumerated, choice). The example also illustrates how the IE may be revised in case the critical extension mechanism is used.

NOTE
In case there is a need to support further extensions of release n while the ASN.1 of release (n+1) has been frozen, without requiring the release n receiver to support decoding of release (n+1) extensions, more advanced mechanisms are needed e.g. including multiple extension markers.

-- /example/ ASN1START

InformationElement1 ::= 


SEQUENCE {


field1







ENUMERATED {












value1, value2, value3, value4-v880,












..., value5-v960 },


field2







CHOICE {



field2a







BOOLEAN,



field2b







InformationElement2b,



...,



field2c-v960





InformationElement2c-r9


},


...,


[[
field3-r9






InformationElement3-r9

OPTIONAL

-- Need OR


]],


[[
field3-v9a0






InformationElement3-v9a0
OPTIONAL,

-- Need OR



field4-r9






InformationElement4


OPTIONAL

-- Need OR


]]

}

InformationElement1-r10 ::=


SEQUENCE {


field1







ENUMERATED {












value1, value2, value3, value4-v880,












value5-v960, value6-v1170, spare2, spare1, ... },


field2







CHOICE {



field2a







BOOLEAN,



field2b







InformationElement2b,



field2c-v960





InformationElement2c-r9,



...,



field2d-v12b0





INTEGER (0..63)


},


field3-r9






InformationElement3-r10


OPTIONAL,
-- Need OR


field4-r9






InformationElement4



OPTIONAL,
-- Need OR


field5-r10






BOOLEAN,


field6-r10






InformationElement6-r10


OPTIONAL,
-- Need OR


...,


[[
field3-v1170





InformationElement3-v1170

OPTIONAL
-- Need OR


]]

}

-- ASN1STOP

Some remarks regarding the extensions of InformationElement1 as shown in the above example:

–
The InformationElement1 is initially extended with a number of non-critical extensions. In release 10 however, a critical extension is introduced for the message using this IE. Consequently, a new version of the IE InformationElement1 (i.e. InformationElement1-r10) is defined in which the earlier non-critical extensions are incorporated by means of a revision of the original field.

–
The value4-v880 is replacing a spare value defined in the original protocol version for field1. Likewise value6-v1170 replaces spare3 that was originally defined in the r10 version of field1
–
Within the critically extended release 10 version of InformationElement1, the names of the original fields/ IEs are not changed, unless there is a real need to distinguish them from other fields/ IEs. E.g. the field1 and InformationElement4 were defined in the original protocol version (release 8) and hence not tagged. Moreover, the field3-r9 is introduced in release 9 and not re-tagged; although, the InformationElement3 is also critically extended and therefore tagged InformationElement3-r10 in the release 10 version of InformationElement1.

A.4.3.4
Typical examples of non critical extension at the end of a message

The following example illustrates the use of non-critical extensions at the end of the message or at the end of a field that is contained in a BIT or OCTET STRING i.e. when an empty sequence is used.

-- /example/ ASN1START

RRCMessage-r8-IEs ::=


SEQUENCE {


field1






InformationElement1,


field2






InformationElement2,


field3






InformationElement3




OPTIONAL,
-- Need ON


nonCriticalExtension


RRCMessage-v860-IEs




OPTIONAL

}

RRCMessage-v860-IEs ::=


SEQUENCE {


field4-v860





InformationElement4




OPTIONAL,
-- Need OP


field5-v860





BOOLEAN







OPTIONAL,
-- Cond C54


nonCriticalExtension


RRCMessage-v940-IEs




OPTIONAL

}

RRCMessage-v940-IEs ::=


SEQUENCE {


field6-v940





InformationElement6-r9




OPTIONAL,
-- Need OR


nonCriticalExtensions


SEQUENCE {}







OPTIONAL

}

-- ASN1STOP

Some remarks regarding the extensions shown in the above example:

–
The InformationElement4 is introduced in the original version of the protocol (release 8) and hence no suffix is used.

A.4.3.5
Examples of non-critical extensions not placed at the default extension location

The following example illustrates the use of non-critical extensions in case an extension is not placed at the default extension location. 

–
ParentIE-WithEM
The IE ParentIE-WithEM is an example of a high level IE including the extension marker (EM). The root encoding of this IE includes two lower level IEs ChildIE1-WithoutEM and ChildIE2-WithoutEM which not include the extension marker. Consequently, non-critical extensions of the Child-IEs have to be included at the level of the Parent-IE.

The example illustrates how the two extension IEs ChildIE1-WithoutEM-vNx0 and ChildIE2-WithoutEM-vNx0 (both in release N) are used to connect non-critical extensions with a default extension location in the lower level IEs to the actual extension location in this IE.

ParentIE-WithEM information element

-- /example/ ASN1START

ParentIE-WithEM ::=




SEQUENCE {


-- Root encoding, including:


childIE1-WithoutEM




ChildIE1-WithoutEM



OPTIONAL,

-- Need ON


childIE2-WithoutEM




ChildIE2-WithoutEM



OPTIONAL,

-- Need ON


...,


[[
childIE1-WithoutEM-vNx0



ChildIE1-WithoutEM-vNx0

OPTIONAL,

-- Need ON



childIE2-WithoutEM-vNx0



ChildIE2-WithoutEM-vNx0

OPTIONAL

-- Need ON


]]

}

-- ASN1STOP

Some remarks regarding the extensions shown in the above example:

–
The fields childIEx-WithoutEM-vNx0 may not really need to be optional (depends on what is defined at the next lower level).

–
In general, especially when there are several nesting levels, fields should be marked as optional only when there is a clear reason.

–
ChildIE1-WithoutEM
The IE ChildIE1-WithoutEM is an example of a lower level IE, used to control certain radio configurations including a configurable feature which can be setup or released using the local IE ChIE1-ConfigurableFeature. The example illustrates how the new field chIE1-NewField is added in release N to the configuration of the configurable feature. The example is based on the following assumptions:

–
when initially configuring as well as when modifying the new field, the original fields of the configurable feature have to be provided also i.e. as if the extended ones were present within the setup branch of this feature.

–
when the configurable feature is released, the new field should be released also.

–
when omitting the original fields of the configurable feature the UE continues using the existing values (which is used to optimise the signalling for features that typically continue unchanged upon handover).

–
when omitting the new field of the configurable feature the UE releases the existing values and discontinues the associated functionality (which may be used to support release of unsupported functionality upon handover to an eNB supporting an earlier protocol version).

The above assumptions, which affect the use of conditions and need codes, may not always apply. Hence, the example should not be re-used blindly.

ChildIE1-WithoutEM information elements

-- /example/ ASN1START

ChildIE1-WithoutEM ::=



SEQUENCE {


-- Root encoding, including:


chIE1-ConfigurableFeature


ChIE1-ConfigurableFeature

OPTIONAL

 -- Need ON

}

ChildIE1-WithoutEM-vNx0 ::=

SEQUENCE {


chIE1-ConfigurableFeature-vNx0

ChIE1-ConfigurableFeature-vNx0
OPTIONAL
-- Cond ConfigF

}

ChIE1-ConfigurableFeature ::=

CHOICE {


release







NULL,


setup







SEQUENCE {



-- Root encoding


}

}

ChIE1-ConfigurableFeature-vNx0 ::=
SEQUENCE {


chIE1-NewField-rN




INTEGER (0..31)

}

-- ASN1STOP

	Conditional presence
	Explanation

	ConfigF
	The field is optional present, need OR, in case of chIE1-ConfigurableFeature is included and set to "setup"; otherwise the field is not present and the UE shall delete any existing value for this field.


–
ChildIE2-WithoutEM
The IE ChildIE2-WithoutEM is an example of a lower level IE, typically used to control certain radio configurations. The example illustrates how the new field chIE1-NewField is added in release N to the configuration of the configurable feature.

ChildIE2-WithoutEM information element

-- /example/ ASN1START

ChildIE2-WithoutEM ::=



CHOICE {


release







NULL,


setup







SEQUENCE {



-- Root encoding


}

}

ChildIE2-WithoutEM-vNx0 ::=


SEQUENCE {


chIE2-NewField-rN




INTEGER (0..31)




OPTIONAL
-- Cond ConfigF

}

-- ASN1STOP

	Conditional presence
	Explanation

	ConfigF
	The field is optional present, need OR, in case of chIE2-ConfigurableFeature is included and set to "setup"; otherwise the field is not present and the UE shall delete any existing value for this field.


A.5
Guidelines regarding inclusion of transaction identifiers in RRC messages

The following rules provide guidance on which messages should include a Transaction identifier

1:
DL messages on CCCH that move UE to RRC-Idle should not include the RRC transaction identifier.

2:
All network initiated DL messages by default should include the RRC transaction identifier.

3:
All UL messages that are direct response to a DL message with an RRC Transaction identifier should include the RRC Transaction identifier.

4:
All UL messages that require a direct DL response message should include an RRC transaction identifier.

5:
All UL messages that are not in response to a DL message nor require a corresponding response from the network should not include the RRC Transaction identifier.
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