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1
Decision/action requested

Discuss and approve the text proposal.
2
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3
Rationale

In TS 28.530 [1] Clause 4.1.8 indicates that some slice deliverable types require management capability exposure.
***********************************Extract from TS 28.530 start*************************************
4.1.8
Network slice  delivery concepts 

Network slice instances are provided in different compositions to the customer which may include access to different management capabilities and network slice instance provisioning procedures for the customer. 

For example, a network slice may be delivered 

(a) to meet customer’s communication service requirements without any exposure of internal NSI structures (applicable to both individual subscribers and NSaaS); or

(b) to meet the network slice instance requirements, with some exposure of the internal NSI structures (e.g. NFs, topology, etc) and with  some network monitoring capability as enabled by the provider; or 

(c)  to meet  the network slice instance requirements, with some exposure of the internal NSI structures (e.g. NFs) with  some management capabilities as enabled by the provider. 

***********************************Extract from TS 28.530 end**************************************
Although 5.1.14 in TS 28.531 [2] provides UC for management data exposure, a UC corresponding to the above part (c) of Clause 4.1.8, and associated requirements are not provided yet. This proposal aims to fill that gap.
4
Detailed proposal

It is proposed to make the following changes to draft TS 28.531 [2].
	Start of changes


5.1.X
Exposure of network slice management capability
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable authorized network slice management service consumer to obtain certain management capability to manage the network slice instance (e.g., provisioning) through the exposure interface.
	

	Actors and Roles
	Network slice management service consumer. For example, CSMF or CSP providing NSaaS plays the role of network slice management service consumer.
	

	Telecom resources
	Network slice instance
Network slice management service provider. For example, NSMF plays the role of network slice management service provider.
	

	Assumptions
	Network slice management service consumer is authorized to obtain the allowed management capability from network slice management service provider according to the pre-defined agreements.
	

	Pre-conditions
	Level of management exposure has been agreed upon between the network slice management service provider and the network slice management service consumer. 
	

	Begins when 
	Network slice management service consumer wants to obtain the network slice management capability.
	

	Step 1 (M)
	Network slice management service consumer sends a request to network slice management service provider to obtain the network slice management capability.

The information indicating which specific management capability needs to be obtained may be included in the request.
	

	Step 2 (M)
	Network slice management service provider provides the required management capability to network slice management service consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	Network slice management service consumer obtained the allowed network slice management capability.
	

	Traceability 
	REQ-NSM_NSM-FUN-1, REQ-NSM_NSM-FUN-3, REQ-NSM_NSM-FUN-6
	


	2nd change


5.2.1
Requirements for network slice management service

Editor’s Note: The name of the service in this clause needs to be revisited to align with the 5G network management architecture.

REQ-NSM_NSM-FUN-1
The network slice management service provider shall have the capability allowing its authorized consumer to request a network slice instance.

REQ-NSM_NSM-FUN-2
The network slice management service provider shall have the capability allowing its authorized consumer to send the network slice related requirements.
NOTE: The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.
REQ-NSM_NSM-FUN-3
The network slice management service provider shall have the capability allowing its authorized consumer to request the deallocation of a network slice instance.
REQ-NSM_NSM–FUN-4
The network slice management service provider shall have the capability allowing its authorized consumer to request activation of a network slice instance.

REQ-NSM_NSM–FUN-5
The network slice management service provider shall have the capability allowing its authorized consumer to request deactivation of a network slice instance.

REQ-NSM_NSM-FUN-6
The network slice management service provider shall have the capability allowing its authorized consumer to request the modification of a network slice instance.
REQ-NSM_NSM-FUN-7
The network slice management service provider shall have the capability allowing its consumer to obtain the network slice management data.

REQ-NSM_NSM-FUN-8
The network slice management service provider shall have the capability allowing its authorized consumer to obtain the feasibility of provisioning the requested network slice instance.

	End of changes


