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Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
3GPP TS 28.543: "Telecommunication management; Management of 5G networks and network slicing; 5G Core Network (5GC) Network Resource Model (NRM); Stage 2 and stage 3".

3
Rationale

Based on the network slice selection related description in TS 23.501[1] and TS 23.502 [2], this contribution proposes to discuss the management aspect to support network slice selection.
3.1 Firstly, in TS 23.501[1] the UE Registeration with AMF re-allocation is described as follows:
When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a Registration procedure.
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Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.

1.
Steps 1 and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.wm de
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration Request or if the Registration Request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a of figure 4.2.2.2.2-1.

3a.
[Conditional] Initial AMF to UDM: Nudm_SDM_Get (SUPI, Slice selection data request).


If the initial AMF needs UE's subscription information to decide whether to reroute the Registration Request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SDM_Get (see clause 5.2.3.3.1) service operation. UDM may get this information from UDR by Nudr_UDM_Query(SUPI, Subscribed S-NSSAIs).
3b.
UDM to initial AMF: Response to Nudm_SDM_Get with (Subscribed S-NSSAIs).


UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Mapping Of Requested NSSAI, Subscribed S-NSSAIs, TAI, PLMN ID of the SUPI).

If there is a need for slice selection, (see clause 5.15.2.1 of TS 23.501 [2]), e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Mapping Of Requested NSSAI, Subscribed S-NSSAIs, PLMN ID of the SUPI and the TAI of the UE.

4b.
[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, Allowed NSSAI, [Mapping Of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))]).

The NSSF performs the steps specified in point (B) in clause 5.15.2.1 of TS 23.501 [2]. The NSSF returns to initial AMF the Allowed NSSAI, optionally the Mapping Of Allowed NSSAI, and the target AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NSI ID(s) associated to the Network Slice instance(s) corresponding to certain S-NSSAI(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI.

NOTE:
The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2]) according to the deployment decision of the operator.

…….
[Discussion#1] As mentioned above, NSSF needs to be aware of relationship of NSI ID(s) and s-NSSAI(s).

OAM system is responsible for provisioning of 5G networks and network slicing, include generate the NSI Id for NSI. So this relationship can be configured by OAM system.

3.2 Secondly, Network Function and Network Function Service Registeration and de-registeration is described in Clause 7.1.5 in TS 23.501 [1] as follows:

7.1.5
Network Function and Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports.

NOTE:
The NF informs the appropriate NRF based on configuration.

The NF instance may make this information available to NRF when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation. The NF instance while registering the list of NF services it supports, for each NF service, may provide a notification endpoint information for each type of notification service that the NF service is prepared to consume, to the NRF during the NF instance registration. The NF instance may also update or delete the NF service related parameters (e.g. to delete the notification endpoint information). Alternatively, another authorised entity (such as an OA&M function) may inform the NRF on behalf of an NF instance triggered by an NF service instance lifecycle event (register or de-registration operation depending on instance instantiation, termination, activation, or de-activation). Registration with the NRF includes capacity and configuration information at time of instantiation.
The NF instance may also de-registers from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way. If an NF instance become unavailable or unreachable due to unplanned errors (e.g. NF crashes or there are network issues), an authorised entity shall deregister the NF instance with the NRF.
The procedure of NF Service Registeration, NF service update and NF service deregistration are described in Clause 4.17.1, Clause 4.17.2 and Clause 4.17.3 in TS 23.502 [2] as follows:

4.17.1
NF service Registration


[image: image2.emf] 

NF  Service C onsumer   NRF  

1 . Nnrf_   NFManagement_NF Register _r equest  

3 .  Nnrf_   NFManagement_ NF Register _r esponse  

2.  Store NF profile   


Figure 4.17.1-1: Nnrf_NF Registration procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NFRegister Request message (the NF profile of NF service consumer) to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. According to clause 6.2.6 of TS 23.501 [2], the NF profile of NF service consumer includes NF type, FQDN or IP address of NF, Names of supported services, Endpoint information of instance(s) of each supported service and other service parameter.


In case of UDR, the request message may include Range(s) of SUPIs and/or the Data Set Identifier(s) served by the UDR instance.

NOTE 1:
The NF profile of NF service consumer interact with NRF are configured by OAM system.
2.
The NRF stores the NF profile of NF service consumer and marks the NF service consumer available.

NOTE 2:
Whether the NF profile sent by NF service consumer to NRF needs to be integrity protected by the NF service consumer and verified by the NRF is to be decided by SA3.

3.
The NRF acknowledge NF Registration is accepted via Nnrf_NFManagement_NF Register response.

4.17.2
NF service update
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Figure 4.17.2-1: Nnrf_NF Update procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NF Update_Request message (the updated NF profile of NF service consumer) to NRF to inform the NRF of its updated NF profile (e.g. with updated capacity) when e.g. triggered after a scaling operation.

NOTE:
The updated NF profile of NF instance are configured by OAM system.
2.
The NRF updates the NF profile of NF service consumer.
3.
The NRF acknowledge NF Update is accepted via Nnrf_NFManagement_NF Update response.

4.17.3
NF service deregistration
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Figure 4.17.3-1: Nnrf_NF Deregistration procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NFDeregister_Request message to NRF to inform the NRF of its unavailability when e.g. it's about to gracefully shut down or disconnect from the network.
2.
The NRF marks the NF service consumer unavailable. NRF may remove the NF profile of NF service consumer according to NF management policy.
3.
The NRF acknowledge NF Deregistration is accepted via Nnrf_NFManagement_NF Deregister response.

Thirdly, NRF is described in Clause 6.2.6 in TS 23.501[1] as follows:

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID
-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Identification of stored data/information
NOTE 1:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 2:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE 3:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface
[Discussion#2] 1. As mentioned above, two options for Network Function and Network Function Service registration and de-registeration: 
Option 1: OAM system configures NF with its NF profile, NF register and deregister NRF with its NF profile;

Option 2: OAM system register and deregister NRF with NF profie. 
As mentioned above, this contribution proposes to add class definition of NRF and NSSF.
4
Detailed proposal

It is proposed to make the following changes to draft TS 28.541 [1].
	Start


4.3.X
NRFFunction
4.3.X.1
Definition

This IOC represents the NRF functionality in 5GC. For more information about the NRF, see 3GPP TS 23.501 [3].  

4.3.X.2
Attributes

	Attribute name
	Support Qualifier
	isInvariant
	isNotifyable

	nfProfileList
	M
	-
	M

	supportedNSSAI
	CM
	-
	M

	mnsiIdList
	CM
	-
	M

	plmnIdList
	M
	-
	M


4.3.1.3
Attribute constraints

	Name
	Definition

	suportedNSSAI CM Support Qualifier
	The condition is “network slicing feature is supported”.

	mnsiIdList CM Support Qualifier
	The condition is “network slicing feature is supported”.


4.3.1.4
Notifications

The common notifications defined in subclause 4.5 are valid for this IOC, without exceptions or additions.

4.3.X
NSSFunction
4.3.X.1
Definition

This IOC represents the NSSF functionality in 5GC. For more information about the NSSF, see 3GPP TS 23.501 [3].  

4.3.X.2
Attributes

	Attribute name
	Support Qualifier
	isInvariant
	isNotifyable

	pLMNIdList
	M
	-
	M

	supportedNSSAI
	M
	-
	M

	mnSIIdList
	M
	-
	M


4.3.1.3
Attribute constraints

4.3.1.4
Notifications

The common notifications defined in subclause 4.5 are valid for this IOC, without exceptions or additions.

	Second


4.4
Attribute definitions

4.4.1
Attribute properties
The following table defines the attributes that are present in several Information Object Classes (IOCs) of the present document.

	Attribute Name
	Documentation and Allowed Values
	Properties

	aMFIndetifier
	The AMFI is constructed from an AMF Region ID, an AMF Set ID and an AMF Pointer. The AMF Region ID identifies the region, the AMF Set ID uniquely identifies the AMF Set within the AMF Region, and the AMF Pointer uniquely identifies the AMF within the AMF Set. (Ref. 3GPP TS 23.003 [4])
	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	allowedNSSAI
	NSSAI is one set of S-NSSAI, an S-NSSAI is comprised of a SST (Slice/Service type) and an optional SD (Slice Differentiator) field, (Ref. 3GPP TS 23.003 [4]).

	type: <<dataType>>
multiplicity: 1..*
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	pLMNIdList
	It is a list of PLMN-Id, PLMN-Id= Mobile Country Codes (MCC)|| Mobile Network Codes(MNC) (Ref. 3GPP TS 23.003 [4])
allowedValues: A list of at most six entries of PLMN Identifiers. The PLMN Identifier is composed of a Mobile Country Code (MCC) and a Mobile Network Code (MNC).
	type: Integer

multiplicity: 1..*

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	sBIFQDN
	It is used to indicate the FQDN of the registered NF instance in service-based interface, for example, NF instance FQDN structure is:
nftype<nfnum>.slicetype<sliceid>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

e.g. Amf01.embb01.mnc640.mcc00.3gppnetwork.org
	type: String

multiplicity: 1
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	sBIServiceList
	It is used to indicate the all supported NF services registered on service-based interface.
	type: String

multiplicity: 1..*
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	weightFactor
	The weight factor is typically set according to the capacity of local node (AMF) relative to other nodes in the same type. And it is used to achieve load balancing among a set of same type of network functions. (Ref. 3GPP TS 23.501 [3])
	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	nfProfileList
	It is a list of NF Profile(s) to be registed in the NRF instance. NF Profile contains:

NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID
-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Identification of stored data/information. 

(Ref. 3GPP TS 23.501 [3])
	type: <<dataType>>
multiplicity: 1..*
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	mnsiIdList
	It is a list of mnsiId List. (Ref. 3GPP TS 28.532 [X])
	type: DN
multiplicity: 1..*
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True

	supportedNSSAI
	NSSAI is one set of S-NSSAI, an S-NSSAI is comprised of a SST (Slice/Service type) and an optional SD (Slice Differentiator) field, (Ref. 3GPP TS 23.003 [4]).

	type: <<dataType>>
multiplicity: 1..*
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: True


	End
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