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6.4.1 
1
Decision/action requested

This document is submitted for discussion and endorsement.
2
References

This proposal takes into consideration of the following proposals. 
[1] 3GPP TS 22.261 Service requirements for the 5G system; stage 1
[2] 3GPP TR 28.800 Study on management and orchestration architecture of next generation networks and services

[3] 3GPP TR 28.801 Study on management and orchestration of network slicing for next generation network
[4] 3GPP TR 28.802 Study on management aspects of next generation network architecture and features

[5] 3GPP TS 28.530 Management of 5G networks and network slicing; Concepts, use cases and requirements
[6] 3GPP TS 28.531 Provisioning of network slicing for 5G networks and services
[7] 3GPP TS 23.501 System Architecture for the 5G System; stage 2
[8] 3GPP TS 23.502 Procedures for the 5G System; stage 2
3
Rationale

3.1  3GPP TS/TR as inputs to network slice management
During and before 3GPP SA5 specifies network slicing management system, especialy specifies network slicing management architecture, 3GPP SA1/2 and other industry forums produce specification on 5G requirement, architecture or speficiations to be as inputs or supporting matters to network slicing management. 
3GPP SA1 WG specifies service level definition, and specify a number of requirments related in network slicing in subclaus 6.1 network slicing of TS 22.261. TS 22.261 requires that network slice requirement can provide the functionality of a complete network, including radio access network functions and core network functions. 3GPP SA1 also specifies that Network slicing can allow the operator to provide customised networks to serve only specific users (e.g. MPS users, Public Safety users, corporate customers, roamers, or hosting an MVNO).

3GPP SA2 WG specifies stage 2 5G system architecture that covers both roaming and non-roaming scenarios in all aspects, including interworking between 5GS and EPS, mobility within 5GS, policy control and charging, and authentication in TS 23.501. TS 23.502 contains he stage 2 procedures and flows for 5G System as companion specification to TS 23.501. 3GPP SA2 defines network slice aligned with 3GPP SA1 and other system level concepts of network slice in 5G system. 3GPP SA2 specifies NSI (network slice instance), NSI ID (NSI Identifier), NSSAI (Network Slice Selection Assistance Information) etc. TS 23.501 also finds the method that UE requests configured or preferred network slice assistiance inforamtion to AMF and network slice selection mechiasm.  3GPP SA2 specifies three Service/Slice types (SST) that are eMBB, URLLC and MIoT, and Slice Differentiator (SD) that differentiates network slices for the same SST. UE should register by indicating NSSAI, SST and opitional information on SD to 5G Core. 
ETSI ISG NFV is founded in November 2012, as an industry standard group, to produce pre-standardization studies and detail specifications to support NFV interoperability. NFV MANO defines functionalities of NFVO and VNFM, which support NFV orchestration and management requirements when VNF built in virtualization environment. NFV ISG published a set of stage 2 and 3 specifications of NFV MANO interfaces Ve-vnfm interface, Or-vnfm interface and VNF package. 3GPP SA5 approved and produced a number of specifications for management and orchestration for mobile network in release 14 that can support interoperable capabilities to NFV MANO. 
3GPP SA5 just studied management and orchestration of network slicing in TR 28.801, management and orchestration architecture of next generation network and service in TR 28.800, and management aspect of next generation network architecture in TR 28.802.
3GPP SA5 identified network slice management related functions, which are Communication Service Management Function (CSMF), Network Slice Management Function (NSMF) and Network Slice Subnet Management Function (NSSMF) in TR 28.801. 
3GPP SA5 outlined potential key issues for network slicing management as following:
· Network slice life cycle management;

· NSI FCAPS management;

· Shared slice instance management;
· Orchestration of network slice; and,

· Ochestration of slice across multiple administration.

3GPP SA5 deliverables in studies releated network slicing management should be able to derive architectural options, functional requirements and some non-functional requirements when SA5 defines network slicing management architecture.
3.2. Design goals and principles when designing network slicing management architecture
To fulfil general goals of 5G network and service, the general goal is about to deliver a network slicing management system for supporting manageable network slice that serves for network operators and vertical services.
Network slicing management system shall support the means for network operators to provide flexible management system that serves 3rd party customers that can be individual users or group users. The network slice life cycle management and configuration should be exposed to 3rd party custorms based on management requriements and agreements. 

3.3 key considerations when discuss slicing management architecture
· Open architecture;
· Semi-automation and automation;

· Network slice management architecture may support service oriented architecture;

· Network slice template and network slice subnet template;

· Policy based self-optimization to network slice update and configuration; 
· Flexible deployment support for management system evolution;

· Supports with extensibility;

· Network slice management (e.g. NSSMF) interaction to ETSI NFV MANO standard;

· Scalability support;
· Back compatibility support to existing managmenet system, and forward compatibity to management evolution; and,
· Network slicing management architecture shall leverage security requirements, including management data interaction security, data integrity and other security considerations to virtualization environment.
3.4

Service interfaces when service oriented architecture in management plane

3.4.1 Architecture option 1
Figure 3.4.1-1 shows an example layout of network slicing management entities and other related management entities, when service oriented architecture concepts are introduced. In this example, performance management, fault management and network slice life cycle management are service offered in management system, and are comsumed by other management entities as planned. Network fuctions MF are also assumed to provide service of PM and FM to network slicing management entities in this example.
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Figure 3.4.1-1 Management architecture option 1: example of managing 5G Core control plane 

The standardization efforts when 5G management system introduces service oriented architecture concepts is shown in table 3.4.1-1. Those service interfaces should be able to support deployment scenarios and provide flexibility.
	Interface
	Description
	Description to exposed service based interfaces

	Interface A
	Interface exposed by NSSMF to NSMF
	This interface must support network slicing management operations done by NSSMF. 
This interface might be designed as service oriented interface: 
1. Performance management; 
2. Fault management; 
3. Configuration management; and,

4. Lifecycle management.

	Interface B
	Interface exposed by NF MF to NSSMF
	This interface must support NF management. PM/FM data should be generated by a network function MF. A MF can manage one or more than on NFs. 
This interface might be designed as service oriented interface:

1. performance management; 

2. Fault management; and,

3. Configuration management.

	Interface C
	Interface exposed by NSMF to CSMF
	This interface must support network slicing management operations done by NSMF. 
This interface might be designed as service oriented interface: 
1. Performance management;

2. Fault management; 
3. Configuration management; and,

4. Lifecycle management.

	Itf-N
	Interface exposed by MF to NMS
	Network function management may reuse existing Itf-N for some management purposes (e.g. Optimization, subscription provisioning etc.).

This interface may evolve for 5G Core. 

	Interface to external management systems
	Interface to external management systems (TN management system, ETSI NFV etc.)
	Interfaces to external management system are mainly for virtual resource management and Transport network management. These interfaces can be defined by external SDOs like BBF, ETSI ISG NFV. According to network slice management system requirements, those standardized interfaces might be updated if necessary. 

NOTE: The detail updates to these interfaces can be indentfied in later phase once architecture discussion is ongoing.


Table 3.4.1-1: Service oriented interface of network slicing management

3.4.2 Architecture option 2
Figure 3.4.2-1 shows an example layout of service oriented architecture that only service interfaces are standardized in management plane.
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Figure 3.4.2-1 Management architecture option 2

In this option, SA5 should define service based interfaces as shown in table 3.4.2-1, that support network slicing management requirements. The propsed sementics to Itf-FM, Itf-PM, Itf-CM and Itf-LCM is avaible in Annex A in this contribution. The NRM definitions for network slice and network slice subnet are expected in release 15. Management data model for interface shown is also expected in release 15.
	Service based Interfaces
	Description
	Affected network slice management entities
NOTE: Need NRM support and assurance data definition support
	Affected work item(s) and specification number

	Itf-FM
	Fault management service
	Network slice management fuction (Itf-FM-Nsi)
Network slice subnet management function (Itf-FM-Nssi)

Network function management function (Itf-FM-Nf)
	Work item: Fault Supervision for 5G networks and network slicing
TS 28.545 stage 1

TS 28.546 stage 2 and 3

	Itf-PM
	Performance management service
	Network slice management fuction (Itf-PM-Nsi)
Network slice subnet management function (Itf-PM-Nsi)

Network function management function (Itf-PM-Nf)
	Work item:  Assurance data and Performance Management for 5G networks and network slicing
TS 28.550 stage 1
TS 28.551 PM, stage 2 and 3
TS 28.552 NR and NG-RAN, PM and assurance data
TS 28.553 5G Core PM and assurance data

	Itf-CM
	Configuration management service
	Network slice management fuction (Itf-CM-Nsi)
Network slice subnet management function (Itf-CM-Nssi)

Network function management function (Itf-CM-Nf)
	Work item: Provisioning of 5G networks and network slicing
TS 28.531 stage 1

TS 28.532 stage 2 and 3

	Itf-LCM
	Network slice life cycle management service
	Network slice management fuction (Itf-LCM-Nsi)
Network slice subnet management function (Itf-LCM-Nssi)
	Work item: Provisioning of 5G networks and network slicing
TS 28.531 stage 1

TS 28.532 stage 2 and 3


Table 3.4.2-1 Service oriented interface of network slicing management
3.4.3 Expected agreements 
If agreed, the following key issues should be major architectural taskes when discuss architecture and interfaces in release 15:

1. Architecture options as discussed in this contribution;

2. NRM for 5G management;
3. Performance management and assurance management data definition;

4. Data model of NF MF, NSSMF, NSMF to support 5G and network slice management needs;

5. Work flows in 5G management system.

SA5 is asked to discuss above deployment and the standard interface needs in release 15.
3.5 Deployment options analysis
This section is to list some potential deployment options that use the standard service interfaces required for deployment options. These deployment options are about to take into account current outputs of network slicing management study, the 5G Core architecture, service based interfaces that be available in release 15 and key considerations mentioned in section 3.3 in this contribution. The introduced concept of service oriented architecture should be able to benefit and support the interoperability in case of following the deployment options.
3.5.1 Deployment Scenario 1 – Management system structure in addition to network slicing management
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Figure 3.5.1-2: Network slicing management structure option 1
[3] TR 28.801 identified network slicing management functions of CSMF, NSMF and NSSMF. A NF management function was assumed in 5G management system that responsible network function management. NF management is to expose NF PM, FM, NF status data to NSSMF/NSMF for management purposes. A NF management may be responsible to manage one network funcation or multiple network functions according to implementaitons of NFs, for the reason that network function management is associated to NF(s) implementations.

This deployment opion is complete structure to fulfil management data definition and management purposes for 5G Core. For example, interface B would support network function performance management data, fault management data to NSSMF, the network configuration and network management data will be supported by Itf-N interface in this deployment option. Another example is that subscription data provisioning in NMS that is not responsibility of NSMF and NSSMF but NMS system.
NOTE 1: Interface A, B and C can be service based interface.

NOTE 2: NSMF and NSSMF functionalities in release 15 can be basic functions. The interactions NSMF or NSSMF to NMS is out of scope the discussion in this contribution and can be FFS.
3.5.2 Deployment Scenario 2 
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Figure 3.5.2-2: Full management system option 2
In deployment options above described in this contribution, functionality and management data exposed have a lot of similarity with NSSMF. That might imply the interface C should be prioritised comparing to interface A, and interface A may endorse the outputs of interface C. The network slice template and network slice subnet template might be defined in similar way, even at the same during of standardization.
3.6 Standardization work load analysis to two options when architecture is agreed
This section is to consider the standardization work load to interface A, B and C, and evaluate the impacts on existing Itf-N interface and exteneal entities. Author will consider the interface A and C are new interfaces under the development of nework slice management requriements per TR 28.800, TR 28.801, TR 28.802, TS 28.530 and TS 28.531. Interface B would be likely a new interface exposed by management functions regarding 5G Core architecture. Interface B may mantian some back compatibility capability so as the existing MF functions and Itf-N data models are capable to reuse. 

The Itf-N interface expose by MF to existing NMS can be also updated for same purpose of Interface B for 5G Core.
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Figure 3.5-1: options and interfaces to analysis
	　
	Interface A (NSSMF to NSMF)
	Interface B (MF to NSSMF)
	Interface C (NSMF to CSMF)
	Itf-N
	External interfaces(TN management, ETSI NFV)

	Scenario 1
	New interface
	New interface
May support backcompatability to Itf-N
	New interface
	Same as Itf-N
May evolve.
	Reues as much as possible
May evolve.

	Scenario 2
	May not need. It is a deployment.
	New interface
May support backcompatability to Itf-N
	New interface
	Same as Itf-N

May evolve.
	Reues as much as possible

May evolve.


Table 3.5-1: Comparison of three architecture options
According to this analysis, authors believe that the following standardization strategy actions with in SA5 should be discussed and have agreement:

· New interface for network slice management uses are essential for 5G management system architecture;
· Interface to NMS is needed;

· External interface like TN management and ETSI NFV are necessary.

Authors suggest that SA5 sets Interface A, B, C and external interfaces as high priority task when define 5G management architecture.

4
Detailed proposal

The group is asked to discuss above options and consider following issues:
1. Itf-PM, Itf-FM, Itf-CM and Itf-LCM should be major tasks for release 15 work items of 5G management;

2. Scenario 1 and Scenario 2 are target deployment for 5G management in release 15. 
Annex A: Service interface definition and the standard work load analysis
This section is to futher analysis the service interface capabilities for 5G management system. The analysis of standard work laod is given that should help schedule and moniter the alignment of those service interface definition and NRM data definition.

	Service interfaces in 5G Management system
	Description
	Serivce operations
	Operations samentics
	Affected specificaitons

	Itf-FM
	Fault management service
	Alarm report
	Request/response
	TS 28.546

	
	
	Subscribe fault and alarm
	Subscribe/notify
	

	Itf-PM
	Performance management service
	PM job management:
creation/termination/change/query/
	Request/response
	TS 28.551
TS 28.552

TS 28.553

	
	
	PM report
	Subscribe/notify
	

	Itf-CM
	Configuration management service
	Modifiy configuration
	Request/response
	TS 28.532

	
	
	Subscribe configurations
	Subscribe/notify
	

	Itf-LCM
	Network slice life cycle management service
	Network slice instance creation
	Request/response
	TS 28.532

	
	
	Network slice instance termination
	Request/response
	

	
	
	Network slice instance modification
	Request/response
	

	
	
	Network slice instance activate/de-activate
	Request/response
	

	
	
	Network slice instance query
	Request/response
	

	
	
	Network slice instance subscribe
	Subscribe/notify
	


Table Annex A-1: Release 15 service oriented interface of network slicing management
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