3GPP TSG SA WG5 (Telecom Management) Meeting #116
S5-176188
27 November - 1 December 2017, Reno, US
revision of S5A-17xabc 
Source:
China Mobile
Title:
pCR TR 32.871 adding the NFV policy management architecture
Document for:
Approval

Agenda Item:
6.5.7
1
Decision/action requested

The group is asked to aprrove the proposal.
2
Rationale
According to the agreed concepts of NFV policy, there are three important logical functions (i.e. PAP, PF and PSE), which involve the NFV policy management.
Policy Administration Point (PAP) defines the network policy.   

Policy Storage Entity (PSE) stores the defined network policy. 
Policy Function (PF) makes the policy enforcement decisions.
Besides of above functions, the policy inspecting point is needed to evaluate and judge the enforcement effect of the NFV network policy. 
The network is composed of non-virtualized NE(s), virtualized network function(s) and the NFVI resources which the virtulaized network function(s) relies on. 
Hence, one option for NFVpolicy management architecture is as follows:
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Based on the architecture, there are 7 interfaces:
1. IF-1 is the interface between PAP and PSE

IF-1 is used for the policy storage/update/query/deletion between PAP and PSE. 
2. IF-2 is the interface between PAP and PF

IF-2 is used for the policy delivery and activation from PAP to PF, and the policy enforcement notification from PF to PAP.
3. IF-3 is the interface between PF and PSE

IF-3 is used for the policy query between PF and PSE. 
4. IF-4 is the interface between PF and the network
IF-4 is used for PF enforcing the NFV policy towards the network and receiving the policy enforcement event from the network. 
5. IF-5 is the interface between PAP and PIP

IF-5 is used for PAP delivering the NFV policy and the policy enforcement results to PIP, and informing PIP to evaluate the enforcement effect of one specific NFVpolicy.
6. IF-6 is the interface between PIP and the network
IF-6 is used for PIP acquiring part of analysis data (e.g. resource utilization etc.) from the network to evaluate the enforcement effect of NFV policy.
7. IF-7 is the interface between PIP and PF
IF-7 is used for PIP acquiring part of analysis data (e.g. policy enforcement time etc.) from the PF to to evaluate the enforcement effect of NFV policy.
The option can be the architecture study basis for the future study. 
3
Proposal
	1st Modified Section


X Policy management architecture
X.1 Overview

The following clauses elaborate the potential NFV policy management architecture of mobile networks which include virtualized network functions. All of the functions, entities and the interfaces are logical designed. The concepts and definitions basically refer to and the MANO policy in [2]. The study will elaborate the differences if there is a gap between this study and MANO policy [2].
X.2 Architecture alternative

According to the concepts of NFV policy, there are four important logical functions:
-Policy Administration Point (PAP) defines the network policy.  
-Policy Storage Entity (PSE) stores the defined network policy. 
-Policy Function (PF) makes the policy enforcement decisions.
-Policy Inspecting Point (PIP) evaluates and judges the enforcement effect of the network policy.
And the network is composed of non-virtualized NE(s), virtualized network function(s) and the NFVI resources which the virtulaized network function(s) relies on. 

Hence, one option for NFVpolicy management architecture is as follows:
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Figure X.1-1 NFV policy management architecture option
X.3 Management interfaces
X.3.1 
IF-1
IF-1 is the interface between PAP and PSE. IF-1 is used for the policy storage/update/query/deletion between PAP and PSE. 
X.3.2 
IF-2
IF-2 is the interface between PAP and PF. IF-2 is used for the policy delivery and activation from PAP to PF, and is used for the policy enforcement notification from PF to PAP.
X.3.3 
IF-3
IF-3 is the interface between PF and PSE. IF-3 is used for the policy query between PF and PSE. 
X.3.4 
IF-4
IF-4 is the interface between PF and the network. IF-4 is used for PF enforcing the NFV policy towards the network and receiving the policy enforcement event from the network. 
X.3.5 
IF-5
IF-5 is the interface between PAP and PIP. IF-5 is used for PAP delivering the NFV policy and the policy enforcement results to PIP, and informing PIP to evaluate the enforcement effect of one specific NFV policy.
X.3.6 
IF-6
IF-6 is the interface between PIP and the network. IF-6 is used for PIP acquiring part of analysis data (e.g. resource utilization etc.) from the network to evaluate the enforcement effect of NFV policy.
X.3.7 
IF-7
IF-7 is the interface between PIP and PF. IF-7 is used for PIP acquiring part of analysis data (e.g. policy enforcement time etc.) from the PF to evaluate the enforcement effect of NFV policy.
	End of Modified Section
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