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1 Introduction

During the 14 June 2018 MBS SWG Telco #104, the contents of Tdoc S4-AHI799 [1] was tentatively agreed. That pCR proposes evaluation summary, via a new Clause 7.3.3, of the CoAP-based file repair mechanisms as proposed by Expway and Qualcomm, in TR 26.850.
Upon further internal discussion within Qualcomm, we are not quite agreeable to incorporating such text in the TR, as further explained below, and which also proposes alternative means for resolution.
2 Value of/Need for Evaluation Summary on CoAP File Repair
Qualcomm questions the necessity and value of additional evaluation description, beyond what it already provided by the descriptions for each of the four options as currently documented (Options 1 and 2 proposed by Expway and Options 3 and 4 by Qualcomm). Given that MBMS_IoT is a study item, with no normative solutions to be specified, formulation of summary text as proposed is a bit tricky business to provide a completely fair/unbiased comparison. In any case, any technical solutions on post-reception file repair upon MBMS delivery of file contents to IoT devices would need to come about after a related work item is proposed and approved. Only at that time do we believe that a more formal evaluation procedure is warranted in normatively specifying a solution. From such perspective, it would seem premature to document such evaluation in TR 26.850.
3 Alternative Formulation of Solution Evaluation Text
Should our proposal in Section 2, i.e., to do away with inclusion of the proposed Clause 7.3.3 text on solution evaluation, not be deemed appealing to the majority of MBS members, Qualcomm would propose more accurate and unbiased text to be used that new section.

In particular, we have concerns with the statements in bullets 1 and 3 of Clause 7.3.3:

3.2 Bullet Item #1 Description
Bullet item 1 in clause 7.3.3 states:

“The Option 1 requires that the CoAP server (i.e. File Repair server) understands the request range using defined keywords included in the Uri-query from the CoAP client (i.e. IoT UE). This option allows a flexible implementation choice between the CoAP client and server.”

The meaning of the second sentence is not apparent to us, and we would like to seek clarification on how does the use of a requested range of repair data permit “flexible implementation choice between the CoAP client and server”. For example, to allow practical flexibility, the CoAP server might not support the byte range request mechanism as used by the client, and in response to such request might return a 4.xx error message. Would this mean that file repair would fail, or lead to alternative procedures in support of file repair? We believe such explanation should be provided if the sentence under question is to be retained in the evaluation text.
3.3 Bullet Item #3 Description
Bullet item 3 in Clause 7.3.3 states:

“The Options 3 and 4 avoid the need for file repair servers with an understanding of defined keyworks included in the Uri-query as with the Options 1 and 2. The Options 3 and 4 work with the requested byte-range having 2(SZX + 4) discrete values and the maximum requested range is 1024 octets since the SZX field occupies three-bit unsigned integer and the value 7 for SZX is reserved. On the other hand, the Options 1 and 2 work with any arbitrary range.”

The meaning and implication of the second and third sentences are not quite clear. As read, it appears to suggest a downside to the methods in Options 3 and 4 associated with the (inadequate?) upper limit of 1024 bytes for each block-wise transfer as compared to Options 1 and 2. However, RFC 7959 [2] on Block-Wise Transfers in CoAP points out that since CoAP is based on UDP or DTLS for datagram transport, the maximum size of resource representations that can be practically transferred without significant fragmentation is limited. Employing fragmentation at the adaptation layer or IP layer for the transport of large representations is possible up to the maximum size of the underlying datagram protocol (e.g. UDP), but the associated fragmentation/reassembly process will undesirably burden the lower layers with maintaining conversational state. Consequently, the primary rationale/benefit of block-wise transfer as defined in RFC 7959 [2] is to allow the CoAP server to be stateless in supporting the delivery of the requested resource by the client. In other words, the basic motivation/justification in the use of CoAP’s Block options is to provide a relatively simplistic method for transferring larger representations, in a block-wise fashion.
In fact, such fragmentation of the requested resource representation by the CoAP server into separate blocks for transfer is evidenced in Expway’s proposed Option 1, as shown Figure 7.3.1.1-2 of TR 26.850 which is copied below:
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Figure 7.3.1.1-2: Request response CoAP messages using block-wise
As depicted in the diagram, the CoAP server employs block-wise transfer in the delivery of the requested data, where multiple blocks are used to return the resource initially requested by the CoAP client as a single byte range (for the exact reasons as described above). As shown, the CoAP client will anyways have to make one or more subsequent requests for additional blocks, which operationally, is no different than the Qualcomm proposed methods in Options 3 and 4. Therefore, the benefit of a byte-range designation for requesting a resource of arbitrary size is questionable/may be moot in practical deployments.
In summary, we believe the above two sentences are problematic and the best (and perhaps simplest) thing to do is not to include them in Clause 7.3.3.
4 Summary and Recommendation
We believe that there is no practical need for including evaluation summary text on CoAP file repair in Clause 7.3 since the descriptive text for each of the options as described in that section are self-evident regarding the tradeoffs among the methods. In any case, such evaluation would be best done during the stage 3 of normative specification development, should the study item on MBMS for IoT progress to a (Rel-16) work item.
However, should the majority of MBS members believe that there is sufficient value for including such evaluation text, Qualcomm’s alternative proposal is to amend the text in S4-AHI799 [1] as follows:

a) Either delete or add clarification text to bullet item #1 in Clause 7.3.3;

b) Delete the second and third sentences of bullet item #3 in Clause 7.3.3.
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