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	Second Change


5.3.2
Session management

5.3.2.1
FLUS sink capability discovery 

This procedure allows a FLUS source to discover capabilities of the FLUS sink.
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Figure 4.4-5: Get current FLUS sink capabilities

1. The FLUS Source sends the FLUS Sink Capability request to a known URL of the FLUS Sink. 

2. The FLUS sink provides a list of FLUS Sink Capabilities in response.

5.3.2.2
FLUS session establishment

It is assumed that the FLUS source has selected a FLUS Sink and acquired the necessary information to establish an F-C connection to that FLUS sink (i.e. the HTTPS URL).
The procedure allows a FLUS source to create a new FLUS session. Session configuration properties and in particular FLUS media instantiation selection is added in subsequent procedures.
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Figure 4.4-2: FLUS Session Creation

1. The FLUS session is created. The FLUS Source provides a valid access token.

2. On successful creation, the FLUS Sink responds with the resource id of the session. FLUS session properties are fetched and modified with subsequent transactions.

5.3.2.3
Get FLUS session properties

The procedure allows a FLUS Source to fetch the current configuration of the FLUS session.
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Figure 4.4-3: Get current FLUS session properties

1. The FLUS Source sends along with the session property request, the access token and the resource id of the session.

2. The FLUS sink provides the FLUS session properties in response.

5.3.2.4
FLUS session update

The procedure allows a FLUS Source to update the current configuration of the FLUS session.


[image: image4.wmf]F

L

U

S

 

S

o

u

r

c

e

F

L

U

S

 

S

i

n

k

1

:

 

S

e

s

s

i

o

n

 

U

p

d

a

t

e

(

A

c

c

e

s

s

 

T

o

k

e

n

,

 

I

d

,

 

P

r

o

p

e

r

t

i

e

s

)

2

:

 

O

K

h

t

t

p

:

/

/

m

s

c

-

g

e

n

e

r

a

t

o

r

.

s

o

u

r

c

e

f

o

r

g

e

.

n

e

t

 

v

4

.

6

.

2


Figure 4.4-4: FLUS Session Update

The FLUS Source may first fetch the current FLUS session configuration using the Get FLUS Session properties procedure. 

1. The FLUS Source modifies the properties of the session resource. The procedure may allow modification of individual properties or all properties.

2. The FLUS Source updates the resource identified by the id of the Session.
5.3.2.5 
FLUS session termination 

The FLUS source may explicitly terminate a FLUS session and all its provisioned and active media sessions. Alternatively, the FLUS session is automatically terminated, when the last media session of the FLUS session is terminated.


The procedure allows a FLUS Source to terminate a FLUS Session. All media streams will be terminated automatically with the termination of the FLUS Session. 
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Figure 4.4-6: FLUS Session Termination

1. The FLUS Source sends the Terminate FLUS session command. The access token and the resource id of the FLUS session is provided as input.

2. The FLUS Sink terminates the FLUS Session, incl all active media streams and acknowledges the reception of the request.  

5.3.2.6
List of FLUS Sink Capabilities

The FLUS sink capabilities should include

- Processing capabilities

° Supported input formats, codecs and codec profiles / levels, 

° Transcoding capabilities with formats, output codecs, codec profiles / levels, bitrates, etc,

° Supported output formats,

° Media processing, e.g. 360 video stitching, mixing, etc,

° others

- Distribution capabilities

 ° Storage capabilities,

° CDN Origin capabilities and CDN Origin Server base URLs,

° 3GPP and 3rd party distribution optionsForwarding, incl supported forwarding protocol, supported security principles, etc  

5.3.2.7
List of FLUS Session Properties

All FLUS Session properties, except for the resource id, are always carried in a HTTP message body. The access-token is always carried as part of HTTP Headers. Except for the FLUS session creation request (where the id is not present), the resource id shall be present in the URL of all requests that relate to a specific FLUS session. 

In the table below, the following assertions are made:

- 
Table header: C stands for Create FLUS Session Procedure, G is for Get FLUS Session Properties Procedure, U is for Update FLUS Session Properties Procedure and T is for Terminate FLUS Session Procedure. “I”, and “O” respectively denote “request” (going Into the FLUS Sink), and response (going Out of the FLUS Sink).

- 
Optional (“O”) means that the property may or may not be sent/received during a REST transaction. It does not necessarily mean that the property is optional. It is possible, for example, that a session is not yet active because the FLUS Source has not set the property in any previous Update transaction using the PUT or PATCH HTTP method, as opposed to representing a hint on the importance of the property for the FLUS Sink.

-
A property marked as optional (O) in a request message may be present in the request. When not present in the request body, the property, if present in the FLUS Sink, will not be updated.

-
A property marked as optional (O) in a response message is only present in the response when a value is assigned or changed by the FLUS Sink.

-
A property marked as mandatory (M) in a response message is always present in the response. The FLUS Sink provides defaults, which may be modified subsequently by the content provider.

- 
A blank cell in the table means “forbidden” (the property cannot be added to the request or returned by the FLUS Sink, depending on the transaction direction).

Table 5.3.2.7-1: List of FLUS Session Properties
	Property Name
	Property Description
	C
I
	C
O
	G
I
	G
O
	U
I
	U
O
	T
I

	id
	Identifier of the FLUS Session Resource. 

Note, the id is only provided within an HTTP body during the Create FLUS Session response. Otherwise, the id is present in the message URL to identify the resource in the FLUS Sink.

Type

Unit

Default

Integer 

None 

N/A


	
	M
	
	
	
	
	

	F-U Instantiation
	Enumeration of the FLUS Media instantiation that is used by this FLUS session. 

Vendor specific enumeration values shall start with ‘vnd-‘ followed by a unique vendor name and optionally followed by additional characters

The F-U instantiation shall be provided as a globally unique URN.

Type

Unit

Default

URI 

None 

All


	
	
	
	M
	O
	
	

	Processing Description
	The property stores a media processing description document that defines the post processing pipeline that the FLUS Sink shall apply to received media components. The pipeline description also may also set the distribution target (incl FLUS Sink storage) for the media.  

The format and semantics of this document are out of scope of the FLUS specification.
	
	
	
	O
	O
	
	


	Third Change


9
Uplink streaming interface
Editor’s note: This section may be merged into the section on Architecture, or Protocols.
9.1
General
A UE with a FLUS source can connect to a FLUS sink and start live uplink streaming of content that is captured by the UE or by a set of connected capture devices. This section specifies a REST API procedures for FLUS sink discovery, capability discovery, FLUS session setup, and session termination between the FLUS source and the FLUS sink.
9.1.1
Resources

F-C defines a set of resources managed at the FLUS sink that are controlled by the FLUS source. The set of resources are defined in the following table:

Table 9.1.1-1: Resources for managing FLUS sessions at FLUS sink
	Resource Name
	Resource Type
	Description

	Sink
	Instance resource
	Represents a single FLUS sink as described in section 9.1.1.1. The FLUS source can query the properties of that sink. However, a FLUS source cannot create, update, or terminate a FLUS sink. The creation, update, and termination of FLUS sinks are controlled exclusively by the network

	Session
	Instance resource
	Represents a single FLUS session resource as described in section 9.1.1.2. The FLUS source can provision or modify a single session at the FLUS sink.

	Sessions
	Collection Resource
	Represents a collection of FLUS session resources.


9.1.1.1
Sink Resource

A Sink resource provides the representation of the capabilities of a FLUS sink. FLUS source can query sink resources using REST API methods to examine the properties of the sink resource. Different properties of sink resources represent the capabilities of the corresponding FLUS sink.
Each sink resource has the set of properties described in Table 9.1.1.1-1.

Table 9.1.1.1-1: Properties of Sink Resource
	Property Name
	Description
	Example Values

	Supported Features
	List of supported features by the FLUS sink. Each feature to be expressed using an URN 
	urn:vnd:xzy:something



	Supported Instantiations
	Supported uplink service delivery methods
	e.g. urn:vnd:xzy:instantiation1


	
	
	

	
	
	


	
	
	



As described in Table 9.1.1.1-1 above, each sink resource describes the capabilities of the corresponding FLUS sink. A FLUS source can retrieve the resource description of a sink resource and find out its capabilities and make a decision if it wants to use the corresponding FLUS sink as described using the capability exchange procedure in section 9.3. 
9.1.1.2
Session Resource


A Session resource provides the representation of a session between a FLUS source and a FLUS sink. A FLUS source can create a session at a FLUS sink using REST API methods operating on the session resource described in this section. 

 Each session resource has the set of properties described in Table 9.1.1.2-1.
Table 9.1.1.1-1: Properties of Session Resource
	Property Name
	Description

	Source System Identifier
	Uniquely defines the source system 

	
	

	Entrypoint URL
	Entrypoint URL information (e.g., SIP URL) for establishing the F-U connection to start the media streaming. Details on the Entrypoint URL is F-U instantiation specific.

	Instantiation Identifier
	An identifier of the instantiation of F-U that is used in this session. The identifier shall be a globally unique URN.

	
	

	
	

	
	

	Processing Description
	a embedded document 

that describes the configured processing


FLUS sources use the above session resource representation to create and manage sessions at the selected FLUS sink. Different procedures that operate on the sink and session resources are discussed in the following sections.  The above table assumes there is a stream mapping to associate content from capture devices to transported media streams and processing. This mapping may be implicit.
9.1.2
Supported Methods
The F-C API follows the RESTful design principles. All operations shall be performed using HTTP 1.1 (IETF RFC 7231 [6]) over TLS (3GPP TS 33.246 [7]).
	HTTP Method
	CRUD
	Resource
	PATH

	POST
	Create
	Session
	/flus/v1.0/sessions

	GET
	Read
	Session
	/flus/v1.0/sessions/{session-res-id}

	
	
	Sink
	/flus/v1.0/sinks/{sink-res-id}/

	
	
	
	

	
	
	
	

	PUT
	Replace
	Session
	/flus/v1.0/sessions/{session-res-id}

	PATCH
	Modify
	Session
	/xmb/v1.0/sessions/{session-res-id}

	DELETE
	Delete
	Session
	/xmb/v1.0/session/{session-res-id}


9.1.3
Error Handling
The Uplink Streaming Interface API shall use the HTTP status codes to indicate any errors that might occur in the processing of operations on FLUS resources. Unless defined otherwise, the HTTP status codes shall be interpreted as specified in IETF RFC 7231 [6]. API operations that are not successfully handled shall not leave the resource at an undefined state. The response should provide sufficient information for a human operator to understand and locate the error.

9.2
Discovery
The FLUS sink discovery procedure is used by the FLUS source to discover available FLUS sinks that are provided by the operator. 
To query the list of available FLUS sinks, the FLUS REST client shall use one of the following procedures:

· The operator provides one or more FLUS Sink URLs to the FLUS Source.
· DNS Discovery of the FLUS Sink:
http://flus.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org/flus/v1.0/sinks/
9.3
Capability retrival
GET /flus/v1.0/sinks/{sink-res-id}
Using the capability exchange procedure, the FLUS source enquires about the capabilities of the FLUS sink. 
To retrieve the capabilities of a FLUS sink, the FLUS source shall use the HTTP GET method on the “sink” instance resource as follows:

· the request URI with the “path” is set to “/flus/v1.0/sinks/{sink-res-id}/”

· the Host field is set to the FQDN of the FLUS sink 

The URL in the request as retrived using the Discovery procedure described in section 9.2. 
The sink resource information provides in detail the capabilities of the FLUS sink. The response from the FLUS sink to the FLUS source shall contain the following:

· The Content-Type field specifying the MIME type (JSON) using which the sink resource information is encoded.

· The Content-Length is the length of the content body.  

The above header fields are followed by the content body in the format indicated by the Content-Type field. The content body includes the detailed representation of the sink resource as described in section 9.1.1.1 from which the capabilities of that FLUS sink can be inferred.
The possible response messages from the FLUS sink to the FLUS source are shown in Table XXXX. 

Table 9.3-1: Response status code, message, and contents for sink resource retrieval using HTTP GET
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides the sink capabilities to the FLUS source. 

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	Note:
In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.


9.4
Uplink streaming configuration
9.4.1
FLUS Session Properties Fetch Procedure
GET /flus/v1.0/ sessions/{session-res-id}Sessions can be read by the FLUS source when it wishes to know the latest representation of the session resource at the FLUS sink. To fetch the properties of a FLUS session, the FLUS source sends a HTTP GET request to the FLUS sink as follows:

· the request URI with the “path” set to “/flus/v1.0/sessions/{session-res-id}”

· the Host field is set to the FQDN of the FLUS sink 

The {session-res-id} in the request URI is the session resource identifier of the session previously created between the FLUS source and the FLUS sink. 
Upon receiving HTTP GET request from the FLUS source, the FLUS sink checks to see if such a session exists that matches the given session resource identifier. If such a session exists, the FLUS sink shall respond to the FLUS source with a 200 OK message along with the complete representation of the session resource. The response from the FLUS sink to the FLUS source shall contain the following:

·    The Content-Type field specifying the MIME type (JSON) 
using which the session resource information is encoded.

· The Content-Length is the length of the content body.  

The content body of this response message shall be the representation of the session resource as described in sub clause 9.1.1.2 
Alternatively, if such a session cannot be found by the FLUS sink, it shall send a 404 Not Found message to the FLUS sink. If the request cannot be fulfilled, the FLUS sink shall send a 403 Forbiddent message to the FLUS source. 
The possible response messages from the FLUS sink, depending on whether the GET request is successful or unsuccessful, are shown in Table 9.4.1-1.

Table 9.4.1-1: Response status code, message, and contents for service modification using HTTP S GET
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides session properties of the session resource to the FLUS source

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:
 In addition to the above response codes, the BM-SC can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.


9.4.2
FLUS Session Update Procedure
The sessions at the FLUS sink can be modified partially or completely using the following two procedures
9.4.2.1
Partial Modification of FLUS Session

PATCH /flus/v1.0/session/{session-res-id}
To update some of the FLUS session parameters at the sink, the FLUS source sends an HTTP PATCH request as follows:

· the request URI with the “path” is set to “/flus/v1.0/sessions/{session-res-id}”

· the Host field is set to the FQDN of the FLUS sink 

·    The Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.

· The Content-Length is the length of the content body.  

The {session-res-id} in the request URI is the session resource identifier of the session whose modification is sought. 

The content body of the HTTP PATCH message shall contain the updated partial representation of the session resource. 
Upon receiving the HTTP PATCH request from the FLUS source, the FLUS sink checks to see if such a session exists at the sink. If such a sink exists, FLUS sink shall update the session properties based on the values from the incoming request. Upon successful update of the requested session, the FLUS sink shall respond to the FLUS source with a 200 OK success message indicating that the session was successfully updated. The FLUS sink shall also include the session resource identifier of the session that is updated. As alternative to the 200 OK message, FLUS sink may send a 204 No Content success message without any message content to the FLUS source. If the session cannot be updated, the FLUS sink shall send a 403 message. If the session is not found, the FLUS sink shall send a 404 message.

The possible response messages from the FLUS sink, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 9.4.2.1-1.

Table 9.4.2.1-1: Response status code, message, and contents for session modification using HTTP PATCH
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink provides the session resource identifier of the session that is modified 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:
 In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.


9.4.2.2
Full Modification of FLUS Session
PUT /flus/v1.0/sessions/{session-res-id}
For complete update of the session parameters at the FLUS sink, the FLUS source sends an HTTP PUT request as follows:

· the request URI with the “path” is set to “/flus/v1.0/sessions/{session-res-id}”

· the Host field is set to the FQDN of the FLUS sink 

·    The Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.

· The Content-Length is the length of the content body.  

The {session-res-id} in the request URI is the session resource identifier of the session whose modification is sought. 

The content body of the HTTP PUT message shall contain the updated complete representation of the session resource. 

Upon receiving the HTTP PUT request from the FLUS source, the FLUS sink checks to see if such a session exists at the sink. If such a sink exists, FLUS sink shall update the session properties based on the values from the incoming request. Upon successful update of the requested session, the FLUS sink shall respond to the FLUS source with a 200 OK success message indicating that the session was successfully updated. The FLUS sink shall also include the session resource identifier of the session that is updated. As alternative to the 200 OK message, FLUS sink may send a 204 No Content success message without any message content to the FLUS source. If the session cannot be updated, the FLUS sink shall send a 403 message. If the session is not found, the FLUS sink shall send a 404 message.

The possible response messages from the FLUS sink, depending on whether the PATCH request is successful or unsuccessful, are shown in Table 9.4.2.2-1.

Table 9.4.2.2-1: Response status code, message, and contents for session modification using HTTP PATCH
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink shall send the session resource identifier of the session that is modified 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:
 In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.


9.5
Session establishment
POST /flus/v1.0/sessions
To create a session at the FLUS sink, the FLUS source shall use the HTTP GET method on the “sessions” collection resource as follows:

· the request URI with the “path” is set to “/flus/v1.0/sessions”

· the Host field is set to the FQDN of the FLUS sink

· the Content-Type field specifying the MIME type (JSON) using which the session resource information is encoded.

· The Content-Length is the length of the content body.  

The content body of the POST request shall contain the representation of the session resource. The session resource representation includes the details such as the media streams, their formats and codecs, the relationship between them, and the selected user plane instantiation and user plane control protocol.

Upon receipt of HTTP POST to create a session, the FLUS sink shall create a session. Upon successful creation of session resource, the FLUS sink shall respond back to the FLUS source with a 201 success message indicating that the session is successfully created along with the session resource of the created session. The session information returned to the FLUS source along with the 201 message includes the parameters applied for the session, thus confirming the parameters, and any default values assigned to session paramters which were not supplied by the FLUS source in the HTTP POST message. 

The session resource identifier is the identifier that uniquely identifies the session within the list of all sessions at that sink. When the FLUS source receives the session resource identifier, it shall use this identifier in subsequent requests to the FLUS sink to refer to this session. 

Altenately, if the creation of session is failed, the FLUS sink shall send a 403 message. 
The possible response messages from the FLUS sink, depending on whether the POST request is successful or unsuccessful, are shown in Table 9.5-1.

Table 9.5: Response status code, message, and contents for session creation
	Status Code
	Message
	Contents

	201 Created
	Session created successfully
	The FLUS sink provides the session resource identifier of the created session and detailed session information

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled 

	Note:
In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable


9.6
Session termination
DELETE /flus/v1.0/sessions/{session-res-id}
To terminate a FLUS session, the FLUS sink shall use the HTTP DELETE method on the “session” instance resource as follows:

· the request URL with the “path” is set to “/flus/v1.0/sessions/{session-res-id}”

· the Host field is set to the FQDN of the FLUS sink

The {session-res-id} is the session resource identifier for which the session termination is sought.
 Upon reception of a HTTP DELETE request, the FLUS sink will check to see if the session with the given session resource identifier exists at the given sink. If such a session exists, the FLUS sink shall delete the session instance associated with the given session resource identifier. Further, the FLUS sink responds back to the FLUS source with a 200 success message along with the session resource identifier indicating that the session was successfully deleted. Alternately, if the session cannot be deleted, the FLUS sink shall send a 403 Forbidden message. If the session was not found, or if the sink was not found, the FLUS sink returns back with a 404 message. 

The possible response messages from the FLUS sink, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.2.2.2.4-1.

Table 9.6-1: Response status code, message, and contents for session deletion
	Status Code
	Message
	Contents

	200 OK
	The request has succeeded
	The FLUS sink shall send the session resource identifier of the session that is deleted 

	204 No Content
	The request has succeeded
	None

	403 Forbidden
	Request cannot be fulfilled
	The FLUS sink may include optional text to indicate why the request could not be fulfilled

	404 Not Found
	Requested resource not found
	None

	Note:
 In addition to the above response codes, the FLUS sink can also send appropriate response codes described in IETF RFC 7231 [6] as applicable.


�This is not limited to protocols, it is usually a reference to an complete distribution solution such as MBMS or PSS


�A URN is more robust against conflicts


�We should define an URN for MTSI.


�Also here: there is a structure?


�Same as Supported Features


�No, we should leave this to vendor / later steps


�Redundant with Section 5


�This is the stage 3 and will provide the JSON mapping.


�Don’t understand, why the FLUS sink needs to know the Capture System Information. That should be configured with the processing description 





�Do we want to keep these or just start the session immediately upon it being established?


�The FLUS Sink may not be able to force the starting of the session. 


�No, we should enable json objects. 


�JSON is enabled by this but it should not be exclusive. MPEG NBMP may choose a different format for instance.


�Stage 3 should select one. JSON is preferred.
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