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Conference call    

Table 1: Target is local to CSP
In the redirected case, the base user is presumed to be the target (e.g. with A calling B, forwarded to C; B is the target).    
	Session type
	Non-roaming
	Roaming (NOTE 1)

	
	                     Default
	                  Deployment Options
	LBO
	Home-routed

	
	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Option
	Default
	Deployment Option
	Default
	Deployment Option
	    Default
	     Option

	Normal  Sessions
	S-CSCF
	P-CSCF

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF
	n/a
	S-CSCF
	P-CSCF

AS (NOTE 2)
	N9HR LI

	Emergency sessions
	P-CSCF (NOTE 3)
	E-CSCF (NOTE 3)

S-CSCF (NOTE 5)
	n/a
	n/a
	P-CSCF (NOTE 3)
	E-CSCF (NOTE 3)
	n/a
	n/a
	P-CSCF (NOTE 4)  
	E-CSCF (NOTE 4)

	Redirected  (CFDA)
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF (NOTE 6)
	n/a
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	n/a

	Redirected (CF other)
	S-CSCF
	AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	n/a
	n/a
	S-CSCF
	AS (NOTE 2)
	n/a

	Conferencing
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	PTC
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	Other services
	AS
	n/a
	AS 
	n/a
	n/a
	n/a
	AS
	n/a
	n/a


NOTE 1:  The interception in HPLMN and in VPLMN are based on the respective warrants, which are independent of each other. 
NOTE 2:   This is not an option according to TS 33.107. However, a deployment option of AS-based IRI-POI can be considered for TS 33.127/TS 33.128. 

NOTE 3:   The interception  of emergency services is not specified in TS 33.107. However, P-CSCF based IRI-POI as a default and E-CSCF based IRI-POI as a deployment option can be considered for TS 33.127 and TS 33.128.  

NOTE 4:   The interception  of emergency services is not specified in TS 33.107. And, even with the home-routed roaming architecture, it is expected that to support the emergency sessions, the VPLMN may deploy P-CSCF and E-CSCF and other emergency session handling functions such as LRF, RDF. In this case,  P-CSCF based IRI-POI as a default and E-CSCF based IRI-POI as a deployment option can be considered for TS 33.127 and TS 33.128.  

NOTE 5:   The interception  of emergency services is not specified in TS 33.107. However, for wireline originated emergency sessions where S-CSCF is also part of an emergency session, S--CSCF based IRI-POI as a deployment option can also be considered for TS 33.127 and TS 33.128.  

NOTE 6:   With P-CSCF based IRI-POI for normal sessions, the P-CSCF based IRI-POI will be used while the target IMS user is being alerted. However, when the Call Forwarding Do Not Answer (CFDA) is invoked, the P-CSCF would be dropped and hence, such with such a deployment option, the interception of IRI would stop when the session is redirected.  

Table 2: Target is non-local ID.
	Session type
	Non-roaming
	Roaming (NOTE 1, NOTE 7)

	
	                    Default
	                    Deployment Options
	LBO  
	Home-routed

	
	
	
	HPLMN
	VPLMN (NOTE 15)
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Options
	Default
	Deployment Options
	Default
	Deployment Options
	

	Non-local ID  destination in CS domain
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 9)
AS Egress (NOTE 10)
	S-CSCF Egress
	MGCF Egress  (NOTE 9)
AS Egress (NOTE 10)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 8)
AS Egress (NOTE 9)
	N9HR LI

	Non-local ID destination in IMS domain
	S-CSCF Egress

(NOTE 8)
	IBCF Egress (NOTE 11)

AS Egress (NOTE 10)
	S-CSCF Egress
	IBCF Egress (NOTE 11)

AS Egress (NOTE 10)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	IBCF Egress (NOTE 10)

AS Egress (NOTE 9)
	N9HR LI

	Non-local ID origination from CS domain
	S-CSCF Ingress

(NOTE 8)
	MGCF Ingress (NOTE 12)

AS Ingress (NOTE 13)
	S-CSCF Egress
	IBCF Egress (NOTE 12)

AS Egress (NOTE 13)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 11)

AS Egress (NOTE 12)
	N9HR LI

	Non-local ID origination from IMS domain
	S-CSCF Ingress

(NOTE 8)
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	S-CSCF Ingress
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	P-CSCF
	IBCF
	S-CSCF Ingress

(NOTE 8)
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	N9HR LI


NOTE 7:
 In this analysis, the roaming applies to the user who receives a session from, or originates a session to, a non-local ID target.   

NOTE 8:  According to TS 33.107, for non-local ID target, the S-CSCF/P-CSCF may provide the IRI-POI functions and optionally, the Egress MGCF or IBCF may provide the IRI-POI functions for outgoing sessions destined to non-local ID target and Ingress MGCF or IBCF may provide the IRI-POI functions for incoming sessions originated from non-local ID target.  However, the TS 33.107 specification may not have covered all possible scenarios. For example, when a session is originated from a user A to user B and may get forwarded to a non-local ID target C. In this situation, the P-CSCF based IRI-POI will not be able to provide the IRI-POI functions as it does not see the C.  There-fore, a  P-CSCF based IRI-POI is not considered in TS 33.127/TS 33.128 for non-local ID targets except for the roaming scenario with LBO.  The S-CSCF present on the Egress side of the outgoing session destined to a non-local ID target and the S-CSCF present on the Ingress side of the incoming session from a non-local ID target may provide the IRI-POI functions by default. 
NOTE 9:  Based on NOTE 8, for outgoing sessions destined to non-local ID target routed over to Circuit-Switch (CS) based network, the Egress MGCF may provide the IRI-POI functions as a deployment option.  

NOTE 10: For outgoing sessions destined to non-local ID target, the AS at the egress end of the session may also provide the IRI-POI functions as a deployment option.   This may be considered as an option when the deployment option of  AS providing the IRI-POI for normal sessions is considered as per NOTE 2.  

NOTE 11: Based on NOTE 8, for outgoing sessions destined to non-local ID target routed over to IMS based network, the Egress IBCF may provide the IRI-POI functions as a deployment option.  

NOTE 12: Based on NOTE 8, for incoming sessions originating from a non-local ID target over Circuit-Switch (CS) based network, the Ingress MGCF may provide the IRI-POI functions as a deployment option.  This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 
NOTE 13: For incoming sessions originating from a non-local ID target, the AS at the Ingress end of the session may also provide the IRI-POI functions as a deployment option.    This may be considered as an option when the deployment option of  AS providing the IRI-POI for normal sessions is considered as per NOTE 2.   This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 

NOTE 14: Based on NOTE 8, for incoming sessions originating from non-local ID target over IMS based network, the Ingress IBCF may provide the IRI-POI functions as a deployment option.  This scenario is also applicable to the sessions destined to a non-local ID target that may have got redirected before arriving at the CSP’s network. 

NOTE 15:
 A VPLMN may detect that a roaming user is originating a session to a non-local ID target. In this case, the P-CSCF (by default) or the IBCF (as a deployment option) may provide the IRI-POI functions in that VPLMN. 

 Table 3: CC-POI to CC-TF association.  
	CC-POI
	CC-TF

	PGW
	P-CSCF (NOTE 1)

	PGW-U
	P-CSCF (NOTE 1)

	IMS-AGW
	P-CSCF

	MRFP
	AS (NOTE 2)

	TrGW
	IBCF

	IM-MGW
	MGCF


NOTE 1: 
This is defined in TS 33.107. Not considered in the tables that follow. In other words, these are not considered for TS 33.127/TS 33.128.
NOTE 2: 
In TS 33.107, when the S-CSCF provides the IRI-POI functions, as a deployment option, the CC-POI functions may be provided by the MRFP for normal sessions as well. In this case, according to TS 33.107, the CC-TF can be provided by either the AS or the S-CSCF. However, the deployment option of MRFP based CC-POI for normal sessions may not be supported in TS 33.127/TS 33.128 due to the possible LI security concerns (detectability). But, AS based CC-TF and MRFP based CC-POI can still be valid in TS 33.127 and TS 33.128 for service-based interceptions (e.g. PTC, conference). 
Table 4: CC-POI scenarios, target is local to CSP 
In the redirected case, the base user is presumed to be the target (e.g. with A calling B, forwarded to C; B is the target).    
In the following table, when an Ingress user is the target, the Ingress NF provides the CC-POI functions and when the Egress user is the target, the Egress NF provides the CC-POI functions unless a specific scenario/deployment option does not have such a NF. 

NOTE 3:  The interception in HPLMN and in VPLMN are based on the respective warrants, which are independent of each other. 

NOTE 4:
Same as for normal sessions.   

NOTE 5:
Same as for redirected sessions.

NOTE 6: Associated with the redirected-to-user. 

NOTE 7: Associated with the target.    

NOTE 8: In this analysis, the roaming applies to the target and in the redirecting case, it applies to the target (one scenario) or to the redirected-to-user (another scenario).   
NOTE 9: In this analysis, the roaming applies to the user who receives a session from, or originates a session to, a non-local ID target.   
	Session type
	Non-roaming
	Roaming (NOTE 3, NOTE 8)

	
	                     Default
	                  Deployment Options
	LBO
	Home-routed

	
	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Options
	Default
	Deployment Options
	Default
	Deployment Options
	

	Normal  Sessions
	IMS-AGW
	MRFP
	TrGW
	MRFP
	IMS-AGW
	n/a
	IMS-AGW
	MRFP
	N9HR LI

	Emergency sessions
	IMS-AGW
	n/a
	n/a
	n/a
	IMS-AGW
	n/a
	n/a
	n/a
	IMS-AGW

	Redirected (CFDA) 
	Before the forwarding
	NOTE 4
	NOTE 4
	NOTE 4
	NOTE 4
	NOTE 4
	n/a
	NOTE 4
	NOTE 4
	n/a

	
	After the forwarding
	NOTE 5
	NOTE 5
	NOTE 5
	NOTE 5
	NOTE 5
	n/a
	NOTE 5
	NOTE 5
	n/a

	Redirected (intra-CSP) 

      
	Roaming applies to target only (redirected-to-user is not roaming).
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	IMS-AGW (NOTE 6)
	MRFP (NOTE 6)
	n/a
	n/a
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	 n/a

	
	Roaming applies to both target & redirected-to-user   
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	TrGW (NOTE 6)
	MRFP (NOTE 6)
	n/a
	n/a
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	 n/a

	
	Roaming applies to redirected-to-user only (target  is not roaming)
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	TrGW (NOTE 6)
	MRFP (NOTE 6)
	n/a
	n/a
	IMS-AGW (NOTE 6)
	MRFP (NOTE 7)
	 n/a

	Redirected (inter-CSP)   
	To CS domain                          Roaming applies to target  
	IM-MGW (NOTE 6))
	MRFP (NOTE 7)
	IMS-AGW (NOTE 6))
	MRFP (NOTE 6)
	n/a
	n/a
	IM-MGW (NOTE 6)
	MRFP (NOTE 7)
	n/a

	
	To IMS domain                         Roaming applies to target  
	TrGW (NOTE 6))
	MRFP (NOTE 7)
	TrGW (NOTE 6)
	MRFP (NOTE 6)
	n/a
	n/a
	TrGW (NOTE 6)
	MRFP (NOTE 7)
	n/a

	Conferencing
	MRFP
	n/a
	MRFP
	n/a
	n/a
	n/a
	MRFP
	n/a
	n/a

	PTC
	MRFP
	n/a
	MRFP
	n/a
	n/a
	n/a
	MRFP
	n/a
	n/a

	Other services
	MRFP
	n/a
	MRFP
	n/a
	n/a
	n/a
	MRFP
	n/a
	n/a


Table 5: CC-POI scenarios, target is non-local ID
	Session type
	Non-roaming
	Roaming (NOTE 3, NOTE 9)

	
	                    Default
	                    Deployment Options
	LBO  
	Home-routed

	
	
	
	HPLMN
	VPLMN  
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Options
	Default
	Options
	Default
	Deployment Options
	

	Non-local ID destination  
	 CS domain
	Egress IM-MGW
	Egress MRFP
	Egress IM-MGW
	Egress MRFP
	Egress TrGW
	n/a
	Egress IM-MGW
	Egress MRFP
	N9HR LI

	
	CS domain w/ OMR
	Egress IM-MGW
	Egress MRFP
	Egress IM-MGW
	Egress MRFP
	Egress IM-MGW
	n/a
	Egress IM-MGW
	Egress MRFP
	N9HRLI

	
	  IMS domain
	Egress TrGW
	Egress MRFP
	Egress TrGW
	Egress MRFP
	Egress TrGW
	n/a
	Egress TrGW
	Egress MRFP
	N9HR LI

	Non-local ID origination 
	  CS domain
	Ingress IM-MGW
	Ingress MRFP
	Ingress IM-MGW
	Ingress MRFP
	Ingress TrGW
	n/a
	Egress IM-MGW
	Egress MRFP
	N9HR LI

	
	  IMS domain
	Ingress TrGW
	Ingress MRFP
	Ingress TrGW
	Ingress MRFP
	Ingress TrGW
	n/a
	Egress TrGW
	Egress MRFP
	N9HR LI


Table 1 in two styles: 

Style 1
	Session type
	Non-roaming
	Roaming (NOTE 1)

	
	                     Default
	                  Deployment Options
	LBO
	Home-routed

	
	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Option
	Default
	Deployment Option
	Default
	Deployment Option
	    Default
	     Option

	Normal  Sessions
	S-CSCF
	P-CSCF

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF
	n/a
	S-CSCF
	P-CSCF

AS (NOTE 2)
	N9HR LI

	Emergency sessions
	P-CSCF (NOTE 3)
	E-CSCF (NOTE 3)

S-CSCF (NOTE 5)
	n/a
	n/a
	P-CSCF (NOTE 3)
	E-CSCF (NOTE 3)
	n/a
	n/a
	P-CSCF (NOTE 4)  
	E-CSCF (NOTE 4)

	Redirected  (CFDA)
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	P-CSCF (NOTE 6)
	n/a
	S-CSCF
	P-CSCF (NOTE 6)

AS (NOTE 2)
	n/a

	Redirected (CF other)
	S-CSCF
	AS (NOTE 2)
	S-CSCF
	AS (NOTE 2)
	n/a
	n/a
	S-CSCF
	AS (NOTE 2)
	n/a

	Conferencing
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	PTC
	AS
	n/a
	AS
	n/a
	n/a
	n/a
	AS
	n/a
	n/a

	Other services
	AS
	n/a
	AS 
	n/a
	n/a
	n/a
	AS
	n/a
	n/a


Style 2

	Session Type
	Deployment Options
	Non-Roaming
	Roaming with LBO (NOTE 1)
	Roaming with Home-routed (NOTE 1)

	
	
	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	Normal sessions
	Default
	S-CSCF
	S-CSCF
	P-CSCF
	S-CSCF
	N9HR LI

	
	Option 1
	P-CSCF
	n/a
	n/a
	P-CSCF
	N9HR LI

	
	Option 2
	AS (NOTE 2)
	AS (NOTE 2)
	n/a
	AS (NOTE 2)
	N9HR LI

	Emergency Sessions
	Default
	P-CSCF (NOTE 3)
	n/a
	P-CSCF (NOTE 3)
	n/a
	P-CSCF (NOTE 4)

	
	Option 1
	E-CSCF (NOTE 3)
	n/a
	E-CSCF (NOTE 3)
	n/a
	E-CSCF (NOTE 4)

	
	Option 2
	S-CSCF (NOTE 5)
	n/a
	n/a
	n/a
	n/a

	Redirected (CFDA)
	Default
	S-CSCF
	S-CSCF
	P-CSCF (NOTE 6)
	S-CSCF
	n/a

	
	Option 1
	P-CSCF (NOTE 6)
	n/a
	n/a
	P-CSCF (NOTE 6)
	n/a

	
	Option 2
	AS (NOTE 2)
	AS (NOTE 2)
	n/a
	AS (NOTE 2)
	n/a

	Redirected (CF other)
	Default
	S-CSCF
	S-CSCF
	n/a
	S-CSCF
	n/a

	
	Option 1
	n/a
	n/a
	n/a
	n/a
	n/a

	
	Option 2
	AS (NOTE 2)
	AS (NOTE 2)
	n/a
	AS (NOTE 2)
	n/a

	Conferencing
	Default
	AS
	AS
	n/a
	AS
	n/a

	
	Option 1
	n/a
	n/a
	n/a
	n/a
	n/a

	
	Option 2
	n/a
	n/a
	n/a
	n/a
	n/a

	Service-specific (e.g. PTC)


	Default
	AS
	AS
	n/a
	AS
	n/a

	
	Option 1
	n/a
	n/a
	n/a
	n/a
	n/a

	
	Option 2
	n/a
	n/a
	n/a
	n/a
	n/a


Table 2 in a 2nd style
Style 1

	Session type
	Non-roaming
	Roaming (NOTE 1, NOTE 7)

	
	                    Default
	                    Deployment Options
	LBO  
	Home-routed

	
	
	
	HPLMN
	VPLMN (NOTE 15)
	HPLMN
	VPLMN

	
	
	
	Default
	Deployment Options
	Default
	Deployment Options
	Default
	Deployment Options
	

	Non-local ID  destination in CS domain
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 9)

AS Egress (NOTE 10)
	S-CSCF Egress
	MGCF Egress  (NOTE 9)

AS Egress (NOTE 10)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 8)

AS Egress (NOTE 9)
	N9HR LI

	Non-local ID destination in IMS domain
	S-CSCF Egress

(NOTE 8)
	IBCF Egress (NOTE 11)

AS Egress (NOTE 10)
	S-CSCF Egress
	IBCF Egress (NOTE 11)

AS Egress (NOTE 10)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	IBCF Egress (NOTE 10)

AS Egress (NOTE 9)
	N9HR LI

	Non-local ID origination from CS domain
	S-CSCF Ingress

(NOTE 8)
	MGCF Ingress (NOTE 12)

AS Ingress (NOTE 13)
	S-CSCF Egress
	IBCF Egress (NOTE 12)

AS Egress (NOTE 13)
	P-CSCF
	IBCF
	S-CSCF Egress

(NOTE 8)
	MGCF Egress (NOTE 11)

AS Egress (NOTE 12)
	N9HR LI

	Non-local ID origination from IMS domain
	S-CSCF Ingress

(NOTE 8)
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	S-CSCF Ingress
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	P-CSCF
	IBCF
	S-CSCF Ingress

(NOTE 8)
	IBCF Ingress (NOTE 14)

AS Ingress (NOTE 13)
	N9HR LI


Style 2

	Session Type
	Deployment Options
	Non-Roaming
	Roaming with LBO (NOTE 1, NOTE 7)
	Roaming with Home-routed (NOTE 1, NOTE 7)

	
	
	
	HPLMN
	VPLMN (NOTE 15)
	HPLMN
	VPLMN

	Non-local ID  destination in CS domain
	Default
	S-CSCF Egress (NOTE 8)
	S-CSCF Egress (NOTE 8)
	P-CSCF
	S-CSCF Egress (NOTE 8)
	N9HRLI

	
	Option 1
	MGCF Egress (NOTE 9)
	MGCF Egress (NOTE 9)
	IBCF
	MGCF Egress (NOTE 9)
	N9HRLI

	
	Option 2
	AS Egress (NOTE 10)
	AS Egress (NOTE 10)
	n/a
	AS Egress (NOTE 10)
	N9HRLI

	Non-local ID  destination in IMS domain
	Default
	S-CSCF Egress (NOTE 8)
	S-CSCF Egress (NOTE 8)
	P-CSCF
	S-CSCF Egress (NOTE 8)
	N9HRLI

	
	Option 1
	IBCF Egress (NOTE 11)
	IBCF Egress (NOTE 11)
	IBCF
	IBCF Egress (NOTE 11)
	N9HRLI

	
	Option 2
	AS Egress (NOTE 10)
	AS Egress (NOTE 10)
	n/a
	AS Egress (NOTE 10)
	N9HRLI

	Non-local ID origination from CS domain
	Default
	S-CSCF Egress (NOTE 8)
	S-CSCF Egress (NOTE 8)
	P-CSCF
	S-CSCF Egress (NOTE 8)
	N9HRLI

	
	Option 1
	MGCF Egress (NOTE 12)
	MGCF Egress (NOTE 12)
	IBCF
	MGCF Egress (NOTE 12)
	N9HRLI

	
	Option 2
	AS Egress (NOTE 13)
	AS Egress (NOTE 13)
	n/a
	AS Egress (NOTE 13)
	N9HRLI

	Non-local ID origination from CS domain
	Default
	S-CSCF Egress (NOTE 8)
	S-CSCF Egress (NOTE 8)
	P-CSCF
	S-CSCF Egress (NOTE 8)
	N9HRLI

	
	Option 1
	IBCF Egress (NOTE 14)
	IBCF Egress (NOTE 14)
	IBCF
	IBCF Egress (NOTE 14)
	N9HRLI

	
	Option 2
	AS Egress (NOTE 13)
	AS Egress (NOTE 13)
	n/a
	AS Egress (NOTE 13)
	N9HRLI


ANNEX
Text from S3i190345

 7.x.3.1
General
The following IMS network nodes that handle SIP signalling functions for IMS sessions may provide the IRI-POI functions: 

· S-CSCF.

· E-CSCF.

· P-CSCF.

· IBCF

· MGCF

· AS.

Note that in most cases, only one of the above provide the IRI-POI functions for a given session scenario. 

Both S-CSCF and P-CSCF shall have the capability to support IRI-POI functions. By default, the S-CSCF is the  IMS Signalling Node that provides the IRI-POI functions. 

For most IMS session scenarios, the S-CSCF provides the IR-POI functions by intercepting the SIP messages involved in handling of the target’s IMS sessions (or sessions). This is the case for non-roaming scenarios and roaming scenarios, the latter is for warrants served in the HPLMN. 

For a roaming scenario with local break-out, the P-CSCF present in the VPLMN provides the IRI-POI functions by intercepting the SIP messages involved in handling of the target’s IMS sessions for warrants served in the VPLMN.  For a roaming scenario with Home-Routed architecture, no IMS network nodes reside in the VPLMN and therefore, any warrants served in the VPLMN will have to be intercepted within the packet core network. 

The IRI-POI functions in S-CSCF/P-CSCF shall support the non-local ID based targets. As a deployment option, the IBCF or MGCF may provide the IRI-POI functions for non-local ID target.

For IMS-based emergency sessions (authenticated and unauthenticated), either the P-CSCF or the E-CSCF in the serving network can provide the IRI-POI functions.  The P-CSCF shall provide the IRI-POI functions for emergency sessions, when the P-CSCF is used to provide the IRI-POI functions for non-emergency sessions.  

When the LI service-scoping requires the interception of a specific IMS service, the AS, in some instances always, and in some instances as a deployment option, may provide the IRI-POI functions. 

7.x.4
CC-TF and CC-POI  

7.x.4.1
General
The following IMS network nodes may provide the CC-POI and CC-TF functions: 

· IMS-AGW with CC-TF in P-CSCF.

· TrGW with CC-TF in IBCF.

· IM-MGW with CC-TF in MGCF.

· MRFP with CC-TF in S-CSCF.

· MRFP with CC-TF in AS.

For most IMS sessions scenarios (including emergency sessions), IMS-AGW provides the CC-POI functions.  

The IMS-AGW also provides the CC-POI functions when the incoming sessions to the target subscriber is forwarded within the same network to a user who is not outbound roaming. 

When the incoming sessions to the target subscriber is forwarded to another IMS network, the Egress TrGW provides the CC-POI functions. When the incoming sessions to the target subscriber is forwarded to CS domain, the Egress IM-MGW provides the CC-POI functions. When the incoming sessions to the target subscriber is forwarded to a user who is outbound roaming, the TrGW provides the CC-POI functions.  

The TrGW in the HPLMN also provides the CC-POI functions when the target subscriber is roaming with local breakout. 

When the LI service-scoping requires the interception of a specific IMS service with AS providing the IRI-POI functions, the MRFP provides the CC-POI functions.   Optionally, when the S-CSCF provides the IRI-POI functions, the MRFP may provide the CC-POI functions. 

Editor’s Note: Default role of S-CSCF in triggering needs to be investigated. 

 7.x.5
Network topologies

The S-CSCF provides the IRI-POI functions for the following network scenarios:

· Non-roaming case.
· Roaming case, in HPLMN.

NOTE: 
The network nodes that provide the CC-TF (P-CSCF, IBCF, MGCF) and CC-POI functions (IMS-AGW, TrGW, IM-MGW) are determined dynamically depending on the session scenario. Or, as a deployment option, the CC-TF functions may also be provided by the S-CSCF or the AS with MRFP providing the CC-POI functions.   

The P-CSCF provides the IRI-POI functions for the following network scenarios: 

· Roaming case with LBO, VPLMN

· Roaming case with H-R, in HPLMN (as a deployment option)

· Non-roaming case (as a deployment option)

· Emergency sessions in the serving network (as a deployment option). 

NOTE: 
In these cases, the P-CSCF also provides the CC-TF functions and the IMS-AGW provides the CC-POI functions. 

The E-CSCF provides the IRI-POI functions for the following network scenarios: 

· Emergency sessions in the serving network (as a deployment option). 

NOTE: 
In this case, the P-CSCF provides the CC-TF functions and the IMS-AGW provides the CC-POI functions. 

The AS provides the IRI-POI functions for the following network scenarios: 

· Specific IMS services (e.g. conferencing, PTC). 

NOTE:
In this case, the AS also provides the CC-TF functions and the MRFP provides the CC-POI functions. 

The Egress IBCF provides the IRI-POI functions for the following network scenarios: 

· Originating sessions from any subscriber destined to a non-local ID as the target (as a deployment option) and routed over IMS network.  

NOTE: 
In this case, the Egress IBCF also provides the CC-TF functions and the Egress TrGW provides the CC-POI functions.

The Egress MGCF provides the IRI-POI functions for the following network scenarios: 

· Originating sessions from any subscriber destined to a non-local ID as the target (as a deployment option) and routed over CS network.  

NOTE:
In this case, the Egress MGCF also provides the CC-TF functions and the Egress IM-MGW provides the CC-POI functions.

The Ingress IBCF provides the IRI-POI functions for the following network scenarios: 

· Incoming sessions from a CS network from a non-local ID as the target to any subscriber.   

NOTE:
In this case, the Ingress IBCF also provides the CC-TF functions and the Ingress TrGW provides the CC-POI functions.

The Ingress MGCF provides the IRI-POI functions for the following network scenarios: 

· Incoming sessions from an IMS network from a non-local ID as the target to any subscriber.   

NOTE:
In this case, the Ingress MGCF also provides the CC-TF functions and the Ingress MGCF provides the CC-POI functions.

Editor’s note: Convert this text to a table. 
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