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As most network operators ran out of IPv4 addresses, use of network (port) address translation is quite common.

This means that only IPv4 addresses from private address space [RFC 1918] or shared address space [RFC 6598] are assigned to subscribers instead of globally routable public addresses. These private IP addresses are translated into public IP addresses whenever the subscriber sends packets to the internet and IP addresses of response packets are translated accordingly on the way back.
This mechanism is generally called network address translation (NAT). Since a 1:1 mapping would require the same amount of public IP addresses, the mechanism also utilizes port translation to provide an n:m mapping so that many subscribers can be served with few public IP addresses.

Outside the network operator’s network, only public IPv4 addresses are used. As lawful Interception is performed on SGW and/or PGW, the interception product does not contain any public IP address which had been used for the subscriber’s communication.
Although the NAT device is outside of the 3GPP domain, SA3-LI is requested to discuss this issue.
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