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1	Decision/action requested
This contribution proposes to resolve EN in Solution 9.
2	References
[1]	TR 33.861 Study on evolution of Cellular IoT security for the 5G System	
3	Rationale
It is proposed to address the EN in the same way as it is done for solution #5. 
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR [1].

***** START OF CHANGES *****
[bookmark: _Toc530127373][bookmark: _Toc3555599]6.9.3	Evaluation
Based on the initial NAS security protection, the small data included in the Registration Request message is ciphered and integrity protected. Therefore, the key issue #2 and key issue #3 are satisfied by this solution. 
The impact of the solution is that the source AMF needs to supply the decrypted small data to the target AMF.
Editor’s Note: It is ffs whether the small data can be included in the Registration Request message.
[bookmark: _GoBack]Sending small data in 5GS NAS messages is a new feature. A non-security outstanding issue of this feature is whether the UE can include small data in Registration Request messages. This solution is only useful if for architectural/efficiency reasons, it is decided to include small data in Registration Request messages.

***** END OF CHANGES *****

