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1	Decision/action requested
This contribution contains the agenda and notes of AKMA conf call on 4th June.
2	References
 [1]	3GPP TR 33.835 Study on Authentication and Key Management for Application based on 3GPP credentials in 5G 
3	Meeting information and notes of the conference call
The conference call was held on June 4th at 20:30-22:30 Beijing time, Xiaoting Huang (China Mobile) chaired the call and took notes. During the conference call, the documents which were not treated in the last meeting (SA3# 95) were discussed.
	Agenda items
	Source
	Notes

	1. S3-191561 Meeting minutes of AKMA conference calls
	China Mobile
	Since this doc is for information, CMCC suggested not discussing it during this conf call.

	2. S3-191537 Work Plan for moving forward AKMA 
	China Mobile
	Has been discussed in the last conference call, CMCC suggested not to open it this time

	3. S3-191554 Editorial Changes to TR 33.835 v0.4.0
	China Mobile
	CMCC gave a presentation and pointed its inclusion of editorial proposals in S3-191213(NEC) and S3-191479(Ericsson). Ericsson concurred and 191479 will not be submitted to SA3#95 bis.

	4. S3-191213 Restoring lost figures in the latest draft update of AKMA TR at SA3 #94ah
	NEC
	See notes in agenda 3.

	5. S3-191479 Restore figures in Solution 3
	Ericsson
	See notes in agenda 3.

	6. S3-191408 New KI: AKMA push
	Huawei
	CMCC: Better to state clearly the necessity of AKMA push, not just say because GBA has GBA push;
KPN: Agreed with CMCC, why having it here in AKMA?
Ericsson: Due to time constraints, better to bring solutions together with this key issue to the next meeting if possible;
Huawei: will consider solutions and bring with the key issue together; or won’t raise this key issue.

	7. S3-191179 Update of solution #17 – Efficient key derivation for e2e security
	KPN
	Ericsson: in the EAP-AKA’ case, which function plays the role of peer, EAP server, etc. should be described.
KPN: will check and revise EAP-AKA’ case description
CMCC: In the AKMA authentication procedure, AAuF is involved in the primary authentication. Does it cause extra delay to primary authentication? Better to mention in evaluation part
KPN: AKMA authentication part is only used when needed, not every primary auth. There is a trigger, will clarify somewhere in the solution.
KPN: There is an Editor’s note: what are the benefits of this solution when compared to other solutions is FFS. Can this one be deleted?
CMCC: can delete directly, it’s part of overall evaluation job

	8. S3-191211 Resolving Editor’s Notes and adding conclusion to solution #18 (Key Separation for AKMA AFs using counters)     
	NEC
	KPN: the algorithm is not clear 
NEC: Will do some review.

	9. S3-191212 Resolving Editor’s Notes and adding conclusion to solution #20 (Key Identification when Implicit bootstrapping is used) 
	NEC
	No comments

	10. S3-191290 Evaluation for solution 4
	Huawei
	CMCC: evaluation part should clearly state the advantages and drawbacks
KPN: same, also system impact should be involved
Ericsson: reference in the evaluation part should be added to the reference section.
Huawei: will do so

	11. S3-191386 Resovle Editor's notes in Solution for Key freshness in AKMA
	Huawei
	Ericsson: One of the KDF inputs is RAND, what’s the purpose?
KPN: agreed
Huawei: will check later

	12. S3-191471 Solution 2 Evaluation
	Ericsson
	CMCC: In solution details, it’s stated AAuF can be a standalone function or AUSF. In evaluation, it’s assumed that AAuF is a new network function. Should be consistent. 
Ericsson: maybe should say it’s a new function rather than a new network function
KPN: What’s the difference?
Ericsson: New network function can be a standalone NF; new function means it can be collocated with other network function. Will check the consistency in this solution.

	13. S3-191472 Solution 3 Evaluation
	Ericsson
	KPN: same issue as the last document
Ericsson: will check the consistency of solution details and evaluation

	14. S3-191534 AKMA: Implicit bootstrapping using NEF as the AKMA Anchor Function
	Nokia
	KPN: 1) In rationale, it has to be clearly explained the reason and benefits using NEF as anchor 2) Evaluation part has to clarify there is system impact to NEF, like key handling, etc.

	15. S3-191548 Individual Evaluations of solution #7- #12  
	China Mobile
	Was discussed in the last conf call

	16. S3-191558 Individual Evaluation of solution #6
	China Mobile
	Was discussed in the last conf call

	17. S3-191187 AKMA solution set analysis
	KPN
	CMCC: may need updates according to current evaluations. Like in 4.2.7, option 2 and 3 have been evaluated as ‘not preferred’, so maybe clarify here

	18. S3-191540 Discussion on AKMA overall evaluation methodology
	China Mobile, ZTE
	Several discussions about drawing overall conclusions have been raised. 
More discussion needed during the next meeting on this.

	19. S3-191545 pCR of clause 7- evaluation and conclusion
	China Mobile
	KPN: prefer to have one single conclusion for one class of key issues, not one conclusion for one key issue.

	20. S3-191210 Discussion on AKMA overall conclusions
	NEC
	KPN: not clear what is ‘no need for separate AKMA authentication, does it mean other solutions run separate AKMA authentication’? If so, should compare with other solutions, better to add texts like, list which solutions don’t use this procedure. Make a consequence here.



