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1
Decision/action requested

Aprove pCR with one solution to assisting authentication method negotiation. 
2
References

3
Rationale

It has been agreed that slice-specific authentication will be based on EAP framework, with tens of EAP methods possibly supported.  An EAP method must be negotiated or configured before slice-specific authentication is performed. 

There could be 2 options for EAP method negotiation: 

Option 1: based on EAP framework itself; 

Option 2: PLMN assisted

Option 1 is transparent to 3GPP system and no normative work is required. 

Option 2 allows PLMN to provide value-added services/business and save network resources

In this contribution, the EAP method negotiation procedure that based on Option 2 is proposed. 
4
Detailed proposal

pCR 
***
BEGINNING of CHANGES
***
7.x
Solution #x PLMN-assisted EAP method negotiation
7.x.1
Introduction

This solution addresses the Key Issue #1 Authentication for access to specific Network Slices. 
It is assumed that slice-specific authentication will be based on EAP framework, with many EAP methods supported.  An EAP method must be negotiated or configured before slice-specific authentication is performed. 

There could be 2 options for EAP method negotiation: 

Option 1: based on EAP framework itself; 

Option 2: PLMN assisted

Option 1 is transparent to 3GPP system and no normative work is required whereas Option 2 allows PLMN to provide value-added services/business and save network resources

In this contribution, the EAP method negotiation procedure that based on Option 2 is proposed. 

7.x.2
Solution details
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Figure 7.x.1 slice authentication with EAP method negotiation
Step 1 indicates Primary Authentication procedure as in TS33.501 [2]
Step 2 AMF confirm slice authentication with respect to NSSAI is required. 

Step 3: Registration accept is sent to UE as in TS23.502 [4]
Step 4: UE sends registration request with Requested NSSAI for slice authentication as in TS23.502 [4]. In addition, preferred EAP methods are included.  

Step 5: AMF confirms a preferred EAP method. For example, compare the UE preferred EAP method with the AAA server suppored or preferred EAP methods that stored in the AMF/UDM based on subscription information.  

Step 6: EAP based Slice authentication is performed using the EAP method, e.g. method m1 illustraed in the figure (step 6c). AMF is informed the outcomes and continut other steps as in TS23.502 [4]. 

7.x.3
Evaluation 

This soluton addresses Key Issue #1 Authentication for access to specific Network Slices. This solution provides PLMN-assisted EAP method negotiation to increase the efficiency in EAP method negotiation. It works with SA2 registration procedure and other slice-specific authentication solutions in this document, e.g. solutions 1, 2 and 4. 

 ***
End of CHANGES
***
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6. Slice Authentication
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6d. Slice Authentication Success







6c. Slice Registration Request (EAP method m1)







6b. EAP Response







6a. EAP Request







2. Determine Slice authentication required
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