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1
Decision/action requested

 It is requested to approve the proposed evaluation to solution #3 into TR 33.813.
2
References
[1]
3GPP TR 33.813: “Study on Security Aspects of Enhanced Network Slicing”.

3
Rationale

This contribution proposes evaluation to Solution #9 (“Slice specific authorization”), on how it addresses the potential security requirement in Key Issue #5 (“Access token handling between Network Slices”).

Furthermore, this contribution makes a conclusion on KI#5.

It is requested to SA3, to approve the below proposal for the TR 33.813 [1].

4
Detailed proposal

START OF CHANGE
7.9.3
Evaluation


Key Issue #5 in this document is about malicious service access between network slices, resulting from malicious NFs with access token authorized by the NRF deployed at the PLMN level or the shared-slice level. The solution addresses the key issue by introducing slice specific information for the expected NF producer in token requests, token claims and token verification.

The proposed solution meets the requirement of key issue #5 and has been implemented in Rel-15.
**** NEXT CHANGE ****
8.x
Key Issue #5: Access token handling between Network Slices

For Key Issue #5, it is recommended that:

· Solution #9 is already used as the basis for normative work to address how to handle the access token between network slices.
END OF CHANGE 
