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1
Decision/action requested

It is requested to conclude KI#4 to TR 33.861
2
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3
Rationale

This document proposed to conclude KI#4 of TR 33.861 [1]. 
4
Detailed proposal
***********************Start of the first change************************

7.x
Key Issue 4: Signalling overload due to Malicious Applications on the UE
Solution 16 is recommended as the baseline for normative work to identify misbehaving UEs.

Solution 12 is recommended as the baseline for normative work to isolate malicious flows of misbehaving UEs.
Solution 17 and 19 are recommended as the baseline for normative work to support RAN and AMF protection against overload caused by malicious applications on the UEs.
***********************End of the first change*************************
