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*************** Start of the change ****************
The change is based on S3-191649
X.3 
Security handling after voice call ends

X.3.1
General

This clause specifies the security procedure when a UE that is handed over to UTRAN wants to get back to the NR or E-UTRAN.

X.3.2
Procedure
When a voice service ends in UTRAN and NR coverage is available, if the native 5G security context stored on the UE is available, it should be used for protecting the Registration Request message. If the native 5G security context is not available (even if a mapped 5G security context is available), the AMF performs a(n) (re-) authentication procedure with the UE to establish a new native 5G security context.

When there is no NR coverage but E-UTRAN is available after a voice ends in UTRAN, if the native 5G security context stored on the UE is available, the UE deletes the UTRAN security context and sets the native 5G security context to current security context once receiving the RRC release message from UTRAN. Then the UE shall return to E-UTRAN by sending a TAU request message to the MME which is integrity protected using current native 5G security context as described in clause 8.5 of TS 33.501 [1]. If UE attempts to return to E-UTRAN and the native 5G security context is not available, the MME shall perform a(n) (re-)authentication procedure with the UE to establish a new native EPS security context.
*************** End of the change ****************
