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The maximum frame size in LTE was originally 65504 bits, and for that reason some radio interface encryption or integrity algorithms were originally specified as being for a maximum message size of 65504 bits.  More recently, though, 3GPP has accommodated larger frame sizes (e.g. “jumbo frames”).

The specification of the 128-EEA3 and 128-EIA3 algorithms is hosted by the GSM Association, at [1].  The current version of the algorithm specification is [2], which is at version 1.7.  In [2], the section specifying the 128‑EEA3 encryption algorithm already says that this algorithm can accept input messages up to 232 bits in length.  However, the section specifying the 128-EIA3 integrity algorithm still only says that the algorithm can accept input messages up to 65504 bits in length.  
SAGE can confirm that it is perfectly acceptable to use the 128-EIA3 algorithm for messages up to 232 bits.  We have therefore created a new version 1.8 of the specification.  The only change is in section 4.1, where a line saying “The message can be between 1 and 65504 bits in length” has been changed to “The message can be between 1 and 232 bits in length”.
The new version 1.8 specification document has been sent to GSMA (James Moran), and we expect it to be posted at [1] shortly.
We invite FSAG to note this minor change.  No action is required.
[1]
GSM Association web site, Security Algorithms, https://www.gsma.com/aboutus/leadership/committees-and-groups/working-groups/fraud-security-group/security-algorithms 
[2]
“Document 1: Specification of the 3GPP Confidentiality and Integrity Algorithms 128-EEA3 & 128-EIA3: 128-EEA3 & 128-EIA3 Specification”, version 1.7.

