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1
Overall description
Enhanced public warning system (ePWS) can be used to trigger IoT UEs receiving a warning message to perform a UE implementation-specific action e.g. shut down of machinery or triggering of a building alarm system.
2
Actions
To SA3:
ACTION: 
CT1 would like to ask SA3 whether a solution is needed for protection of PWS messages intended to trigger an IoT UE to perform a UE implementation-specific action.
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Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 115
23 February - 1 March 2019
Montreal, Canada
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8 - 12 April 2019
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