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	Other comments:
	


**** START OF CHANGES ****
6.X
Privacy for S-NSSAIs

6.X.1
General

The UE shall not send S-NSSAIs unciphered in RRC signalling to a particular PLMN until the AMF from that PLMN has provided an indication that the UE may send the S-NSSAIs unprotected using a secure NAS message. After an unsucessful initial Registration for a particluar PLMN, the UE shall return to the default behaviour of not sending any S-NSSAI unprotected in RRC messages for that PLMN.

A serving network shall inform a UE that it is allowed to send S-NSSAIs in clear only if the serving network is allowed by the home network for that particluar UE. 

**** END OF CHANGES ****
