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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

3
Rationale

4
Detailed proposal

START OF CHANGE
5.X
Key Issue #X:  Authentication framework for NPN 
5.X.1
Key issue details
This key issue is related to SA1 requirement on support of a suitable authentication framework allowing alternative non-Rel-15 authentication methods. 
It assumes UEs registered in a NPN have no 5G Rel-15 credentials, e.g. due to UEs having no UICC and therefore no support of IMSI based SUPI. It need to be investigated, what are the suitable authentication methods for such scenarios in the vertical domain when UEs have different types of identities and credentials to be used for UE network access authentication in non-public networks. 
Thus, this key issue is about defining an authentication framework for primary authentication to a NPN using authentication methods than specified for Rel-15 for devices that support or do not support IMSI based SUPI.
5.X.2
Security threats

5.X.3
Potential security requirements
The 5G system shall support for NPN a suitable authentication framework suitable for different types of identities and credentials to be used for UE network access authentication.
END OF CHANGE

