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2	Classification of the Work Item and linked work items
2.1	Primary classification
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item



2.2	Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	



2.3	Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	760003
	Provision of Access to Restricted Local Operator Services by Unauthenticated UEs (PARLOS)
	3GPP SA 1 stage 1 requirements

	74002
	Feasibility Study on Provision of Access to Restricted Local Operator Services by Unauthenticated UEs (FS_PARLOS)
	3GPP SA 1 stage 1 requirements study




3	Justification
3GPP SA 1 has completed work on restricted local operator services by unauthenticated UEs (PARLOS) driven primarily by US regulatory obligations cited below.  Meeting this obligation might add security risks and potential vulnerabilities to devices and networks supporting this capability which need to be studied by SA 3.
FCC regulations in the U.S. related to manual roaming as noted in the following.
Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.3 
Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.12 (Resale and Roaming) Subparagraph c 
The ability to provide access to such local services has been available to U.S. operators on a proprietary basis on CS legacy networks. However, the wide deployment of LTE and corresponding introduction of VoLTE creates regulatory obligations on US operators for a standardized mechanism to allow a UE to access these services via LTE and NR (e.g., dialing a particular digit string, accessing a captive portal) without necessarily being successfully authenticated for access. 

4	Objective
To study potential security and privacy threat scenarios enabled by PARLOS, evaluate whether solutions must be found for these and, if required, identify security solutions and approaches which can mitigate the identified security and privacy threat scenarios while meeting the US regulatory obligations spelled out in the referenced regulations. The study will make recommendations on the solutions considered.
The study will consider user notification regarding security and privacy risks when using PARLOS.
The study will consider the applicability of external security and privacy standards (e.g. Payment Card Industry Data Security Standard) to PARLOS.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Proposed Spec no. or series
	Type (see note 1) 
	Rapporteur(s)
(see note 2)
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS 33.8XX
	Internal TR
	Greg Schumacher, Sprint, Gregory.schumacher@sprint.com 
	TSG#81,
Sept. 2018
	TSG#82, Dec. 2018
	


Note 1:	Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.
Note 2:	The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".
	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#

	
	
	



6	Work item Rapporteur(s)
	
	Greg Schumacher, Sprint, Gregory.schumacher@sprint.com
7	Work item leadership

	SA 3

8	Aspects that involve other WGs
	None
9	Supporting Individual Members
	Supporting IM name

	Sprint

	Verizon

	T-Mobile USA

	Qualcomm Incorporated

	Nokia

	Ericsson

	Lenovo

	Motorola Mobility
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