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1	Decision/action requested
This contribution proposes text for the overview section
2	References				
[1]TS28.530
[2]	TS33.501
[3]TR33.899
3	Rationale					
There is no content in the Overview section. This contribution proposes text for the section. 
4	Detailed proposal						
pCR
***	BEGIN CHANGES	***
[bookmark: _Toc499958714]4	Overview of security aspects of network slicing management
Editor's note:	This clause contains an overview on all security aspects in TR33.811. 
To Rapporteur: The whole sections of 4.1 and 4.2 below are new 
4.1	High level security requirement
The network slice management interface allows operators to offer slice management services where authorized service providers may request to create, configure, or modify a slice, request and receive traffic information, or obtain information on the service availability and reliability.  This interface shall be secured and protected against unauthroized access, forging or modification of messages, denial of service attacks, and replay attacks. 
Network operators may create network slices with different security options/parameters based on operators’ policies. For example, the switch for UP integrity protection may be set for one network slice instance whereas the switch may be set to off for another network slice. A list of security related options or parameters is given in the Informative Annex. 
An authorized servie provider of network slice instances may also request to change and negotiate the security options or paratmenters. 
4.2	Overview of key issues and solutions
[bookmark: _GoBack]The figure 4.2-1 illustrates the scope of the key issues addressed and the solutions in the present document. It also shows the relationship between the present document and the TS33.501 [6]. With reference to the figure 4.2-1, the present document firstly addresses the unauthorized access issue of the management interface between the operator and the service provider, illustrated as the interface I1. A service provider may negotiate the capabilities for its network slices via exchanging messages with the operator through the I1 interface. Another key issue addressed is the potential insecure procedure in capability negotiation. Furthermore, two more security issues are addressed to protect Network Slice Subnet Template and the Network Slice Instance management data. 



Figure 4.2-1: Illustration of the scope of the present document and the relationship with TS33.501.


***	END OF CHANGES	***
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