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1	Introduction
This contribution proposes to add a key issue on protecting the integrity of results of NSI supervision/reporting. During operation phase of management aspects of a Network Slice Instance, supervision and performance reporting (e.g. for KPI monitoring) are included. NSI modification can be triggered by the result of supervision/reporting. So the integrity of the result of supervision/reporting is important. A tampered result may cause an unnecessary or improper NSI modification action which may cause occupation of network resource or change of a running slice instance. 
We kindly propose SA3 to agree the following pCR.

2	Reference
[3] 3GPP TS28.531: "Provisioning of network slicing for 5G networks and services".
3	Proposal
It is proposed to approve below pCR.

**********************Begin of changes********************************
[bookmark: _Toc495584946]5.x	Key issue #x: protecting the integrity of results of NSI supervision/reporting 
[bookmark: _Toc495584947]5.x.1	Key issue details
[bookmark: _Toc495584948]During operation phase of management aspects of a Network Slice Instance, supervision and performance reporting (e.g. for KPI monitoring) are included. NSI modification can be triggered by the result of supervision/reporting. [3]So the integrity of the result of supervision/reporting is important. A tampered result may cause an unnecessary or improper NSI modification action. That may be creation or modification of NSI constituents. 

5.x.2	Security threats 
An attacker can tamper the result of supervision/reporting to cause a modification of NSI. This may cause consumption of network resource or change of a running slice instance..
[bookmark: _Toc495584949]5.x.3	Potential security requirements
The result of supervision/reporting should be integrity protected.

*********************************End of changes*******************************

