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SAGE thanks TSG-SA WG3 for its liaison statement about the use of the 128-EIA3 algorithm for jumbo frames.
SAGE can confirm that it is perfectly acceptable to use this algorithm for jumbo frames.  The current specification states that the message to be integrity protected can be between 1and 65504 bits in length, but this maximum value of 65504 was based purely on the expected maximum message size at the time of writing – it in no way represents a limit on the capacity of the algorithm.
In the same specification document, the upper limit for the size of a message to be encrypted with 128-EEA3 is given as 232 bits.  SAGE recommends that the upper limit for the size of a message to be integrity protected with 128-EIA3 is likewise changed to 232 bits.
SAGE will liaise directly with the GSM Association (which hosts the algorithm specifications, see [1]) to implement this change.

[1]
GSM Association web site, Security Algorithms, https://www.gsma.com/aboutus/leadership/committees-and-groups/working-groups/fraud-security-group/security-algorithms 

