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1. Overall Description:

As part of the Study on Enhanced Isolated E UTRAN Operation for Public Safety (FS_IOPS_LB), SA2 has described 3 alternative solutions for optimizing the use of the limited backhaul for local communications in TR 23.798 and concluded to use Solution #3 in clause 6.3 as a basis for a solution to be captured in Annex K in TS 23.401. This solution (as well as the 2 others) has security aspects to be investigated by SA3, as mentioned in the TR. 
Therefore, SA2 see a need for SA3 to further evaluate security requirements for authentication via external HSS and the domain security for the concluded solution in TR 23.798, and have in particular identified 2 questions:

Question 1: The IOPS network is by SA2 seen as in an unsecure domain and the HSS is in a secure domain. Will security requirements be resolved by deploying a AAA Proxy or DRE between the IOPS network and HSS?

Question 2: SA3 is requested to further analyse/provide any additional requirements for authentication via an HSS in the macro network for IOPS with limited backhaul.
2. Actions:

To SA3 group.

ACTION:
SA2 kindly asks SA3 to investigate on the security aspects of TR 23.798 and respond to above questions.
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