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1
Decision/action requested

It is proposed to approve the pCR.
2
References
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3
Rationale

There is an Editor’s note in [1] clause 6.1.1.2 on EAP framework: 

“Editor's Note: This clause is meant to explain what support for the EAP framework means for the various functional entities in the 5G system.”
This pCR proposes content to the clause. It is proposed to approve the pCR below for inclusion into draft TS 33.501.
4
Detailed proposal

***** BEGIN CHANGES ***** 
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***** NEXT Changes *****
6.1.1.2
EAP framework


The EAP framework is specified in RFC 3748 [xx]. It defines the following roles: peer, pass-through authenticator and back-end authentication server. The back-end authentication server acts as the EAP server, which terminates the EAP authentication method with the peer. In the 5G system, when EAP-AKA’ is used, the EAP framework is supported in the following way: 

-
The UE takes the role of the peer. 

-
The SEAF takes the role of pass-through authenticator. 

-
The AUSF takes the role of the backend authentication server. 

***** End of Changes *****


