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1	Decision/action requested
It is proposed to approve the following proposal.
2	References
[1]       3GPP TR 33.899 "Study on security aspects of the Next Generation System".
3	Rationale
This contribution proposes questions for Network slicing security. 
If the network slice selection assistance information is unprotected in initial attach request and subsequent NAS messages and RRC signaling, an attacker may compromise the privacy or make a wrong slice selection. So the network slice selection assistance information should be protected.
4	Detailed proposal
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This question addresses whether the 5G system should support a mechanism to protect the confidentiality and/or integrity of network slice selection assistance information before NAS security available. 
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