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1	Decision/action requested
This contribution adds questions and interim agreements for Issues #8.4
2	References
[1] 3GPP TR 33.899v1.1.0 (2017-3) Study on the security aspects of the next generation system
3	Rationale
This contribution proposes an interim agreement with respect to key issues ##8.4 in TR33.899. 
4	Detailed proposal
It is proposed to approve below pCR. Since all texts are new, revision mark is not used.
**********************Begin of changes********************************
E.8.4	Interim Agreements for Security on Key Issue #8.4: Security on sensitive network elements
E.8.4.1 Status of the issue
Slicing architecture can potentially increase the risk of sensitive network elements getting attacks, e.g. AMF, and these network elements may need to be protected from other entities. As there has been no in-depth study on the threats and solutions in current TR33.899 [1], it is proposed to have the following interim agreement. 
E.8.4.2 Interim Agreement
1. Security on sensitive network elements shall be studied in Phase 2.

