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Abstract: This pCR proposes security procedure of Intra NG (R)AN handover to TS 33.501.
	
Introduction
This pCR proposes to add the security procedure for Intra NG (R)AN handover to clause 8.3 Security handling in mobility of TS 33.501.
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[bookmark: _Toc478713832]8.3	Security handling in mobility
8.3.1	Security handling during Intra NG (R)AN handover
 Figure 8.3.1-1 shows the security procedure for Intra NG (R)AN handover.
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Figure 8.3.1-1 Security procedure of Intra NG (R)AN handover
1. When handover within the NG (R)AN is required, the NG (R)AN shall make the handover decision.
2. The RAN shall refresh the AN keys (derives KAN* and the subsequent RRC and UP integrity and encryption keys).
3. NG (R)AN shall send the handover command to the UE
4. Using the parameter sent in the Handover Command, the UE shall derive the KAN* and the subsequent RRC and UP integrity and encryption keys.
5. UE shall then send the Handover Complete message to NG (R)AN.
8.3.1.1 Key handling during Intra NG (R)AN handover
When the NG (R)AN decides to perform an intra-NG (R)AN handover it shall derive KAN* as in Annex Y depending on the following criteria: the NG (R)AN shall use the NH for deriving KAN* if an unused {NH, NCC} pair is available in the NG (R)AN (this is referred to as a vertical key derivation), otherwise if no unused {NH, NCC} pair is available in the NG (R)AN, the NG (R)AN shall derive KAN* from the current KAN (this is referred to as a horizontal key derivation). 
The NG (R)AN shall use the KAN* as the KAN after handover. The NG (R)AN shall send the NCC used for KAN* derivation to UE in HO Command message.
8.3.1.2	Algorithm Selection during Intra NG (R)AN handover
It is not required to change the AS security algorithm during intra-NG (R)AN handover. If the UE does not receive any selection of new AS security algorithms during an intra-NG (R)AN handover, the UE continues to use the same algorithms as before the handover (see TS 36.331 [xx]).
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