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6.1.1.10
On-network / One MCPTT System / Broadcast Group Call with Temporary Group / Client Originated (CO)
6.1.1.10.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT On-demand Pre-arranged Broadcast Group Call with Temporary Group }

    then { UE (MCPTT Client) requests On-demand Pre-arranged Broadcast Group Call by sending a SIP INVITE message via HTTP POS and sending a GROUP REGROUP REQUEST message to setup the Temporary Group }

            }

(2) 

with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Broadcast Group Call with Temporary Group }

ensure that {

  when { the MCPTT User completes the data transmission }

    then { UE (MCPTT Client) does not send any data or MCPTT message and locally releases the MCPTT Broadcast Group Call }

            }

6.1.1.10.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 4.12, 6.2.8.2 and 10.1.1.2.1.1 and A.1.2, and TS 24.481 clause 6.3.14. Unless otherwise stated, these are Rel-13 requirements.
[TS 24.379, clause 4.12]

A broadcast group call is a group call where the initiating MCPTT user expects no response from the other MCPTT users, so that when the user's transmission is complete, so is the call. The functionality in the present release of the specification for broadcast group calls is not compliant to the requirements for user-broadcast group and group-broadcast group calls as specified in 3GPP TS 22.179 [2], 3GPP TS 22.280 [76] and 3GPP TS 23.379 [3]. In the present release of the specification, a broadcast group call can be initiated by an MCPTT user on any MCPTT group that the MCPTT user is part of.

NOTE 1:
Configuration related to the authorisation to create a user-broadcast group or a group-broadcast exists in the user profile document as specified in 3GPP TS 24.484 [50], but is not used by any procedures in 3GPP TS 24.481 [31] in the current release, as the ability for an authorised user to create user-broadcast groups and group-broadcast groups is not provided in the current release.

NOTE 2:
Configuration related to broadcast group hierarchies can be found in the group document as specified in 3GPP TS 24.481 [31] and in the service configuration document as specified in 3GPP TS 24.484 [50]. However, this configuration is not used by any procedures in 3GPP TS 24.380 [5] in the current release.
[TS 24.379, clause 6.2.8.2]

NOTE:
This subclause is referenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1)
in the case of the prearranged group call is initiated on-demand, shall include in the application/vnd.3gpp.mcptt-info+xml MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and

2)
in the case the prearranged group call is initiated using a pre-established session, shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the "body" URI header field in the Refer-To header field the <broadcast-ind> element set to "true" as defined in clause F.1.
[TS 24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;
2)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.9;
3)
if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.2;

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

8)
should include the "timer" option tag in the Supported header field;

9)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

10)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.

11)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

12)
if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", the MCPTT client shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2;
13)
if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 3: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
14)
shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged";
b)
the <mcptt-request-uri> element set to the group identity;

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
NOTE 2:
The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.
d)
if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGI with a MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3:
The text "can associate the TGI with a MCPTT group ID" means that the MCPTT client is able to determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4:
The MCPTT client is informed about temporary groups and regouping of MCPTT groups that the user is a member of as specified in 3GPP TS 24.481 [31].

NOTE 5:
If the MCPTT user selected a TGI where there are several MCPTT groups where the MCPTT user is a member, the MCPTT client selects one of those MCPTT groups.
15)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

16)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

17)
shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4; and

3)
may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS 24.379, clause A.1.2]

The police and a private security company cooperate during a fair. A temporary prearranged group is created as specified in TS 24.481 [31] to allow the policemen and security personal to communicate.

The temporary group consists of two groups of policemen and a group of security personal from the private security company. One of the groups of policemen is called in from another town. A dispatcher from the police creates the temporary group. The dispatcher is added to the group of policemen hosted by the controlling MCPTT function A.

Table A.1.2-1 shows the group coding details.

Table A.1.2-1:
Group coding details

	MCPTT group identity
	Hosted by
	Group type
	MCPTT group members

	mcptt-group-A-B@mcptt-op.gov
	controlling MCPTT function A
	Temporary group
	mcptt-group-A1@mcptt-op.gov 

	
	
	
	mcptt-group-B@mcptt-city1.net

	
	
	
	mcptt-group-A2@mcptt-op.gov

	mcptt-group-A1@mcptt-op.gov 
	controlling MCPTT function A
	Prearranged group
	mcptt-id-A2@mcptt-op.gov

	mcptt-group-B@mcptt-city1.net
	non-controlling MCPTT function B
	Prearranged group
	mcptt-id-B@mcptt-city1.net

	mcptt-group-A2@mcptt-op.gov
	non-controlling MCPTT function A
	Prearranged group
	mcptt-id-A3@mcptt-op.gov


For readability reasons all prearranged groups have only one member. Table A.1.2-1 shows the group member coding details.

Table A.1.2-2:
Group member coding details

	MCPTT ID of group member
	Registered public user identity
	MCPTT client name
	IP address

audio / floor control port number

(NOTE 2)

	mcptt-id-A1@mcptt-op.gov
	sip:userA1@ims-op.net
	MCPTT client A1
	5555::aaa:bbb:ccc:eee

3456 / 3457

	mcptt-id-A2@mcptt-op.gov
	sip:userA2@ims-op.net
	MCPTT client A2
	5555::aaa:ccc:aaa:bbb

26456 / 26457

(NOTE 1)

	mcptt-id-A3@mcptt-op.gov
	sip:userA3@ims-op.net
	MCPTT client A3
	5555::bbb:aaa:ccc:aaa

25644 / 25645

	mcptt-id-B@mcptt-city1.net
	sip:userB@ims-op.net 
	MCPTT client B
	5555::baa:abb:ddd:ccc
62122 / 62122

	NOTE 1:
A pre-established session is used and the IP address and port numbers of the participating MCPTT function A2 is used.

NOTE 2:
The IP address is the same as for the registered contact.


Each MCPTT user is served by a different MCPTT function. Table A.1.2-3 shows the Participating MCPTT functions coding details.

Table A.1.2-3:
Participating MCPTT functions coding details

	Functional entity
	Public service identity
	IP address

audio / floor control

port number

	participating MCPTT function A1
	sip:pf-A1.ims-op.net
	5555::aaa:bbb:ccc:eef

7890 / 7891

	participating MCPTT function A2
	sip:pf-A2.ims-op.net
	5555::aaa:ccc:aaa:bbb

26456 / 26457

	participating MCPTT function A3
	sip:pf-A3.ims-op.net
	5555::aaa:ccc:aaa:ccc

18412 / 18413

	participating MCPTT function B
	sip:pf-B.ims-op.net
	5555::aaa:bbb:ccc:eef
16412 / 16413


Each group is hosted by a different MCPTT server. Table A.1.2-4 shows the Controlling and non-controlling MCPTT functions coding details.

Table A.1.2-4:
Controlling and non-controlling MCPTT functions coding details

	Functional entity
	Public service identity
	MCPTT session identifier
	IP address

audio / floor control

port number

	controlling MCPTT function A
	sip:cf-A.ims-op.net
	session@cf-A@ims-op.net
	5555::aaa:bbb:ddd:aaa

23124 / 23125

	non-controlling MCPTT function A
	sip:cf-A2.ims-op.net
	sessionA@cf-A2@ims-op.net
	5555::aaa:bbb:ddd:eee
12344 / 12345

	non-controlling MCPTT function B
	sip:cf-B.ims-op.net
	sessionB@cf-B@ims-op.net
	5555::aaa:bbb:ddd:ddd
34456 / 34457


[TS 24.481, clause 6.3.14]

In order to form a temporary MCS group, a GMC shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [21] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to an XCAP URI:

1)
in users tree where the XUI is set to a group creation XUI configuration parameter; and

2)
with the document selector identifying the temporary MCS group to be created; and

b)
shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an MCS group. In the group document, the GMC shall include the <on-network-temporary> element according to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-MCPTT-group-IDs> element according to subclause 7.2. In the <constituent-MCPTT-group-IDs> element, the GMC shall include one <constituent-MCPTT-group-ID> element according to subclause 7.2 for each MCS group to be combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCS group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure> error element, the GMC may repeat procedures of the present subclause and identify the temporary MCS group being formed with an MCS Group ID indicated in an <alt-value> element.

6.1.1.10.3
Test description

6.1.1.10.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
-
1 cell  
UE:

-
The UE (MCPTT client 1) is authorized to use the LTE network. 
-
The MCPTT client 1 and MCPTT client 2 are authorized for MCPTT service (in the MCPTT user profile).

-    The MCPTT client 1 and MCPTT client 2 are members of a temporary group as a member of group-broadcast group/user-broadcast group.
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client 1.
-
The MCPTT user is authorized to:

-
initiate pre-arranged broadcast group calls with temporary group as a member of group-broadcast group/user-broadcast group
-
initiate broadcast group calls with automatic commencement

-
protect confidentiality and integrity of floor control signalling for MCPTT group calls

· The MCPTT client is already provisioned with broadcast group and temporary group information that the MCPTT Client is allowed to be affiliated to.
Preamble:

-
Location triggering criteria, sent to the MCPTT Client before this test begins, does not include McpttSignallingEvent (GroupCallNonEmergency).  And therefore, the MCPTT Client does not need to send a location report upon the on-demand pre-arranged broadcast group call initiation. 

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
-    The UE has affiliated to a MCPTT group identity, identifying a MCPTT broadcast group GROUP L.

-    The UE has affiliated to a MCPTT temporary group identity TGI, identifying a MCPTT temporary group GROUP X as a member of MCPTT broadcast group GROUP L.

6.1.1.10.3.2
Test procedure sequence

Table 6.1.1.10.3.2-1: Main Behavior

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User requesting the establishment of an MCPTT On-demand pre-arranged broadcast group call for the selected MCPTT temporary group GROUP X as a member of the MCPTT broadcast group GROUP L.
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 36.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client 1) send an initial SIP INVITE request requesting the establishment of an MCPTT On-demand pre-arranged broadcast group call with temporary group?
	-->
	HTTP POS

SIP INVITE
	1
	P 

	3
	The SS (MCPTT server) sends SIP 183 (Session Progress).
	<--
	SIP 183 (Session Progress)
	
	

	4
	The SS sends SIP 200 (OK), indicating that the MCPTT call has been established.
	<--
	HTTP 2xx

SIP 200 (OK)
	-
	-

	5
	Check: Does the UE (MCPTT client 1) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	-
	-

	6
	Check: Does the UE (MCPTT client 1) send a GROUP REGROUP REQUEST to setup the pre-arranged broadcast group call?
	-->
	GROUP REGROUP REQUEST
	1
	P

	7
	The SS sends GROUP REGROUP RESPONSE indicating that the MCPTT broadcast group call has been established.
	<--
	GROUP REGROUP RESPONSE
	-
	-

	8
	The UE (MCPTT client 1) begins to transmit media data on the temporary group.
	-
	-
	-
	-

	9
	Make the MCPTT User completing the media data transmission and releasing the temporary group.
	-
	-
	-
	-

	10
	Check: Does the UE (MCPTT Client 1) send any data or MCPTT message more on the temporary group in next 3 minutes?
	-
	-
	2
	F

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.1.10.3.3
Specific message contents

Table 6.1.1.10.3.3-1: SIP INVITE for initiating an On-demand pre-arranged Broadcast Group Call (step 2, Table 6.1.1.10.3.2-1)
	Derivation Path: TS 24.379 clause 10.1.2.2.1.6, TS 36.579-1 clause 5.5.2.5

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference: 

RFC 3261
	

	  Method
	INVITE
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Message Body
	
	Reference:

TS 24.379, clause 10.1.1.2.1.1
	

	  application/vnd.3gpp.mcptt-info+xml
	
	
	

	    <mcpttinfo>
	
	
	

	        <mcptt-Params>
	
	
	

	            <session-type>
	prearranged
	
	

	            <mcptt-request-uri>
	TGI of Group X
	
	

	            <mcptt-client-id>
	MCPTT client ID of the MCPTT client 1
	
	

	            <broadcast-ind>
	True
	
	

	            <associated-group-id>
	group identity of Group L
	
	

	Resource-Priority
	not included in header
	Reference: 

RFC 3261
	

	Contact
	include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"
	Reference: 

RFC 3261
	

	Accept-Contact
	include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"
	Reference: 

RFC 3261
	

	P-Preferred-Service
	include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt"
	Reference: 

RFC 3261
	

	Supported
	
	Reference: 

RFC 3261
	

	  timer
	-
	
	

	Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	Reference: 

RFC 3261
	

	Session-Expires
	
	Reference: 

RFC 3261
	

	  refresher
	-
	
	


Table 6.1.1.10.3-2: SIP 183 (Session Progress) from the SS (step 3, Table 6.1.1.10.3.2-1)
	Derivation Path: TS 36.579-1 clause 5.5.2.15.2


Table 6.1.1.10.3-3: SIP 200 (OK) from the SS in response to SIP INVITE (step 4, Table 6.1.1.10.3.2-1)
	Derivation Path: TS 36.579-1 clause 5.5.2.16.1


Table 6.1.1.10.3-4: SIP ACK from the UE (step 5, Table 6.1.1.10.3.2-1)
	Derivation Path: TS 36.579-1 clause 5.5.2.1


