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6.1.1.15
On-network / One MCPTT System / Emergency Alert / Cancel Emergency Alert / Client Originated (CO)
6.1.1.15.1
Test Purpose (TP)

(1)  
with { UE (MCPTT Client) is in the emergency situation }
ensure that {
  when { UE (MCPTT Client) originates an emergency alert to notify the MCPTT server with the location of emergency }

    then {MCPTT server acknowledges to the emergency alert and notify other MCPTT group about the emergency state }

            }

(2)  
with { UE (MCPTT Client) is no longer into the emergency situation}
ensure that {

  when { UE (MCPTT Client) originates an emergency state cancel to notify the MCPTT server about prior reported emergency alert}
    then {MCPTT server acknowledges to the emergency state cancel and notify other MCPTT group about the emergency state cancel}
            }

6.1.1.15.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in:
TS 24.379, clause 12.1.1.1, 12.1.1.2
The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.
[TS24.379 clause 12.1.1.1]

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity;
b)
the <alert-ind> element set to a value of "true"; and

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
5)
shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;

6)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;

7)
shall set the MCPTT emergency state if not already set;

8)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

9)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and

10)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 2:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
[TS24.379 clause 12.1.1.2]

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert cancellation to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
This SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing the public user identity of the originator as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the MCPTT group identity;
b)
the <alert-ind> element set to a value of "false"; and

c)
if the MCPTT user is cancelling an MCPTT emergency alert originated by another MCPTT user, include the <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert;
5)
if the MCPTT user has additionally requested the cancellation of the in-progress emergency state of the MCPTT group and this is an authorised request for an in-progress emergency group state cancellation as determined by subclause 6.2.8.1.7, shall include an <emergency-ind> element set to a value of "false" in the <mcpttinfo> element containing the <mcptt-Params> element;
6)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; 
7)
if the generated SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 4: Emergency-alert-cancel-pending"; and
8)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receipt of a SIP MESSAGE request containing an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind-rcvd> element set to true and an <mcptt-client-id> matching the MCPTT client ID included in the sent SIP MESSAGE request:

1)
if the <alert-ind> element is set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP MESSAGE request and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall:

a)
set the MCPTT emergency alert state to "MEA 1: no-alert"; and

b)
clear the MCPTT emergency state if not already cleared; 
2)
if the <alert-ind> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP MESSAGE request is set to a value of "true" and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending" and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

NOTE 2:
It would appear to be an unusual situation for the initiator of an MCPTT emergency alert to not be able to clear their own alert. Nevertheless, an MCPTT user can be configured to be authorised to initiate MCPTT emergency alerts but not have the authority to clear them. Hence, the case is covered here. 

3)
if an <emergency-ind> element is present in the application/vnd.3gpp.mcptt-info+xml MIME body of received SIP MESSAGE request and is set to a value of "false":

a)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

b)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency".

NOTE 3:
The case where an <emergency-ind> element is set to true is possible but not handled specifically above as it results in no state changes.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the sent SIP MESSAGE request:
1)
if the received SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true", the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and
NOTE 4:
In this case, an <emergency-ind> element would either not be present or would be set to true. In either case, no change in state would result. Hence, this case is not specified above.
2)
 if the received SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element, the sent SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

6.1.1.15.3
Test description

6.1.1.15.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
-    SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities (including the public emergency user identity allocated for the user) together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].
-    The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group.

-    All members of the MCPTT group belong to the same MCPTT system.

UE:

-
The UE is authorised to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client
-
MCPTT client is provisioned with the following group information.
-    UE contains either ISIM and USIM applications or only USIM application on UICC
-    MCPTT service shall be activated on the UICC card 

-    The initiating MCPTT client 1 has been provisioned with an MCPTT group that has been designated via provisioning as the MCPTT emergency group.
[TBD]

Preamble:

-
UE executes the procedures described in TS 36.508 [94] table 4.5A.4.3-1 steps 1 to 15 for EPS emergency bearer context activation, IMS emergency registration and subsequent IMS emergency speech call (or the details procedure need to be defined in TS 36.579-1, dedicated EPS bearer contexts should be defined for the QCI 65 & 69)

-    Upon receiving emergency alert, SS (MCPTT Server) determines the authorisation & affiliation status and activates an emergency alert. If the determination is successful SS responds with MCPTT emergency alert response.
-   Upon receiving emergency alert, SS (MCPTT Server) determines the authorisation & affiliation status and deactivates an emergency alert. If the determination is successful SS responds with MCPTT emergency state cancel response.
6.1.1.15.3.2
Test procedure sequence

Table 6.1.1.15.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	Emergency Alert
	
	
	
	

	1-17
	Steps 1-17 as described in TS 36.579-1 [2], subclause 5.4.2 ‘Generic Test Procedure for MCPTT UE registration ' take place
NOTE: Whether the initial registration for the emergency alert should be emergency registration or normal registration is FFS
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 16 below, step 16 described in TS 56.579-1 [2], subclause 5.4.2 ‘SIP signalling for MCPTT UE registration' takes place.
	-
	-
	-
	-

	18
	Make the MCPPT User request the establishment of an emergency alert
Note: This is expected to be done via a suitable implementation dependent MMI
	
	
	
	

	19
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE request including a vnd.3gpp.mcptt-info payload 
	(
	SIP MESSAGE request
	1
	P

	20
	SS (MCPTT Server) responds with 200 OK
	(
	SIP 200 (OK)
	
	

	
	Emergency State Cancel
	
	
	
	

	21
	Make the MCPPT User request the establishment of an emergency state cancel
Note: This is expected to be done via a suitable implementation dependent MMI
	
	
	
	

	23
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE request including a vnd.3gpp.mcptt-info payload
	(
	SIP MESSAGE request
	2
	P

	24
	SS (MCPTT Server) responds with 200 OK
	(
	SIP 200 (OK)
	
	


6.1.1.15.3.3
Specific message contents

SIP MESSAGE request (Step 19)

Use the default message “Message for MO SMS” in TS 34.229 Annex A.7.4 with the following exceptions:
Table 6.1.1.15.3.3-1: SIP MESSAGE request for initiating a client originated emergency alert 
	Derivation Path: TS 34.229 A.7.4

	Information Element
	Value/remark
	Comment
	Condition

	P-Preferred-Service
	
	
	

	Service-ID
	“urn:urn-7:3gpp-service.ims.icsi.mcptt”
	
	

	Accept-Contact
	
	
	

	ac-value
	“urn:urn-7:3gpp-service.ims.icsi.mcptt”
	
	

	P-Preferred-Identity

PpreferredID-value
	public user identity
	
	

	Accept-Contact
	application/vnd.3gpp.mcptt-info+xml
	
	

	ac-value
	<mcpttinfo> element containing the <mcptt-Params> element with:

a)the <mcptt-request-uri> element set to the group identity;

b)the <alert-ind> element set to a value of “true”; and

c)the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; 
	
	

	Accept-Contact
ac-value
	application/vnd.3gpp.mcptt-location-info+xml
with a <Report> element included in the <location-info> root element; 

include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger
	
	


Table 6.1.1.15.3.3-2: SIP 200 (OK) in response to SIP MESSAGE request from the SS (step 20, Table 6.1.1.15.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	P-Preferred-Identity


	public user identity
	
	

	
	
	
	


SIP MESSAGE request (Step 23)

Use the default message “Message for MO SMS” in TS 34.229 Annex A.7.4 with the following exceptions:
Table 6.1.1.15.3.3-2: SIP MESSAGE request for initiating a client originated emergency state cancel 
	Derivation Path: TS 34.229 A.7.4

	Information Element
	Value/remark
	Comment
	Condition

	P-Preferred-Service
	
	
	

	Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	

	Accept-Contact
	
	
	

	ac-value
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	

	P-Preferred-Identity

PPreferredID-value
	public user identity
	
	

	Accept-Contact
	application/vnd.3gpp.mcptt-info+xml
	
	

	ac-value
	<mcpttinfo> element containing the <mcptt-Params> element with:

a) the <mcptt-request-uri> element set to the MCPTT group identity
b)the <alert-ind> element set to a value of "false"; and

c)the <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert
d) shall include an <emergency-ind> element set to a value of "false" in the <mcpttinfo> element containing the <mcptt-Params> element
	
	

	Accept-Contact
ac-value
	application/vnd.3gpp.mcptt-location-info+xml
with a <Report> element included in the <location-info> root element; 

include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger
	
	


Table 6.1.1.15.3.3-4: SIP 200 (OK) in response to SIP MESSAGE request from the SS (step 23, Table 6.1.1.15.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	P-Preferred-Identity


	public user identity
	
	

	
	
	
	


