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5.4
Configuration / Pre-established Session Establishment / Pre-established Session Modification / Pre-established Session Release
5.4.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service }

ensure that {
  when { MCPTT User requests the creation of a pre-established session }

    then { UE (MCPTT Client) requests the creation of a pre-establish session by sending a SIP INVITE message, and, after indication from the MCPTT Server that the pre-established session request was accepted }

            }

(2)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT User requests the modification of a pre-established session }

    then { UE (MCPTT Client) requests the modification of a pre-establish session by sending a SIP re-INVITE message or a SIP PUBLISH message (depending on UE implementation), and, after indication from the MCPTT Server that the pre-established session modification request was accepted }

            }

(3)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT Server requests the modification of a pre-established session by sending either a SIP UPDATE message or a SIP re-INVITE message }

    then { UE (MCPTT Client) responds the pre-established session mofication request by sending a SIP 200 (OK) message }

            }
 (4)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT User requests the release of a pre-established session }

    then { UE (MCPTT Client) requests the release of a pre-establish session by sending a SIP INVITE message, and, after indication from the MCPTT Server that the pre-established session release request was accepted }

            }

(5)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT Server requests the release of a pre-established session by sending either a SIP BYE message }

    then { UE (MCPTT Client) responds the pre-established session release request by sending a SIP 200 (OK) message, }

            }

5.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 8. Unless otherwise stated, these are Rel-13 requirements.
[TS 24.379, clause 8.2.1]

When the MCPTT client initiates a pre-established session the MCPTT client shall:

1)
gather ICE candidates according to IETF RFC 5245 [17]; and

NOTE 1:
ICE candidates are only gathered on interfaces that the MCPTT UE uses to obtain MCPTT service.

2)
generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to the public service identity of the participating MCPTT function serving the MCPTT user;
2)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

7)
shall include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7] and should not include the "refresher" header field. The "refresher" header field parameter shall be set to "uac" if included;

9)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [17]; and
10)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
NOTE 2:
If ICE candidate evaluation results in candidate pairs other than the default candidate pair being selected a further offer answer exchange using the procedures in subclause 8.3 will be needed.[TS 24.379, clause 8.3.1.1]

When the MCPTT client needs to modify the pre-established session outside of an MCPTT session, the MCPTT client: 

1)
shall generate a SIP UPDATE request or a SIP re-INVITE request according to 3GPP TS 24.229 [4];
2)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [17], if required; and

3)
shall send the SIP request towards the MCPTT server according to rules and procedures of 3GPP TS 24.229[4].
On receipt of the SIP 200 (OK) response the MCPTT client:

1)
shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is change in media parameters or codecs in the received SDP answer, compared to those in the previously agreed SDP; and
2)
shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream, that is currently used in the pre-established session, marked as rejected in the received SDP answer.
NOTE:
The MCPTT client keeps resources for previously agreed media stream, media parameters and codecs until it receives a SIP 200 (OK) response.
[TS 24.379, clause 8.3.1.2]

Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session without associated MCPTT session, the MCPTT client:

1)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec is acceptable by the MCPTT client and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps; and

2)
shall generate a SIP 200 (OK) response as follows:

a)
shall include an SDP answer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2, and include ICE candidates in the SDP answer as per IETF RFC 5245 [17]. if required.[TS 24.379, clause 8.4.1.1]

NOTE:
The MCPTT client needs to be prepared to release the pre-established session when receiving a SIP BYE request generated by the SIP core (e.g. due to network release of media plane resources).
When a MCPTT client needs to release a pre-established session as created in subclause 8.2.1, the MCPTT client:

1)
shall generate a SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall set the Request-URI of the SIP BYE request to the URI that identifies the pre-established session;
3)
shall send the SIP BYE request towards the participating MCPTT function within the SIP dialog of the pre-established session according to rules and procedures of the 3GPP TS 24.229 [4]; and
4)
shall, upon receiving a SIP 200 (OK) response to the SIP BYE request interact with the media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 8.4.1.2]
Upon receiving a SIP BYE request from the participating MCPTT function within a pre-established session the MCPTT client shall check whether there are any MCPTT sessions using the pre-established session, and: 

1)
if there is an established MCPTT session then the MCPTT client shall remove the MCPTT client from the MCPTT session by performing the procedures for session release for each MCPTT session as specified in 3GPP TS 24.380 [5]; and

2)
if there is no MCPTT session using the pre-established session, then the MCPTT client shall:

a)
interact with the media plane as specified in 3GPP TS 24.380 [5] for disconnecting the media plane resources towards the participating MCPTT function; and

b)
shall generate and send a SIP 200 (OK) response to the SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4].
5.4.3
Test description

5.4.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)

- 
The participating MCPTT function utilises resource sharing
UE:

-
The MCPTT client is authorised for MCPTT service
- 
The MCPTT client is authorized to use pre-established sessions
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client


Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

5.4.3.2
Test procedure sequence
Table 5.4.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the creation of a pre-established session
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP INVITE message in order to create pre-established session?
	-->
	SIP INVITE
	1
	P

	3
	The SS responds to the SIP INVITE message with a SIP 200 (OK) message

See 6.3.2.1.5.2
	<--
	SIP 200 (OK)
	-
	-

	4
	Make the MCPTT User request to modify the pre-established session
	-
	-
	-
	-

	-
	EXCEPTION: Steps 5a1-5b1 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE uses the SIP UPDATE message or the SIP re-INVITE message to modify an existing pre-established session.  
	-
	-
	-
	-

	5a1
	Check: Does the UE (MCPTT Client) send a SIP UPDATE message to modify a pre-established session?
	-->
	SIP UPDATE
	2
	P

	5b1
	Check: Does the UE (MCPTT Client) send a SIP re-INVITE message to modify a pre-established session?
	-->
	SIP re-INVITE
	2
	P

	6
	The SS responds to the SIP UPDATE message or the SIP re-INVITE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	7
	The SS sends a SIP UPDATE message to modify a pre-established session.
	<--
	SIP UPDATE
	-
	-

	8
	Check: Does the UE (MCPTT Client) respond to the SIP UPDATE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	3
	P

	9
	The SS sends a SIP re-INVITE message to modify a pre-established session.
	<--
	SIP re-INVITE
	-
	-

	10
	Check: Does the UE (MCPTT Client) respond to the SIP re-INVITE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	3
	P

	11
	Make the MCPTT User request to release the pre-established session
	-
	-
	-
	-

	12
	Check: Does the UE (MCPTT Client) send a SIP BYE message in order to release pre-established session?
	-->
	SIP BYE
	4
	P

	13
	The SS responds to the SIP BYE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-

	14
	Make the MCPTT User request the creation of a pre-established session
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	15
	Check: Does the UE (MCPTT Client) send a SIP INVITE message in order to create pre-established session?
	-->
	SIP INVITE
	1
	P

	16
	The SS responds to the SIP INVITE message with a SIP 200 (OK) message

See 6.3.2.1.5.2
	<--
	SIP 200 (OK)
	-
	-

	17
	The SS sends a SIP BYE message in order to release a pre-established session.
	<--
	SIP BYE
	-
	-

	18
	Check: Does the UE (MCPTT Client) respond to the SIP BYE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	5
	P

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


5.4.3.3
Specific message contents

Table 5.4.3.3-1: Message SIP INVITE for the creation of a pre-established session (steps 2, 15, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.2.1; TS 24.380 14.2; TS 34.229 A.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5
24.379 8.2
	

	  Method
	INVITE
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  response-port
	rport 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	The MCPTT Client address

	
	

	  tag
	must be present
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SS -  participating server
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	value different to that received in REGISTER message
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261

RFC6442

RFC4488
24.379
	

	  value
	timer
	
	

	Session Expires

     value
	3600
	
	

	Contact
	Contains the registered contact and the g.3gpp.mcptt feature tag
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	SIP URI with IP address or FQDN and protected server port of UE 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:
RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:
24.379
	

	  service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity 
	
	Reference:
24.379
RFC 3325 
	

	  PPreferredID-value
	Contains the public user identity of the MCPTT user.
	
	

	Recv-Info
	
	Reference:
	

	  Info-package-type
	g.3gpp.stat-and-event
	RFC 6086
	

	Accept-Contact
	
	Reference:
24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Length
	header shall be present if UE uses TCP to send this message and if there is a message body 
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of client
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for UE
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	
	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-2: Message SIP 200 (OK) from the SS for the creation or modification of a pre-established session (steps 3, 6, 16, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.3.2.1.5 and 8.2.2; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	  SIP/2.0
	
	

	  Status-Code 
	  200
	
	

	  Reason-Phrase
	  OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in INVITE message
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From 

    
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	addr-spec
	the public service identity of the participating MCPTT function
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in INVITE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq 
     value 
	same value as received in INVITE message
	Reference:

RFC 3261


	

	
	
	
	

	Require
	
	Reference:

24.379
	

	  value
	timer
	
	

	Session-Expires
	
	Reference:
	

	  value
	3600
	RFC 4028
	

	  refresher
	uac
	
	

	Supported
	
	Reference:

RFC 4538
	

	  value 
	tdialog
	RFC 4488
	

	  value
	norefersub
	RFC 7614
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of participating SS
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for participating SS
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-3: Message SIP UPDATE from the UE to modify a pre-established session (step 5a1, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.3.1; TS 24.380 14.2; TS 34.229 A.2.5

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	UPDATE
	
	

	  Request-URI
	same URI value as the recipient of UPDATE has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	same value as in INVITE message 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	URIs of previous response in reverse order 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	SIP URI of the UE 
	
	

	  tag
	local tag of the dialog ID 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SIP URI of the SS -  participating server
	
	

	  tag
	remote tag of the dialog ID 
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same value as in INVITE message 
	
	

	Contact 
	
	Reference:

RFC 3261

RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	

	  feature-param
	audio
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	UPDATE
	
	

	Require
	
	
	

	  option-tag
	sec-agree
	
	

	Option-Require
	
	
	

	  option-tag
	sec-agree
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value 
	
	

	P-Access-Network-Info 
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID 
	
	

	Content-Length
	
	
	

	  value
	length of the message-body
	
	

	Message-body
	
	Reference:

RFC 3261

34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of participating SS
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for participating SS
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-4: Message SIP re-INVITE from the UE to modify a pre-established session (step 5b1, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.3.1; TS 24.380 14.2; TS 34.229 A.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	INVITE
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  response-port
	rport 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	The MCPTT Client address

	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SS -  participating server
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same as INVITE
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261

RFC6442

RFC4488
24.379
	

	  value
	timer
	
	

	Session Expires

     value
	3600
	
	

	Contact
	Contains the registered contact and the g.3gpp.mcptt feature tag
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:
RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:
24.379
	

	  service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity 
	
	Reference:
24.379
RFC 3325 
	

	  PPreferredID-value
	Contains the public user identity of the MCPTT user.
	
	

	Recv-Info
	
	Reference:
	

	  Info-package-type
	g.3gpp.stat-and-event
	RFC 6086
	

	Accept-Contact
	
	Reference:
24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Length
	header shall be present if UE uses TCP to send this message and if there is a message body 
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of client
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for UE
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	
	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-5: Message SIP UPDATE from the SS to modify a pre-established session (step 7, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.3.2; TS 24.380 14.2; TS 34.229 A.2.5

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	UPDATE
	
	

	  Request-URI
	same URI value as the recipient of UPDATE has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	same value as in INVITE message 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	URIs of previous response in reverse order 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	SIP URI of the SS -  participating server
	
	

	  tag
	local tag of the dialog ID 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SIP URI of the UE
	
	

	  tag
	remote tag of the dialog ID 
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same value as received in INVITE message 
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	UPDATE
	
	

	Require
	
	
	

	  option-tag
	sec-agree
	
	

	Option-Require
	
	
	

	  option-tag
	sec-agree
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value 
	
	

	P-Access-Network-Info 
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID 
	
	

	Content-Length
	
	
	

	  value
	length of the message-body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of participating SS
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for participating SS
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-6: Message SIP 200 (OK) from the UE for the modification of a pre-established session (steps 8, 10, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.2 and 8.3.1; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in request 
	
	

	Record-Route
	
	Reference:

RFC 3261
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS ;lr> 
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  called
	same value as received in request 
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in request 
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	same value as received in request 
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 5.4.3.3-7: Message SIP re-INVITE from the SS to modify a pre-established session  (step 9, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.3.2; TS 24.380 14.2; TS 34.229 A.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	INVITE
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  response-port
	rport 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	SS -  participating server 
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	The MCPTT Client address
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same as INVITE
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261

RFC6442

RFC4488
24.379
	

	  value
	timer
	
	

	Session Expires

     value
	3600
	
	

	Contact
	Contains the registered contact and the g.3gpp.mcptt feature tag
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:
RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:
24.379
	

	  service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity 
	
	Reference:
24.379
RFC 3325 
	

	  PPreferredID-value
	Contains the public user identity of the MCPTT user.
	
	

	Recv-Info
	
	Reference:
	

	  Info-package-type
	g.3gpp.stat-and-event
	RFC 6086
	

	Accept-Contact
	
	Reference:
24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Length
	header shall be present if UE uses TCP to send this message and if there is a message body 
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of client
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtype
	IP4 or IP6
	
	

	               address
	unicast address for UE
	
	

	
	
	
	

	          Session name (s)
	
	
	

	               session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          Bandwidth type (b)
	
	
	

	               b
	AS:(bandwidth-value)

(EX: AS:38)
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description (m)
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               media format specific parameters
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	
	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.4.3.3-8: Message SIP BYE – UE initiated session release (step 12, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.4.1; TS 24.380 14.2; TS 34.229 A.2.8

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	BYE
	
	

	  Request-URI
	the URI that identifies the pre-established session
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	same value as in INVITE message 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	The MCPTT Client address
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SS – participating server
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same as INVITE
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	BYE
	
	

	Require
	
	Reference:

RFC 3261
RFC 3329
	

	  option-tag
	sec-agree
	
	

	Proxy-Require
	
	Reference:

RFC 3261

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-spec
	access network technology and, if applicable, the cell ID 
	
	

	Content-Length
	
	
	

	  value
	0
	
	


Table 5.4.3.3-9: Message SIP 200 (OK) from the SS in response to SIP BYE to release a pre-established session (step 13, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.2 and 8.4.2; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in request 
	
	

	Record-Route
	
	Reference:

RFC 3261
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS ;lr> 
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  called
	same value as received in request 
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in request 
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	same value as received in request 
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 5.4.3.3-10: Message SIP BYE – SS initiated session release (step 17, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.1 and 8.4.2; TS 24.380 14.2; TS 34.229 A.2.8

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	BYE
	
	

	  Request-URI
	the URI that identifies the pre-established session
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	same value as in INVITE message 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	SS – participating server
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	The MCPTT Client address
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	same as INVITE
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	1 or random number
	
	

	  method
	BYE
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	Content-Length
	
	
	

	  value
	0
	
	


Table 5.4.3.3-11: Message SIP 200 (OK) from the UE in response to the SIP BYE to release a pre-established session (step 18, Table 5.4.3.2-1)

	Derivation Path: TS 24.379 6.2.2 and 8.4.2; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in request 
	
	

	Record-Route
	
	Reference:

RFC 3261
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS ;lr> 
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in request 
	
	

	  tag
	same value as received in request 
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  called
	same value as received in request 
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in request 
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	same value as received in request 
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	0
	
	


