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< Start of Modified Section >
13.2.1.1
Emergency call / with USIM / accept case

13.2.1.1.1
Definition

When a USIM is present, subscriber specific emergency call set-up MMI shall be provided.  The operator shall specify preferred emergency call MMI(s) (e.g. 911 for US citizens or 110, 118 and 119 for Japanese citizens) for use in any (i.e. home or visited) PLMN. This shall be stored in the USIM and the UE shall read this and use any entry of these digits to set up an emergency call. It shall be possible to store more than one instance of this field.

When a USIM containing stored emergency numbers is present, only those numbers are identified as emergency numbers, i.e. default emergency numbers stored in the UE are ignored.

13.2.1.1.2
Conformance requirement

1)
A MM connection for an emergency call may be established in all states of the mobility management sublayer which allow MM connection establishment for a normal originating call.


When a user requests an emergency call establishment the UE will send a CM SERVICE REQUEST message to the network with a CM service type information element indicating emergency call establishment.

2)
Having entered the "MM connection pending" state, upon MM connection establishment, the call control entity of the UE sends a setup message to its peer entity. This setup message is

-
a SETUP message, if the call to be established is a basic call; and

-
an EMERGENCY SETUP message, if the call to be established is an emergency call.

3)
Upon receiving an indication that the call has been accepted, the call control entity of the network shall: through connect the traffic channel (including the connection of an interworking function, if required) and send a CONNECT message to its peer entity at the calling UE; start timer T313 and enter the "connect indication" state.


This message indicates to the call control entity of the calling UE that a connection has been established through the network.

4)
The call control entity of the network shall initiate clearing by: sending a DISCONNECT message; and entering the "disconnect indication" state.

Reference(s):

-
For conformance requirement 1: TS 24.008 clause 4.5.1.5, TS 22.101 clause 8.

-
For conformance requirement 2: TS 24.008, clause 5.2.1.

-
For conformance requirement 3: TS 24.008, clause 5.2.1.6.

-
For conformance requirement 4: TS 24.008, clause 5.4.4.

13.2.1.1.3
Test purpose

1)
To verify that an UE supporting speech in the state "MM idle", when made to call the emergency call number, sends a CM SERVICE REQUEST message specifying the correct CKSN and TMSI, with CM service type IE "emergency call establishment".

2)
To verify that after security mode setting by the SS, the UE sends an EMERGENCY SETUP message.

3)
To verify that, the SS having sent a CALL PROCEEDING message and then an ALERTING message the correct performance of a connect procedure and that the UE has through connected the DTCH in both directions.

4)
To verify that the call is cleared correctly.

13.2.1.1.4
Method of test

Initial Conditions

-
System Simulator:

-
1 cell, default parameters.

-
User Equipment:

-
the UE is in state "MM idle" with valid TMSI and CKSN.

Related ICS/IXIT Statement(s)

-
Emergency speech call

yes/no

Test procedure

The UE is made to initiate an emergency call. Having reached the active state, the call is cleared by the SS.

Expected Sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	UE
	
	The "emergency number" is entered. Number shall be one programmed in test USIM EFECC (Emergency Call Codes), ref. 34.108 clause 8.3.2.21.

	2
	-->
	
	UE establishes RRC procedure for emergency call.

Establishment cause: Emergency Call

	3
	
	Void
	

	4
	
	Void
	

	5
	-->
	CM SERVICE REQUEST
	The CM service type IE indicates "emergency call establishment".

	6
	<--
	AUTHENTICATION REQUEST
	IE Authentication Parameter AUTN shall be present in the message.

	7
	-->
	AUTHENTICATION RESPONSE
	SRES specifies correct value.

	8
	
	
	SS starts security procedure.

	9
	
	Void
	

	10
	
	Void
	

	11
	-->
	EMERGENCY SETUP
	If the Bearer capability IE is not included the default UMTS AMR speech version shall be assumed.
If the emergency category IE is included, then SS verifies that the Emergency Service Category IE bit 6 and bit 7 is not set to 1

	12
	<--
	CALL PROCEEDING
	

	13
	<--
	ALERTING
	

	14
	<--
	
	SS sets up the radio bearer with the rate indicated by the EMERGENCY SETUP message.

	15
	
	Void
	

	16
	<--
	CONNECT
	

	17
	-->
	CONNECT ACKNOWLEDGE
	

	18
	UE
	
	The DTCH is through connected in both directions.

	19
	<--
	DISCONNECT
	SS disconnects the call and associated radio bearer.


Specific Message Contents

None.

13.2.1.1.5
Test requirements

In step 2 of the Expected Sequence the UE shall establish RRC procedure with establishment cause Emergency Call.

In step 5 of the Expected Sequence the UE shall send a CM SERVICE REQUEST message with CM service type emergency call establishment.

In step 11 of the Expected Sequence the UE shall send an EMERGENCY SETUP message.

In step 18 of the Expected Sequence the UE has through connected the DTCH in both directions. 

In step 19 of the Expected Sequence the call is cleared correctly.

13.2.2
Emergency call / without USIM

13.2.2.1
Emergency call / without USIM / accept case

13.2.2.1.1
Definition

The following emergency numbers shall be stored in the UE for use without USIM: 000, 08, 112, 110, 118, 119, 911 and 999.

13.2.2.1.2
Conformance requirement

1)
A MM connection for an emergency call may be established in all states of the mobility management sublayer which allow MM connection establishment for a normal originating call.

When a user requests an emergency call establishment the UE will send a CM SERVICE REQUEST message to the network with a CM service type information element indicating emergency call establishment.


Normally, the UE will be identified by an IMSI or a TMSI. However, if none of these identifiers is available in the UE, then the UE shall use the IMEI for identification purposes.

2)
As a serving network option, emergency calls may be established without the network having to apply the security mode procedure as defined in TS 24.008.

The following are the only cases  where the "security procedure not applied" option may be used:

a)
Authentication is impossible because the USIM is absent.

3)
Having entered the "MM connection pending" state, upon MM connection establishment, the call control entity of the UE sends a setup message to its peer entity. This setup message is:

-
a SETUP message, if the call to be established is a basic call; and

-
an EMERGENCY SETUP message, if the call to be established is an emergency call.

4)
Upon receiving an indication that the call has been accepted, the call control entity of the network shall: through connect the traffic channel (including the connection of an interworking function, if required) and send a CONNECT message to its peer entity at the calling UE; start timer T313 and enter the "connect indication" state.


This message indicates to the call control entity of the calling UE that a connection has been established through the network.

5)
The call control entity of the network shall initiate clearing by: sending a DISCONNECT message; and entering the "disconnect indication" state.

Reference(s):

-
For conformance requirement 1: TS 24.008 clause 4.5.1.5, TS 22.101 clause 8.

-
For conformance requirement 2: TS 33.102, clause 6.4.9.2.

-
For conformance requirements 3: TS 24.008, clause 5.2.1. 

-
For conformance requirement 4: TS 24.008, clause 5.2.1.6.

-
For conformance requirement 5: TS 24.008, clause 5.4.4.

13.2.2.1.3
Test purpose

1)
To verify that the UE in the "MM idle, no IMSI" state (no USIM inserted) when made to call the emergency call number, sends a CM SERVICE REQUEST message in which the ciphering key sequence number IE indicates "no key is available", the CM service type IE indicates "emergency call establishment" and the mobile identity IE specifies the IMEI of the UE.

2)
To verify that after receipt of a CM SERVICE ACCEPT message without security mode procedure applied from the SS, the UE sends an EMERGENCY SETUP message.

3)
To verify that the SS having sent a CALL PROCEEDING message and then an ALERTING message the correct performance of a connect procedure and that the UE has through connected the DTCH in both directions.

4)
To verify that the call is cleared correctly.

13.2.2.1.4
Method of test

Initial Conditions

-
System Simulator:

-
1 cell, default parameters.

-
User Equipment:

-
the UE is in MM-state "MM idle, no IMSI", no USIM inserted.

Related ICS/IXIT Statement(s)

-
Emergency speech call

yes/no

Test procedure

The UE is made to initiate an emergency call. The call is established without authentication and security. Having reached the active state, the call is cleared by the SS.

Expected Sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	UE
	
	The "emergency number" is entered. One of the following emergency numbers shall be used: 000, 08, 112, 110, 118, 119, 911 or 999.

	2
	-->
	
	UE establishes RRC procedure for emergency call.

Establishment cause: Emergency Call

	3
	
	Void
	

	4
	
	Void
	

	5
	-->
	CM SERVICE REQUEST
	The CM service type IE indicates "emergency call establishment". The mobile identity IE specifies the IMEI of the UE. The cipher key sequence number IE indicates "no key is available". 

	6
	<--
	CM SERVICE ACCEPT
	

	7
	-->
	EMERGENCY SETUP
	If the Bearer capability IE is not included the default UMTS AMR speech version shall be assumed.
If the emergency category IE is included, then SS verifies that the Emergency Service Category IE bit 6 and bit 7 is not set to 1

	8
	<--
	CALL PROCEEDING
	

	9
	<--
	ALERTING
	

	10
	<--
	
	SS sets up the radio bearer with the rate indicated by the EMERGENCY SETUP message.

	11
	
	Void
	

	12
	<--
	CONNECT
	

	13
	-->
	CONNECT ACKNOWLEDGE
	

	14
	UE
	
	The DTCH is through connected in both directions.

	15
	<--
	DISCONNECT
	SS disconnects the call and associated radio bearer.


Specific Message Contents

None.

13.2.2.1.5
Test requirements 

In step 2 of the Expected Sequence the UE shall establish RRC procedure with establishment cause Emergency Call.

In step 5 of the Expected Sequence the UE shall send a CM SERVICE REQUEST message with CM service type emergency call establishment, mobile identity IMEI and cipher key sequence number no key is available.

In step 7 of the Expected Sequence the UE shall send an EMERGENCY SETUP message.

In step 14 of the Expected Sequence the UE has through connected the DTCH in both directions. 

In step 15 of the Expected Sequence the call is cleared correctly.

< End of Modified Section >

