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<Start of modified section>
4.4.8
Common parameters for simulated WLAN AP’s

The parameters specified in this subclause apply to all simulated WLAN AP’s unless otherwise specified.

Default WLAN parameters for simulated AP’s are specified in table 4.4.8-1.

Table 4.4.8-1: Default parameters for simulated WLAN AP’s

	Parameter
	Value

	SSID
	3GPP WLAN InterWorking

	Security
	[WPA2]

	Hot Spot 2.0 Support
	Yes

	Trusted/Un-Trusted non 3GPP Access
	Un-Trusted

	EAP-AKA Procedure
	CHAP

	Beacon RSSI
	42 (-86 dBm )

	NOTE 1: Default Beacon RSSI value only applies to offloading scenarios.


<End of modified section>
<Start of modified section>
4.5A.23
Generic Test Procedure for IMS call establishment in EPC / WLAN

4.5A.23.1
Initial conditions

System Simulator:

-
WLAN Cell 27 according to Table 4.4.8-1 in [18] except for Beacon RSSI default value.

User Equipment:

-
The UE is in state Switched OFF (state 1) according to [18].

4.5A.23.2
Definition of system information messages

N/A

4.5A.23.3
Procedure

Table 4.5A.23.3-1: IMS call establishment in EPC / WLAN

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE is switched on
	-
	-

	2
	UE associates with the WLAN AP and obtains the local IP address
	-
	-

	3
	UE performs a dynamic selection of ePDG using DNS query
	-
	-

	4
	The UE establishes IPsec tunnel using the IKEv2 protocol as defined in 3GPP TS 33.402 [55] clause 8.2.2, Figure 8.2.2-1.
	-
	-


4.5A.23.4
Specific message contents

None

<End of modified section>
<Start of modified section>
4.5A.24
Generic Test Procedure for IMS emergency call establishment in EPC / WLAN

4.5A.24.1
Initial conditions

System Simulator:

-
WLAN Cell 27 according to Table 4.4.8-1 in [18] except for Beacon RSSI default value.

User Equipment:

-
The UE has selected an ePDG and is registered onto the IMS network.

4.5A.24.2
Definition of system information messages

N/A

4.5A.24.3
Procedure

Table 4.5A.24.3-1: IMS emergency call establishment in EPC / WLAN

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE is triggered to initiate an emergency call
	-
	-

	2
	The UE initiates a disconnection from the existing IPsec tunnel as defined in 3GPP TS 24.302 [53] clause 7.2.4.1, which is acknowledged by the SS.
	
	

	3
	The UE performs a dynamic selection of an ePDG that supports emergency services using DNS query
	-
	-

	4
	The UE establishes an IPsec tunnel using the IKEv2 protocol as defined in 3GPP TS 33.402 [55] clause 8.2.2, Figure 8.2.2-1.
	-
	-

	NOTE:
It is assumed that the WLAN AP association remains throughout the procedure.


4.5A.24.4
Specific message contents

None 

<End of modified section>
