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1   Introduction
Allowed NSSAI is provided by the Serving PLMN during e.g. a registration procedure, indicating the S-NSSAIs values to be used by the UE in the Serving PLMN for the current registration area. In last meeting, RAN3 was not able to reach agreement on the need of AMF sending allowed NSSAI to NG-RAN. This paper analyses the need of NG-RAN aware for allowed NSSAI.

2   Discussion
SA2 has agreed that Allowed NSSAI shall be sent to NG-RAN by CN, refer to section 5.15.2.1 of TS 23.501:

	When a UE is successfully registered, the CN informs the (R)AN by providing the Allowed NSSAI.


In study phase, RAN3 agreed that Accepted NSSAI shall be sent to RAN, refer to section section 8.1 of TR 38.801.
	Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part of the network slice, by one or more slice ID(s) provided by the UE or the CN which unambiguously identifies one or more of the pre-configured network slices in the PLMN. The Accepted NSSAI is sent by CN to UE and RAN after network slice selection


“Accepted NSSAI” was renamed as “Allowed NSSAI” by SA2 finally.

Observation 1: SA2 and RAN3 have agreed that CN shall send the Allowed NSSAI to RAN.
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Figure 1: Service attempt failure due to non-optimal target selection in HO
In last meeting, one opinion is that the S-NSSAI information in PDU Session profile is sufficient for RAN to make decision in mobility. However, if RAN doesn’t know Allowed NSSAI of the UE, it may handover UE to a gNB supporting a subset of UE’s Allowed NSSAI. In this case, AMF will update the allowed NSSAI of the UE and remove the target gNB unsupported S-NSSAIs. This may lead to service attempt to the removed S-NSSAIs fail, as shown in figure 1. This issue can be avoided if gNB1 knows UE’s allowed NSSAI and selects gNB3 as target in HO.

Observation 2: Without Allowed NSSAI aware, serving gNB may select target a gNB only supporting a subset of Allowed NSSAI, which lead to AMF remove unsupported S-NSSAIs from Allowed NSSAI. The service attempt on the removed S-NSSAI would fail.  
When UE goes into RRC_IDLE or RRC_INACTIVE, gNB assigns dedicated priority to UE. Without Allowed NSSAI aware, gNB may prioritize some frequency which doesn’t fully support UE’s Allowed NSSAI. When UE reselects to the frequency, the unsupported S-NSSAIs would be removed from Allowed NSSAI and lead to same service attempt failure issue as observation 2.
Observation 3: Without Allowed NSSAI aware, serving gNB assigned dedicated priority may make RRC_IDLE/RRC_INACTIVE UE reselects a frequency carrier only supporting a subset of Allowed NSSAI, which lead to AMF remove unsupported S-NSSAIs from Allowed NSSAI. The service attempt on the removed S-NSSAI would fail.  
Without Allowed NSSAI aware, gNB allocates radio resource (e.g. BWP, RRM/CSI measurement) only considering the S-NSSAIs of the UE activated PDU Sessions. When UE activates a new PDU Session on a new S-NSSAI, the gNB may need to adjust the radio resource to make it suitable to all the S-NSSAIs. 

Observation 4: With Allowed NSSAI aware, gNB could try to have future-proof resource re-allocation (e.g. BWP, RRM/CSI measurement …) to reduce the churn of new PDU session establishment on new S-NSSAI.
Based on above analysis, AMF shall send Allowed NSSAI to NG-RAN.
Proposal 1: AMF sends Allowed NSSAI to NG-RAN in NGAP Initial Context Setup and UE Context Modification procedures.
Proposal 2: AMF sends Allowed NSSAI to NG-RAN in NGAP Handover Request and Path Switch Request Acknowledge.
3   Summary

Observation 1: SA2 and RAN3 have agreed that CN shall send the Allowed NSSAI to RAN.
Observation 2: Without Allowed NSSAI aware, serving gNB may select target a gNB only supporting a subset of Allowed NSSAI, which lead to AMF remove unsupported S-NSSAIs from Allowed NSSAI. The service attempt on the removed S-NSSAI would fail.  
Observation 3: Without Allowed NSSAI aware, serving gNB assigned dedicated priority may make RRC_IDLE/RRC_INACTIVE UE reselects a frequency carrier only supporting a subset of Allowed NSSAI, which lead to AMF remove unsupported S-NSSAIs from Allowed NSSAI. The service attempt on the removed S-NSSAI would fail.  
Observation 4: With Allowed NSSAI aware, gNB could try to have future-proof resource re-allocation (e.g. BWP, RRM/CSI measurement …) to reduce the churn of new PDU session establishment on new S-NSSAI.
Proposal 1: AMF sends Allowed NSSAI to NG-RAN in NGAP Initial Context Setup and UE Context Modification procedures.
Proposal 2: AMF sends Allowed NSSAI to NG-RAN in NGAP Handover Request and Path Switch Request Acknowledge.

TP is attached below.

4   Annex – TP
Beginning of Text Proposal to TS 38.413
9.2.2
UE Context Management Messages

9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.26
	
	YES
	ignore

	PDU Session Resource Setup List
	O
	
	<ref>
	[FFS align with PDU Session management]
	YES
	reject

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.38
	
	YES
	reject

	Allowed NSSAI
	O
	
	9.3.1.28
	Allowed NSSAI determined by AMF
	YES
	ignore


9.2.2.7
UE CONTEXT MODIFICATION REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Security Key
	O
	
	<ref>
	[FFS]
	YES
	reject

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	<ref>
	
	YES
	ignore

	UE Security Capabilities
	O
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	O
	
	9.3.1.26
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.38
	
	YES
	reject

	Allowed NSSAI
	O
	
	9.3.1.28
	Allowed NSSAI determined by AMF
	YES
	ignore


9.2.3.4
HANDOVER REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF ( NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.33
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.26
	
	YES
	ignore

	UE Security Capabilities 
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key 
	O [FFS]
	
	<ref>
	
	YES
	reject

	PDU Session Resource To Be Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource To Be Setup Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI
	O
	
	9.3.1.35
	
	-
	

	>>PDU Session Setup Request Transfer
	M
	
	9.3.1.11
	
	YES
	ignore

	Trace Activation
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.31
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.28
	Allowed NSSAI determined by AMF
	YES
	ignore


9.2.3.9
PATH SWITCH REQUEST ACKNOWLEDGE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to inform the NG-RAN node that the path switch has been successfully completed in the 5GS.

Direction: AMF ( NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Security Context
	M
	
	<ref>
	
	YES
	ignore

	PDU Session To Be Switched in Uplink List
	
	0..1 
	
	
	YES
	reject

	>PDU Session To Be Switched in Uplink Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI (FFS)
	O
	
	9.3.1.35
	
	-
	

	>>PDU Session Path Switch Request Ack Transfer
	M
	
	9.3.1.22
	
	YES
	ignore

	PDU Session Released List
	O
	
	PDU Session List

9.3.1.13
	
	YES
	reject

	RRC Inactive Assistance Information 
	M
	
	9.3.1.26
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.28
	Allowed NSSAI determined by AMF
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


End of Text Proposal to TS 38.413
3GPP


_1580311301.vsd
UE


gNB1
{S1,S2,S3}


gNB2
{S1,S2}


gNB3
{S1,S2,S3)


AMF/SMF


Registration Request


Registration Accept(Allowed NSSAI = {S1,S2,S3})


PDU Session Establishment on S1


PDU Session Establishment on S2


RRC Connection Setup


Inter-RA handover to gNB2
(Both gNB2 and gNB3 are qualified from radio perspective)


Registration Request


Registration Accept(Allowed NSSAI = {S1,S2})


UE has service over S3 to run. But, due to S3 is not in allowed NSSAI, service attempt fails



