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1. Introduction
At RAN3#AH1801, the basic signaling for “Emergency Fallback Indicator” was introduced in NGAP: INITIAL CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST message as in R3-180619. 
Upon reception, NG-RAN node shall store and use “Emergency Fallback Indicator” for pending or ongoing emergency PDU session, which contains QoS flow with existing triplet (resource type= GBR; 5QI =1; ARP= ES), and then take appropriate mobility procedure fall-backing emergency services.

Generally, “Emergency Fallback Indicator” can be deemed as part of UE context configured by AMF, and as often done for other UE context info, the “Emergency Fallback Indicator” should also be conveyed in XnAP: HANDOVER REQUEST message as well as NGAP: HANDOVER REQUEST message, so that the target NG-RAN node can inherit the “Emergency Fallback” policy for emergency services. AMF needs not to configure that in target NG-RAN node again.
2. TP for 38.423
///////////////////////////////////////////////////////////////          first change        /////////////////////////////////////////////////////////////////////////////

8.2.1
Handover Preparation
8.2.1.1
General

This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep. 

For each E-RAB ID IE included in the Qos Flow List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
If the PDU Session Resource Setup List IE is contained in the HANDOVER REQUEST message, the target NG-RAN node behave the same as the one defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU sessions. When the target NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

If the Handover Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
store the information received in the Handover Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE.

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. In particular, the target NG-RAN node shall, if supported: [FFS pending SA5]
-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [11] and the NG-RAN node shall ignore the Interfaces To Trace IE and Trace Depth IE;
-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the NG-RAN node may use it to propagate the MDT Configuration as described in TS 37.320 [12].

If the UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall handle it accordingly. [FFS pending SA3]
If the Management Based MDT Allowed IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11]. [FFS pending SA5].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].
If the Emergency Fallback Indicator IE is included in the HANDOVER REQUEST message, it indicates that the UE Context to be set-up is subject to emergency service fallback as described in TS 23.501 [9] and the target NG-RAN node may, if supported, take the appropriate mobility actions.
Editor’s Note:
Further details are FFS
///////////////////////////////////////////////////////////////          Next change        ////////////////////////////////////////////////////////////////////////////
9.1.1.1
HANDOVER REQUEST
This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.

Direction: source NG-RAN node ( target NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Old NG-RAN node UE XnAP ID reference
	M
	
	<reference>
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	<reference>
	
	YES
	reject

	Target Cell ID
	M
	
	<reference>
	Includes either a E-UTRA or NR Cell ID
	YES
	reject

	AMF Identification
	M
	
	<reference>
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	<reference>
	Allocated at the AMF on the source NG-C connection

Editor’s Note: This IE is FFS.
	-
	

	>Security Related Information
	M
	
	<reference>
	Pending SA3
	-
	

	>UE Aggregate Maximum Bit Rate
	M
	
	FFS 
	
	-
	

	>PDU Session Resources To Be Setup List
	
	1
	9.2.1.1
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition the source side QoS flow ( DRB mapping
	-
	

	>>>Qos flow list
	
	
	
	
	
	

	>RRC Context
	M
	
	OCTET STRING
	Includes reference to either TS 36.331 or TS 38.331, depending on the kind of intra-system HO.
	-
	

	>Handover Restriction List
	O
	
	<reference>
	
	-
	

	Trace Activation
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.x
	
	YES
	reject


Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
9.3.1.x
Emergency Fallback Indicator

The IE indicates emergency service fallback.  
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Emergency Fallback Indicator
	M
	
	ENUMERATED(emergency fallback requested, …)
	


//////////////////////////////////////////////////////////////////////        end         //////////////////////////////////////////////////////////////////////////////////
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