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Introduction
This contribution contains the necessary F1AP modifications connected to proposals presented in [1].
To ease the implementation of changes, the proposal below is written upon the latest baseline compiled by the specification rapporteur, and should hence be implemented following approval of such baseline and taking into considerations any change approved for the baseline after its submission.  
Proposals from this contribution are marked in yellow highlight.
[bookmark: _Toc491772836]TP for 38.473
‘Start of Text Proposal 1 for TS 38.473
[bookmark: _Toc446185735][bookmark: _Toc493604349][bookmark: _Toc494264727][bookmark: _Toc446185737][bookmark: _Toc493604351][bookmark: _Toc494264729]8.2.3	F1 Setup 
[bookmark: _Toc446185736][bookmark: _Toc493604350][bookmark: _Toc494264728]8.2.3.1	General
The purpose of the F1 Setup procedure is to exchange application level data needed for the gNB-DU and the gNB-CU to correctly interoperate on the F1 interface. This procedure shall be the first F1AP procedure triggered after the primary TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received and clears gNB-CU overload state information at the gNB-DU. If the gNB-DU and gNB-CU do not agree on retaining the UE Contexts this procedure also re-initialises the F1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 

8.2.3.2	Successful Operation


Figure 8.2.3.2-1: F1 Setup procedure: Successful Operation.
The gNB-DU initiates the procedure by sending a F1 SETUP REQUEST message including the appropriate data to the gNB-CU. The gNB-CU responds with a F1 SETUP RESPONSE message including the appropriate data.
The exchanged data shall be stored in respective node and used for the duration of theas long as there is an operational primary TNL association. When this procedure is finished, the F1 interface is operational and other F1 messages can be exchanged.
[bookmark: _Toc446185738][bookmark: _Toc493604352][bookmark: _Toc494264730]8.2.3.3	Unsuccessful Operation


Figure 8.2.3.3-1: F1 Setup procedure: Unsuccessful Operation.
If the gNB-CU cannot accept the setup, it should respond with a F1 SETUP FAILURE and appropriate cause value.
[bookmark: _Toc446185739][bookmark: _Toc493604353][bookmark: _Toc494264731]8.2.3.4	Abnormal Conditions
8.2.4	gNB-DU Configuration Update 
Editor’s Note: The direction of the configuration update is still FFS. This means that the whole procedure may be removed if not needed.
8.2.4.1	General
The purpose of the gNB-DU Configuration Update procedure is to update application level configuration data needed for the gNB-DU and the gNB-CU to interoperate correctly on the F1 interface. This procedure does not affect existing UE-related contexts, if any.
8.2.4.2	Successful Operation


Figure 8.2.4.2-1: gNB-DU Configuration Update procedure: Successful Operation.
The gNB-DU initiates the procedure by sending a GNB-DU CONFIGURATION UPDATE message to the gNB-CU including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU responds with GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
The updated configuration data shall be stored in both nodes and used as long as there is an operational primary TNL association or until any further update is performed.
The gNB-DU may initiate a further gNB-DU Configuration Update procedure only after a previous gNB-DU Configuration Update procedure has been completed.
8.2.4.3	Unsuccessful Operation


Figure 8.2.4.3-1: gNB-DU Configuration Update procedure: Unsuccessful Operation.
If the gNB-CU cannot accept the update, it shall respond with a GNB-DU CONFIGURATION UPDATE FAILURE message and appropriate cause value. 
8.2.4.4	Abnormal Conditions
If the gNB-DU after initiating gNB-DU Configuration Update procedure receives neither a GNB-DU CONFIGURATION UPDATE ACKOWLEDGE nor a GNB-DU CONFIGURATION UPDATE FAILURE message, the gNB-DU may reinitiate a further gNB-DU Configuration Update procedure towards the same gNB-CU, provided that the content of the new GNB-DU CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged GNB-DU CONFIGURATION UPDATE message.
8.2.5	gNB-CU Configuration Update 
Editor’s Note: The direction of the configuration update is still FFS. This means that the whole procedure may be removed if not needed.
8.2.5.1	General
The purpose of the gNB-CU Configuration Update procedure is to update application level configuration data needed for the gNB-DU and gNB-CU to interoperate correctly on the F1 interface. This procedure does not affect existing UE-related contexts, if any.
8.2.5.2	Successful Operation


Figure 8.2.5.2-1: gNB-CU Configuration Update procedure: Successful Operation.
The gNB-CU initiates the procedure by sending a GNB-CU CONFIGURATION UPDATE message including the appropriate updated configuration data to the gNB-DU. The gNB-DU responds with a GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
The updated configuration data shall be stored in the respective node and used as long as there is an operational primary TNL association or until any further update is performed.
The gNB-CU may initiate a further gNB-CU Configuration Update procedure only after a previous gNB-CU Configuration Update procedure has been completed.

8.2.5.3	Unsuccessful Operation


Figure 8.2.5.3-1: gNB-CU Configuration Update: Unsuccessful Operation.
If the gNB-DU cannot accept the update, it shall respond with a GNB-CU CONFIGURATION UPDATE FAILURE message and appropriate cause value.
8.2.5.4	Abnormal Conditions
If the gNB-CU neither receives a GNB-CU CONFIGURATION UPDATE ACKOWLEDGE nor a GNB-CU CONFIGURATION UPDATE FAILURE message, the gNB-CU may reinitiate gNB-CU Configuration Update procedure towards the same gNB-DU provided that the content of the new GNB-CU CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged GNB-CU CONFIGURATION UPDATE message.

[bookmark: _In-sequence_SDU_delivery]End of Text Proposal 1 for TS 38.473
[bookmark: _Toc494264779][bookmark: _Toc493604402]‘Start of Text Proposal 2 for TS 38.473

9.2.1.4	F1 SETUP REQUEST
This message is sent by the gNB-DU to transfer information for a TNL association.
Direction: gNB-DU  gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	TNL Connectivity Information
	O
	
	FFS
	Information about additional SCTP associations
	YES
	notify



[bookmark: _Toc494264780][bookmark: _Toc493604403]9.2.1.5	F1 SETUP RESPONSE
This message is sent by the gNB-CU to transfer information for a TNL association.
Direction: gNB-CU  gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	TNL Connectivity Information
	O
	
	FFS
	Information about additional SCTP associations
	YES
	notify




[bookmark: _Toc494264781][bookmark: _Toc493604404]9.2.1.6	F1 SETUP FAILURE
This message is sent by the gNB-CU to indicate F1 Setup failure.
Direction: gNB-CU  gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	FFS
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


[bookmark: _Toc494264782][bookmark: _Toc493604405]9.2.1.7	GNB-DU CONFIGURATION UPDATE
This message is sent by the gNB-DU to transfer updated information for a TNL association.
Direction: gNB-DU  gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	TNL Connectivity Information
	O
	
	FFS
	Information about additional SCTP associations
	YES
	notify



[bookmark: _Toc494264783][bookmark: _Toc493604406]9.2.1.8	GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by a gNB-CU to a gNB-DU to acknowledge update of information for a TNL association.
Direction: gNB-CU  gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore




[bookmark: _Toc494264784][bookmark: _Toc493604407]9.2.1.9	GNB-DU CONFIGURATION UPDATE FAILURE
This message is sent by the gNB-CU to indicate gNB-DU Configuration Update failure.
Direction: gNB-CU  gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore



[bookmark: _Toc494264785][bookmark: _Toc493604408]9.2.1.10	GNB-CU CONFIGURATION UPDATE
This message is sent by the gNB-CU to transfer updated information for a TNL association.
Direction: gNB-CU  gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	TNL Connectivity Information
	O
	
	FFS
	Information about additional SCTP associations
	YES
	notify



[bookmark: _Toc494264786][bookmark: _Toc493604409]9.2.1.11	GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by a gNB-DU to a gNB-CU to acknowledge update of information for a TNL association.
Direction: gNB-DU  gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore




[bookmark: _Toc494264787][bookmark: _Toc493604410]9.2.1.12	GNB-CU CONFIGURATION UPDATE FAILURE
[bookmark: _GoBack]This message is sent by the gNB-DU to indicate gNB-CU Configuration Update failure.
Direction: gNB-DU  gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	FFS
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


End of Text Proposal 2 for TS 38.473
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