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1
Introduction
In this paper we look further at the use of an intermediate node, described so far by the terms “proxy eNB” or “X2 GW”, for the purpose of TNL address discovery.
2
Discussion
The methods so far named as “proxy eNB” and “X2 GW” are two solutions for TNL address discovery initially proposed for scenario 3, where the en-gNB doesn’t have CP connection to neither the EPC nor the 5GC. The methods are similar in the sense that both solutions are based on an intermediate node, equipped with an X2 interface, between the source eNB and the target en-gNB. One difference between the two solutions is that the X2 GW’s functional and architectural aspects are already described in stage 2, within the context of HeNB, while the term “proxy eNB” is so far not defined in the specification. In case there is any preference to limit the X2 GW terminology to architectures involving the HeNB, it would therefore be possible to use the term ‘proxy eNB’ or any other term like ‘intermediate node’ regardless of the solution chosen for the TNL discovery in scenario 3.
Another difference between the methods is the way the intermediate node obtains the TNL information of the RAN nodes: X2 GW method uses a symmetrical registration scheme, i.e. all participating nodes register to a common node (the X2 GW) which hosts a bi-directional message routing function. The proxy eNB is based on an asymmetric registration scheme, where only en-gNBs “register” (actually connects to) the proxy eNB. In both cases the registration is performed based on OAM configured information about the intermediate node’s TNL address. In the case of proxy eNB, eNBs are assumed to learn the proxy eNB ID from ANR, and they will communicate with the proxy eNB via the MME using the SON configuration transfer mechanism (S1). 
In our view, the symmetric registration scheme seems preferable compared to the asymmetric registration scheme of the proxy eNB solution, because the former is better suited for use beyond the pure scenario 3, i.e. in the subsequent migration scenarios and mixed scenarios as described in [1]. In mixed scenarios, it is expected that ANR will be operational in both the eNB and the gNB. TNL discovery requests will therefore go in both directions, and a symmetric architecture will therefore be simpler both from specification and implementation point of view.

Proposal 1: Use a symmetric registration scheme and bi-directional message routing function for TNL discovery based on ‘intermediate node’.

Based on this proposal, we try to provide an overview of how this can be dealt with in stage 2 and stage 3 specifications.
For stage 2, it seems possible to reuse the protocol functions so far hosted by the X2 GW, i.e. “Registration” and “X2AP Message Transfer”. However the “X2 Release” function targets handling of disconnecting nodes (HeNBs), which doesn’t seem required. Impact in TS 36.300 may be limited to section 22.3.6, where a new section 22.3.6.2 “TNL address discovery of candidate eNB or en-gNB via X2 interface” could be added containing the needed description, e.g. as follows:
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In stage 3 we see two slight impacts. The first is to introduce support of the gNB ID in the X2AP Message Transfer function. This could be used based on the existing X2AP MESSAGE TRANSFER message, or by introducing a new EN-DC X2AP MESSAGE TRANSFER. The second impact is to provide means to transfer the TNL information between eNB and gNB. It has been earlier proposed to use X2 Removal for this purpose, but some concern was raised relative to interaction with SCTP link handling. A method based on enhancement of the X2 setup function maybe better, i.e. transfer of TNL information in X2 setup response or X2 setup failure.
Proposal 2: In stage 3, enhance the existing X2AP Message Transfer to support gNB ID.

Proposal 3: In stage 3, enhance X2 setup to transfer TNL information.

3
Conclusion
Taking into account need for a low complexity method for TNL discovery in scenario 3, which can also serve in migration scenarios and mixed scenario, we have made the following proposals:
Proposal 1: Use a symmetric registration scheme and bi-directional message routing function for TNL discovery based on ‘intermediate node’.
Proposal 2: In stage 3, enhance the existing X2AP Message Transfer to support gNB ID.

Proposal 3: In stage 3, enhance X2 setup to transfer TNL information.
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22.3.6.2	TNL address discovery of candidate eNB or en-gNB via X2 interface


If the eNB is aware of the gNB ID of the candidate en-gNB (e.g. via the ANR function) or the en-gNB is aware of the eNB ID of the candidate eNB, but not a TNL address suitable for SCTP connectivity, then the eNB or the en-gNB can utilize the Registration Function and X2AP Message Transfer Function to determine the TNL address as follows:


-	eNBs and en-gNBs register with the [intermediate node, name TBD] at power on or after any change of TNL address(es).
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