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1
Introduction
At the last RAN3 NR#2 adhoc meeting, some open issues were listed and captured in R3-172638 [1]. This paper further discusses and proposes some procedures for the interface between gNB-CU-CP and gNB-CU-UP, to address possible use-case and scenarios previously mentioned in [2]. 

In addition, this paper proposes further clarification/recommendation for cardinality of gNB-CU-CP and gNB-CU-UP in a gNB.
2
Discussion
2.1
E1 general procedures
R3-172541 [3] proposed basic procedures for E1 interface between gNB-CU-CP and gNB-CU-UP. It covers some procedures, but still some additional procedures should be supported over E1 interface.

Firstly, the following E1 management procedures are proposed as Common function in [1]:
· Common functions:

1) E1 interface management: This function allows to set-up and manage an E1 interface between CU-CP and CU-UP. The E1 interface management function includes the following procedures:

a)  E1 interface setup: this procedure allows to setup the E1 interface. It includes the exchange of the parameters needed for interface operation. The E1 setup is initiated by the CU-CP.

b)  E1 interface reset: this procedure allows to reset the E1 interface, including changes in the configuration parameters. The E1 interface reset is initiated by either the CU-CP or the CU-UP.

c)  E1 error indication: this procedure allows to report detected errors in one incoming message. The E1 interface reset is initiated by either the CU-CP or the CU-UP.

However, we also propose the following E1 interface management procedures:

d)  E1 load information: this procedure allows CU-UP to inform CU-CP of the prevailing load condition periodically. The same procedure could also be used to indicate overload of CU-UP with overload status (Start/Stop). For example, Overload Start can indicate to CU-CP to trigger overload actions associated with CU-UP. The periodicity of load information should be configured to enable CU-CP in proper load balancing and avoid overloaded situation.
e)  E1 configuration update: this procedure supports updates in CU-UP configuration, such as capacity changes. For example, during the E1 Setup procedure, the relative capacity supported by the CU-UP can be indicated to the CU-CP. The Configuration Update procedure is used for any relative capacity updates after the initial capacity reported during the E1 Setup procedure.
Proposal 1: It is proposed to support E1 interface management procedures for load indication and configuration update. E1 interface setup, reset and error indication should also be supported.
Next, the following E1 Bearer management procedures are proposed as UE-dedicated functions in [1]:

· UE-dedicated functions:

1) Bearer management: This function allows the CU-CP to setup, modify, and release the data radio bearers in the CU-UP. The Bearer management functions includes the following procedures:

a) DRB setup: this procedure allows the CU-CP to setup DRBs in the CU-CP, including the security key configuration and the QoS-flow to DRB mapping configuration.

b) DRB modification: this procedure allows the CU-CP to modify DRBs in the CU-CP, including the modification of security key configuration and the modification of the QoS-flow to DRB mapping configuration. 
c) DRB release: this procedure allows the CU-CP to release DRBs in the CU-CP.

Here, DRB modification procedure can also be used for suspending and resuming the data transmission.

Proposal 2: DRB setup, DRB modification and DRB release procedures should be supported. DRB modification procedure can also be used for suspending and resuming the data transmission.
In addition, we propose the following E1 bearer management procedure:

d)  Downlink Data Notification (DDN): This procedure allows CU-UP to request CU-CP to trigger paging procedure to support RRC Inactive state.
Proposal 3: It is proposed to support additional E1 bearer management procedures for Downlink Data Notification, if RRC Inactive state is supported.
2.2
Chronology of F1 and E1 procedures during bearer management procedures

During the execution of any bearer management procedures, for example, NSA 3x bearer setup/modification or SA bearer setup/modification, the F1-U UL TNL Address of gNB-CU-UP has to be provided to the gNB-DU and the F1-U DL TNL Address of the gNB-DU has to be provided to the gNB-CU-UP. 

This requires F1AP and E1AP signalling procedures towards gNB-DU and gNB-CU-UP, respectively. In order to optimize the latency of these setup/modification procedures, we propose that the F1-U UL TNL Address of gNB-CU-UP is allocated by gNB-CU-CP. This achieves the following objectives:

· Avoids two E1AP procedures towards gNB-CU-UP during any setup/modification procedures.
· Improves the latency of these NSA/SA bearer management procedures by allowing parallel signalling towards UE and gNB-CU-UP.
Hence, we propose that F1AP procedure is always executed before E1AP procedure while performing any NSA/SA bearer management procedures.

Proposal 4: F1-U UL TNL Address of gNB-CU-UP is allocated by gNB-CU-CP. F1AP procedure is executed before E1AP procedure while performing any NSA/SA bearer management procedures.

2.3
Cardinality of gNB-CU-CP and gNB-CU-UP
Multiple gNB-CU-CP entities in a single gNB leads to the following disadvantages.

· L3 RRM fragmentation inside the gNB.

· Increased signalling due to frequent re-configuration of bearers. 
· Increased mobility in a gNB leading in service breaks. Context transfer and the additional signalling add to the unnecessary overhead in processing.

· This could also lead to unnecessary delays when CU-CP is collocated with DU and CU-UP is in a data center in cloud. There are multiple additional hops necessary to reach the corresponding CU-UP for re-configuration of bearers.
In addition, RAN3 has made the following agreements and captured in TS 38.401.

A gNB may consist of a gNB-CU and gNB-DUs. A gNB-CU and a gNB-DU is connected via F1 logical interface.
One gNB-DU is connected to only one gNB-CU.
Hence, in order to avoid the above issues and following the RAN3 agreements, we propose the following cardinality even in the introduction of E1 interface.
Proposal 5: It is proposed to support the following cardinality in a gNB to allow flexible deployment of gNB-CU-CP and gNB-CU-UPs. 

· gNB : gNB-CU-CP = 1 : 1

· gNB-CU-CP : gNB-CU-UP = 1 : M (M is >= 1)
· gNB-CU-CP : gNB-DU = 1 : N (N is >= 1)

NOTE: gNB-CU-CP, gNB-CU-UP and gNB-DU can be in the same or different locations. 
3
Conclusions
Proposal 1: It is proposed to support E1 interface management procedures for load indication and configuration update. E1 interface setup, reset and error indication should also be supported.
Proposal 2: DRB setup, DRB modification and DRB release procedures should be supported. DRB modification procedure can also be used for suspending and resuming the data transmission.
Proposal 3: It is proposed to support additional E1 bearer management procedures for Downlink Data Notification, if RRC Inactive state is supported.
Proposal 4: F1-U UL TNL Address of gNB-CU-UP is allocated by gNB-CU-CP. F1AP procedure is executed before E1AP procedure while performing any NSA/SA bearer management procedures.

Proposal 5: It is proposed to support the following cardinality in a gNB to allow flexible deployment of gNB-CU-CP and gNB-CU-UPs. 

· gNB : gNB-CU-CP = 1 : 1

· gNB-CU-CP : gNB-CU-UP = 1 : M (M is >= 1)
· gNB-CU-CP : gNB-DU = 1 : N (N is >= 1)

NOTE: gNB-CU-CP, gNB-CU-UP and gNB-DU can be in the same or different locations. 
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