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Discussion
1. Introduction
In RAN Plenary #81 meeting, study item on remote interference management (RIM) for NR was approved [1]. The objective for this item is as follows.

	4.1
Objective of SI or Core part WI or Testing part WI

Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:

1. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
2. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:

i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

3. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3] 


Also, in the last RAN1 meeting, the frameworks that the aggressor gNB informs the set of victim gNB(s) the reception of RS through backhaul and, in addition, the victim gNB sends info to assist RIM coordination through backhaul were agreed. In this contribution we focus on the mechanism with core network involvement to support the frameworks related to backhaul signaling and provide our view on them.
2. Discussion
For NR-RIM, RAN1 has agreed that some frameworks related to backhaul signaling will be used as a starting point for further study [2].
	Framework-2.1
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Workflow of Framework-2.1

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme

· Message exchange in Step 2 could include other information, pending on further study.

Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul
Framework-2.2
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Workflow of Framework-2.2

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul

Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination

Step 4: Aggressor applies remote interference mitigation scheme

Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul



Above two frameworks have backhaul signaling that the aggressor gNB notifies the set of victim gNB(s) of the reception of RS or the disappearance of RS when atmospheric ducting phenomenon appears or disappears respectively. As mentioned in [3], because it is difficult to apply Xn based backhaul signaling to theses frameworks, NG based backhaul signaling seems to be necessary.
The NG based procedure considering Framework-2.1 above is shown in Figure 1, and it includes the following steps:
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Figure 1. NG based procedure for NR-RIM
0. The victim gNB perceives the remote interference from the aggressor gNB.
1. The victim gNB starts the RS transmission.
2. The aggressor gNB applies remote interference mitigation schemes and sends the gNB Status Indication message including “Reception of RS” notification to the AMF.

3. The AMF transmits the AMF Status Indication message including “Reception of RS” notification to the victim gNB.

4. The aggressor gNB restores original configuration and sends the gNB Status Indication message including “Disappearance of RS” notification to the AMF.

5. The AMF transmits the AMF Status Indication message including “Disappearance of RS” notification to the victim gNB. The victim gNB stops RS transmission.
Step 1 to 3 is performed when the aggressor gNB receives the RS. In case the RS is not received any more at aggressor gNB, Step 4 and 5 is performed. If victim gNBs form the group, the message in Step 3 and 5 could be transmitted to all of victim gNBs within the victim group.
Proposal 1: Backhaul signaling that the aggressor gNB notifies the set of victim gNB(s) of the reception of RS or the disappearance of RS should be based on NG interface.

In description of Framework-2.1, upon reception of the RS, the operation of aggressor gNB is denoted as follows:
	Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme


As highlighted in yellow, the aggressor gNB informs multiple victim gNBs of the reception of RS. That is, when the AMF receives the message from the aggressor gNB, it should send the message to all of victim gNBs within the victim group like the Paging procedure. To do this, the AMF and aggressor gNB should know the ID of victim group to which these victim gNBs belong. The AMF could know the victim group ID through NG setup procedure or OAM. For the aggressor gNB, one possible way to identify the victim group ID is to use the RS received from the victim gNB. That is, the victim gNB transmits the RS including the ID of victim group to which it belongs.
Proposal 2: The aggressor gNB should be able to know the victim group ID through the received RS.
3. Conclusion
In this contribution, we focused on the mechanism with core network involvement to support the frameworks related to backhaul signaling and provided our view on them. The following proposal are kindly suggested to RAN3:
Proposal 1: Backhaul signaling that the aggressor gNB notifies the set of victim gNB(s) of the reception of RS or the disappearance of RS should be based on NG interface.

Proposal 2: The aggressor gNB should be able to know the victim group ID through the received RS.
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