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1. Introduction
Detection is the first step of remote interference mitigation. This paper analyses the way to detect the remote interference.
Remote Interference is caused by atmospheric ducting in special weather conditions, where lower densities at higher altitudes in the Earth's atmosphere causes reduced refractive index, bending signals back towards the earth, as shown in refraction of figure 1.

Figure 1: Atmospheric ducting
The refraction is caused by atmosphere density change, which bents the radio signaling, as shown in figure 2.

Figure 2: Refraction by atmosphere density change
 In the atmospheric ducting, the radio signal can be transmitted with much less loss than ground, similar to free space transmission. This leads to DL signal falls into the UL subframes, as shown in figure 3.

Figure 3: Remote Interference

2.  Character of Remote Interference
Remote Interference leads to IoT (Interference over Thermal) raise. When remote interference is received, the gNB detected IoT has “sloping” property as shown in figure 4, which is observed in CMCC’s LTE-TDD network with UL/DL configuration of DSUDD. In the figure, SF1 and SF6 are the UL part of special subframes. SF2 and SF7 are uplink subframes. 
The “sloping” property is caused by aggregation of interference from Aggressor cells of different distance, as shown in figure 5.

Figure 4: "Sloping" property of IoT caused by Remote Interference

Figure 5: UL interference aggregation

3.  Remote Interference Detection
Currently, the remote interference is detected by:
· IoT raise beyond a threshold
· IoT has “sloping” property.
Observation 1: Current Remote Interference detection is based on: IoT raises over a threshold and has “sloping” property.
IoT raise may be caused by either UL traffic of intra-frequency neighbors, UL traffic of current cell or by remote interference. The gNB received IoT is the aggregation of intra-frequency neighbor’s interference Ior , its own UL traffic Io and Remote Interference RI:
IoT = RI + Io+⅀Ior
So, the regular IoT pattern as shown in figure 4 can happen only when the UL load is very low or interference is very strong. Otherwise, with uplink traffic caused IoT fluctuation on top of remote interference, it is hard to see the “sloping” property. 
Observation 2: IoT raise may be caused by UL traffic of intra-frequency neighbors. Current way can only detect Remote Interference when UL load is low.
If the gNB knows the UL interference from intra-frequency neighbors, after detecting the UL traffic impact, it should be quite easy to detect the RI = IoT- Io - ⅀Ior per its property.  
For each neighbor cell, it knows: UE’s BSR, UE’s location, UL power, UL scheduling, victim (or request cell)’s location. So, the neighbor cell has enough information to estimate the UL interference to the victim cell.
[bookmark: _GoBack]Proposal 1: gNB gathers UL traffic caused UL interference of each intra-frequency neighbor cell to differentiate the Remote Interference.
Figure 6 shows an example message flow of gathering UL interference information from neighbor gNBs.


Figure 6: Example message flow of neighbor assisted remote interference detection
4. Summary
Based on above analysis, we have following proposals.
Observation 1: Current Remote Interference detection is based on: IoT raises over a threshold and has “sloping” property.
Observation 2: IoT raise may be caused by UL traffic of intra-frequency neighbors. Current way can only detect Remote Interference when UL load is low.
Proposal 1: gNB gathers UL traffic caused UL interference of each intra-frequency neighbor cell to differentiate the Remote Interference.
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