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1	Introduction
This paper discusses the criticality handling of the NGAP SMF IEs which are defined as Octets String and are transparent to AMF.
2	Discussion
At the last RAN3 meeting, we discussed in [1] about if to have the criticality handling inside the SMF IE container.
If we would like to get the detailed information in the Criticality Diagnostics for the SMF IE, we would need to define inside the SMF IE structure the own criticality for each sub IEs, so the receiving side could feedback in case some of the IEs are causing failure.
When we look closer at the N2 SM procedures, the SMF IE can be categorized as:
· Request transfer
· Response transfer
· Failure transfer
We do not need to bother about the Failure transfer. In our opinion, we do not need to bother about the Response transfer either, as it is usually the last message.
If we look at the Request transfer, there are two directions, the request transfer received by NG-RAN node, and the request transfer received by SMF. From the below table, we could brief see the impacts.
	
	Impact on NGA-RAN node
	Impact on SMF

	Request Transfer received at NG-RAN node
	NG-RAN node needs to check at the IE level inside the SMF IE;
NG-RAN node needs to do Criticality handling and send Criticality Diagnostics
	SMF needs to receive the Criticality Diagnostics


	Request Transfer received at SMF
	SMF needs to receive the Criticality Diagnostics

	SMF needs to check at the IE level inside the SMF IE;
SMF needs to do Criticality handling and send Criticality Diagnostics



Due to the different impacts depends on if the node is receiving the Request Transfer or not, it is possible to separate the discussion so that for example only Criticality handling of SMF IE is implemented for the requests received in NG-RAN node.
Proposal 1	RAN3 to discuss if to introduce criticality for the SMF IEs in the request transfer received by NG-RAN node
Proposal 2	RAN3 to discuss if to introduce criticality for the SMF IEs in the request transfer received by SMF.

3	Conclusion
Proposal 1	RAN3 to discuss if to introduce criticality for the SMF IEs in the request transfer received by NG-RAN node
[bookmark: _GoBack]Proposal 2	RAN3 to discuss if to introduce criticality for the SMF IEs in the request transfer received by SMF.

The implementation of introducing criticality handling in SMF IE is shown in the Appendix.
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Appendix


[bookmark: _Toc512195179][bookmark: _Toc515287782][bookmark: _Toc515288813][bookmark: _Toc515863500]9.3.4.8	Path Switch Request Transfer
This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Path Switch Request Transfer
	
	1
	
	
	YES
	reject

	>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information
9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.
	-
	

	>User Plane Security Information
	O
	
	9.3.1.60
	
	-
	

	>QoS Flow Accepted List
	
	1
	
	
	
	

	>>QoS Flow Accepted Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>>QoS Flow Indicator
	M
	
	9.3.1.51
	
	-
	


[bookmark: _Hlk517704003]
	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.



