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Introduction

Whether Allowed NSSAI to be provided to gNB by AMF has been heavily discussed in past several meetings. The minutes related to Allowed NSSAI at last meeting is copied below for easy reference.

	WA: RFSP provides a mechanism to set freq prio policies

Whether the allowed NSSAI allows optimization of freq prio policies? To be continued…

E///: for idle mode we need RFSP; whether this can be optimized or not

Signal allowed NSSAI to RAN over NG?

Possible use cases:

- access control

- prevent misuse from UEs

- other use cases


This contribution provides our further consideration on this aspect.

Discussion 

Use of Allowed NSSAI for Frequency priority Policy

RAN3#99 has agreed to re-use RFSP/SPID mechanism as baseline for frequency priority policy for NR.The left open issue is whether to use allowed NSSAI to optimization of the policy.

As elaborated in [1], due to slice deployment discontinuously, it is inaccurate to use allowed NSSAI as the policy input. 

In addition, even allowed NSSAI solution has the same effect as RFSP/SPID mechanism for frequency priority, then in the aspects of specification simplicity, introduce parallel mechanism for the same object in the specification introduce unnecessarily complexity.

Observation 1: Allowed NSSAI is not appropriate for frequency priority.

Use of Allowed NSSAI for Access Control

Some companies stated that the RAN could make a finer decision for access control by knowing the Allowed NSSAI of the UE. For example, the network would be able to prevent connected UEs from initiating a PDU setup request procedure towards a congested S-NSSAI.

RAN2 has already discuss unified access control for several meetings and many agreements has been achieved. Similar as in LTE case, the access control can be split into two parts, the first part of access control is ACB mechanism, which is, UE decides whether to trigger request before start sending MSG1.This part of access control has no relationship with allowed NSSAI.

The other part of the access control is overload control, which means UE may be reject by gNB via rrcconnectionreject message due to congestion situation.The gNB may reject the UE based on the establishment cause value in MSG3.


In addition, SA2 has some agreement on overload control in case of slicing. The AMF sends overload indication message in NG interface carrying the congested slicing info which is SNSSAI towards the gNB. Based on this information and the request S-NSSAI in MSG5, it is possible for gNB to reject the RRC request towards the congestion slice, note that RRC release can be sent to UE only when all the request NSSAI(s) in MSG5 subject to congestion NW slicing.Therefore, allowed NSSAI is not needed for overload control in case of NW slicing.

Observation 2: Allowed NSSAI does not apply for access control.

Use of Allowed NSSAI for RAN configuration

Some companies stated that the Allowed NSSAI can be used to configure specific policies at the RAN, which aims to improve management of UE resources .

Possible RAN configuration based on Allowed NSSAI includes early policy, mobility decision, etc [2].

For early policy, Allowed S-NSSAI may also be useless for UE access validation after receiving the Initial Context Setup Request message. After successful registration, the UE does not need always to carry the S-NSSAI info in RRC message to gNB, because the UE has already got the valid Temp ID after registration procedure.Therefore, gNB is not able to enforce early policy based on the S-NSSAI when UE access to the network after initial registration.
For mobility decision, generally, it is not reasonable to select the target gNB according to the allowed S-NSSAI info in candidate gNBs, while overriding the radio conditions.
In case of intra-RA(Registration Area) Mobility, the configuration of NW slices are the same, gNB should not use allowed S-NSSAI info for HO decision. In case of inter-RA Mobility, 5GC will anyway re-allocate the allowed S-NSSAI for UE, gNB should not use the allowed S-NSSAI for HO decision.

Observation 3: Allowed NSSAI are useless for RAN configuration.
Use of Allowed NSSAI for measurements optimization
During the UE in RRC-CONNECTED, the gNB provides the measurement configuration to UE for various objects. In come case, it is possible for gNB to use Allowed NSSAI as an input to optimize the measurement policy. For example, it is possible for gNB does not configure the frequency that not support NSSAI which in the list of UE’s allowed NSSAI.In this way, it helps UE to save power during measurements. 

However, RAN2 has already agreed to re-use the cell selection/re-selection mechanism for idle mode and there has no optimization for measurements based on Slicing. Then it is not necessary to introduce such optimization in Rel-15.

Observation 4: It is not necessary to introduce slice based measurement optimization in Rel-15.

Conclusion

Here, we propose: 

Observation 1: Allowed NSSAI is not appropriate for frequency priority.

Observation 2: Allowed NSSAI does not apply for access control.

Observation 3: Allowed NSSAI are useless for RAN configuration.
Observation 4: It is not necessary to introduce slice based measurement optimization in Rel-15.

Proposal 1: Allowed NSSAI information does not need to be provided to gNB in NR.
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