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Introduction
This scope of this document is to cover the following email discussion:

[99#30][NR] RRC Connection Reconfiguration (Ericsson) 
-	To discuss the following open issues and also draft stage 3 ASN.1 and procedures, including the LTE part:
· Security configuration and parameters
· If all bullets apply to SRBs
· Bearer change between LTE and NR PDCP
· Check L2 actions
· Focus should be on the high level structure and only if time allows the discussion could discuss other unrelated parts of the configuration.
	Intended outcome: Report and TP to next meeting
	Deadline:  Thursday 2017-09-21

It is proposed that this email discussion focus on EN-DC parts. Naturally, the signalling should be future proof to take other use cases also into consideration.
Related agreements done RAN2#99 meeting were following:

Agreements:
1	NR RRC signalling should clearly distinguish UE-, cell-group- and serving-cell- specific parameters: Parameters for each serving-cell cell are collected in an IE and one or more such IEs are present in the IE containing the Cell-Group specific configuration (as depicted in Figure 5 of R2-1708036).
2	Use SRB-ToAddModList, DRB-ToAddModList and DRB-ToReleaseList to maintain the PDCP-configuration and SDAP-configuration per radio bearer and include the radio bearer related configuration into a RadioBearerConfig (see Figure 6 of R2-1708036).
3	Use LCH-ToAddModList and LCH-ToReleaseList inside the NR cell-group configuration IE to associate logical channels and their RLC entities with radio bearers (PDCP entities) (see Figure 6 of R2-1708036). 
FFS1 to a) re-use the current LTE structure where the LCH- and RLC- configurations for the LTE MCG are inside the DRB-ToAddModList; associate the NR-SCG cell-group configuration with that list (Figure 7); or b) adopt the newly agreed NR structure where the LCH- and RLC configuration is part of the cell group configuration (Figure 6) also for the LTE ASN.1. (Intention is to consider the examples of ASN.1 structure provided by Ericsson to help make a decision)
FFS2 whether … a) the PDCP-Config and SDAP-Config for each DRB are in a separate container; or b) the PDCP-Config and SDAP-Config of all MCG DRBs are in one container and the PDCP-Config and SDAP-Config of all SCG DRBs are in another container; or c) the PDCP-Config and SDAP-Config of all DRBs are in a common container
4	For EN-DC, the “NR RRC PDU” containing the NR “SCG RLC/MAC/Phy config” should be the NR RRCConnectionReconfiguration message.
5	For EN-DC, the SgNB may include the PDCP-config in the “NR RRC PDU from the SN” only when it changes the PDCP configuration of one of its SCG(-Split) DRBs using the direct SCG-SRB.
FFS3: For NR-NR DC, whether the SCG configuration should … a) be conveyed as full RRC message (see Figure 8)? If so, do you think that it should be the NR RRCConnectionReconfiguration (i.e., embedding an NR RRCConnectionReconfiguration message into another NR RRCConnectionReconfiguration message); or b) be embedded directly, i.e., a container and/or a message is not necessary for this case (like Figure 9)
6	For NE-DC, the NR pdcp-Config DC should follow the principle agreed for EN-DC, i.e., pdcp-Config is separated from the lower layer configuration. The pdcp-Config field in the LTE SCG-Configuration is omitted.
FFS4 For NE-DC whether … a) The LTE SCG configuration should be conveyed as LTE RRCConnectionReconfiguration message inside a container in the NR RRCConnectionReconfiguration, or b) The LTE SCG configuration should be conveyed as an IE inside the NR RRCConnectionReconfiguration

Agreements
-	For LTE lower layers (RLC, LCH), reuse LTE DRB-AddModd structure
-	For bearers using NR PDCP, aim to capture UE behaviour in NR specification
-	Bearer structure is following for bearers using NR PDCP:
-	We will introduce a new RadioBearerConfig IE in NR spec which is covering all bearers using NR PDCP
-	MeNB is still deciding DRB ID but this is signalled to the SeNB and used as ”anchor point” to link lower layers and higher layers
FFS details of security parameters
-	Bearer handling is captured in NR specification.

Working assumption: there are 2 transparent containers including radio bearer configuration lists (including PDCP-ConfigNR, DRB ID, EPS ID per bearer). 



[bookmark: _Ref178064866]Discussion

Security parameters
RAN2 has made some high level agreements security parameters for EN-DC:
· For Scenario 3/a/x of LTE/NR tight interworking, the S-KeNB is derived from the master node KeNB.
· For EN-DC, the network can configure each DRB to use 1 key out of a set of 2 keys (KeNB and S-KeNB derived as specified today)
· Security is always activated for a SCG SRB
· SCG RRC message sent via LTE MCG SRB is protected by LTE MCG SRB security, NR security is not used for this message. 
· When SgNB decides to add SCG, the SgNB selects cipheringAlgorithm and integrityProtAlgorithm for SCG SRB and includes them in NR RRC Container (SCG Configuration).
In principle, security solution as introduced in Rel-12 for LTE DC can be reused as also communicated with SA3.
In LTE and especially in Rel-12 DC, security parameter configuration towards UE is:
· KeNB is derived based on NAS information and algorithm given in Security Mode Command
· On top, key and algorithms can be changed with securityParametersHO in RRCConnectionReconfiguration
· MobilityControlInfoSCG includes ciphering algorithm used in SCG
· S-KeNB KgNB is derived based on SCG-counter added by MeNB to SCG-Configuration
Some open issues remain in this area. 
In LTE DC, scg-counter is added by MeNB on the top level of scg-Configuration but in principle it could be added by SgNB also (as discussed in Rel-12). In EN-DC, anyway SgNB provides NR RRC configuration for the UE so the latter approach could be reasonable.
Question 1: Is scg-counter included in by LTE RRCConnectionReconfiguration (constructed by MeNB) or NR container including bearerConfig? 
	Company
	Views 

	NTT DOCOMO
	In accordance with the agreement on reusing the similar principle for KeNB and S-KeNB handling as for LTE DC, scg-counter is provided by the LTE RRC reconfiguration message. Otherwise, scg-counter needs to be forwarded from MeNB to SgNB together with S-KeNB on X2. For LTE DC, it was agreed not to do so, as MeNB can directly provide scg-counter for the UE.

	Intel
	The scg-counter should be in the security configuration in the SCG configuration (i.e. NR RRCReconfiguration message).  We believe this will allow uniform behaviour for the unified RadioBearerConfig handling by keeping the different key derivation behaviours outside of the RadioBearerConfig.  The configuration for key generation for SCG comes from the security configuration (SCG counter) from the SCG configuration.  The configuration for key generation for MCG comes from the security configuration (NCC) from the MCG side (i.e. securityConfigHO or Security Mode Command).  The fields in the RadioBearerConfig can then just be an index to the key – MN key (KeNB) or SN key (S-KeNB) – hence allowing common handling for the RadioBearerConfig irrespective of whether the RadioBearerConfig came from the MCG or SCG.

	MediaTek
	We prefer to put the SCG-counter in the NR RRC Connection Reconfiguration message (i.e. in the container of LTE RRC message). Since SCG-counter is used for S-KgNB derivation, it is straightforward that gNB should provide the parameter. 

	Qualcomm
	Yes, scg-Counter is per UE configuration and not per bearer configuration besides MeNB generates the scg-Counter so it makes sense to include it in the LTE RRCConnectionReconfiguration message.

	Ericsson
	We consider that scg-counter can be provided in the bearerConfig that can be included in the container from the SN (or generated by MN). By this way, all security parameters are in the single place. In LTE Rel-12, both options were discussed and both were considered feasible.
On the other hand, we are open to have scg-counter also in the LTE RRCConnectionReconfiguration. However, we are against of having scg-counter in the NR RRCConnectionReconfiguration. This is because lower layer SCG configuration is not needed to generate S-KeNB. Email discussion #18 concluded that MCG->SCG bearer change can be done without key change. This means that it should be possible to have a bearer using S-KeNB without having lower layer configuration.

	Nokia, Nokia Shanghai Bell
	Assuming we have keys per bearer, the counter could be included in the PDCP configuration of the entity that anchors the PDCP. Alternatively, we think SN could simply decide on the SCG-counter.


	LG
	SCG-counter is used for key derivation of S-KeNB and thus, we think that providing SCG-counter by SgNB is reasonable. In that sense, SCG-counter is included in NR RRC connection Reconfiguration.


	ZTE
	The scg-counter should be in the security configuration in the LTE RRC reconfiguration message. To include the scg-counter in NR RRC will cause additional delivery of scg-counter at X2 and UE also needs to forward the scg-counter from NR part to LTE part to perform S-kenb derivation

	CATT
	Both options were discussed for LTE and were considered feasible. Having all related security parameters for SN in one place seems reasonable. As these parameters are UE specific and there is bearer type change without security change, we don’t see a reason for linking the SCG-Count together with bearer parameters.

	Samsung
	We agree not to re-use LTE security fields and think the information is best signaled by SN. We are fine to place this in the RB configuration, assuming such approach would result in alignment of all NR involved DC cases.
For the LTE RRC configuration, we think the names of bearerConfig fields should reflect the generating node i.e. Master/ Secondary (rather than 1/ 2).




	LG
	SCG-counter is used for key derivation of S-KeNB and thus, we think that providing SCG-counter by SgNB is reasonable. In that sense, SCG-counter is included in NR RRC connection Reconfiguration.

	Huawei, HiSilicon
	SCG counter can be provided in the LTE RRCConnectionReconfiguration message.



Summary on scg-counter signalling:
Alt 1  5 companies propose that this is signalled in LTE RRCConnectionReconfiguration
Alt 2  4 companies propose that this is signalled by BearerConfig
Alt 3  3 companies propose that this is signaled in NR RRCConnectionReconfiguration

The support of different options is rather same. If Proposal 2 of first email discussion #18 is concluded, then it should be possible to have a bearer using S-KeNB without having lower layer configuration. Thus, Alt3 is not maybe very natural choice. Anyway, there is no big specification impact to introduce one parameter in the RRC specification.  

[bookmark: _Toc494462282]Discuss further signaling of SCG-counter, considering the outcome of email discussion #18 Proposal 2. Until that, stick to proposed signaling in the TP. 

In RAN2#99, it was agreed that there are two containers for bearer configuration (one could be constructed by MeNB and another by SgNB). On the other hand, it was agreed that the network can configure each DRB to use 1 key out of a set of 2 keys (KeNB and S-KeNB derived as specified today). The first agreement could hint that key could be configured per bearerConfig whereas second states that it should be done per bearer basis.
Question 2: Is there need to have key configuration (KeNB/S-KeNB) per bearer or per RadioBearerConfig, ie., set of bearers configured in each container?  
	Company
	Views 

	NTT DOCOMO
	According to the latest summary of the email discussion on bearer type change and L2 handling [99#18], it is proposed that the bearer type change between MCG (split) bearer and SCG (split) bearer is supported w/o key change assuming that the security key is configured per bearer. In that sense, the RRC configuration should also follow the assumption that the key configuration is defined per bearer.

	Intel
	The key configuration (a key index as mentioned in response to Q.1) can be per RadioBearerConfig (i.e. which key to use for a radio bearer configuration container, either the key generated from the security configuration (i.e. NCC) from the MCG side (i.e. securityConfigHO or Security Mode Command) or from the security configuration (i.e. scg-counter) the SCG configuration).

	MediaTek
	We think that the agreement “network can configure each DRB to use 1 key out of a set of 2 keys” implies that per bear key is used. Even if we have two container, we could still configure the key to use for each DRB using NR-PDCP.
In EN-DC, do we still use S-KeNB for the naming of SCG key ? Should it be S-KgNB ? 
Rapporteur: We agree that naming here is not very consistent. However, agreements also use bot S-KeNB and S-KgNB. Anyhow, this is now updated.


	Qualcomm
	According to the existing RAN2 agreement, the key index should be configured per bearer.

	Ericsson
	We think that outcome of email discussion in 99#18 can be achieved even if the key configuration is per RadioBearerConfig. Thus we prefer that as it simplifies signalling a bit.

	Nokia, Nokia Shanghai Bell
	Keys should be per bearer.

	LG
	We have same understanding with MediaTek. We agreed that the network will configure key per bearer for EN-DC in #99.

	ZTE
	We think the intention to have two two containers for bearer configuration is to group the DRB which using the same key, and we don’t see any use case to use different key for the DRBs which are included in the same container, so we believe that the key configuration should be per RadioBearerConfig. 
In addition, even in case we have key configuration per RadioBearerConfig, the per-DRB key configuration is still possible by including the radio bearer information in the corresponding group. 

	CATT
	We also think it is simple to provide key configuration per RadioBearerConfig.

	Samsung
	We assume having a key indicator per bearer, indicating which key applies. In previous discussions the option of having a common field per bearerConfig, as suggested by Intel, was probably not really considered. We are open to consider such option, if this would actually simplify procedural specification (noting that this procedural specification is currently anyhow not fully based on per DRB signaling).

	Huawei, HiSilicon
	There should be a key index per bearer.



Summary on security key configuration for the bearer
1. 4 companies propose that is configuration per bearerConfig (i.e, container including bearer configuration). 1 company is open to consider this option.
2. 8 companies propose that this is configured per bearer

It is noticed that RAN2 agreement is to support only 2 different keys (KeNB and S-KeNB).  Similarly, it is understood that the same key cannot be used in two different nodes. Finally, it is understood that 2 different containers for bearer configurations were introduced due to two different termination points. Due to this, it could be assumed that all bearers in one RadioBeareConfig should have same keys. 

[bookmark: _Toc494462283]It should be further discussed if there is any difference with two cases: 1) signaling of key (KeNB/SeNB) is per bearer or 2) signaling of key (KeNB/SeNB) is per RadioBearerConfig. If found beneficial, introduce signalling per bearer.


With respect to actual signalling, security algorithms used in SCG could be signaled in RadioBearerConfig (as captured in R2-1709871). In addition, also SCG-counter could be in that level.  However, it should be discussed if security configuration for bearers using KeNB is based on legacy signalling or new signalling. 
Question 3: For configuring security algorithms and NCC for bearers terminated in MeNB, is existing signalling used (that is, securityConfigHO in RRCConnectionReconfiguration) or new (parameter similar to securityConfigHO in RadioBearerConfig)? 
	Company
	Views 

	NTT DOCOMO
	If the existing securityConfigHO in LTE reconf message is used, it could imply that the legacy principle is inherited, i.e. the same security config. for the set of bearers terminated in MeNB. If the key configuration is defined per bearer, new signaling would make sense.

	Intel
	Regarding the security algorithms:
For MCG anchored DRB and SRB non-unified bearers using LTE PDCP, the security configuration is contained in the securityConfigHO in LTE RRCConnectionReconfiguration message or the security configuration provided in the LTE Security Mode Command. 
For unified bearers using NR PDCP, the security algorithms should be carried as part of the PDCP config in RadioBearerConfig to allow full flexibility regarding the security algorithms per DRB.   If per DRB security algorithm is not considered essential, the security algorithm should be in each of the RadioBearerConfig container.
Regarding Security keys:
As mentioned in our responses to Q1 and Q2, we believe the information for the key derivation for MCG and SCG should be carried outside of the RadioBearerConfig.  That is, 
For derivation of the MN key (KeNB), the security configuration (NCC) is contained in the securityConfigHO in LTE RRCConnectionReconfiguration message or the security configuration provided in the LTE Security Mode Command is used. 
For derivation of the SN key (S-KeNB), the security configuration (SCG-counter) is contained in the SCG configuration (i.e. the NR RRCReconfiguration message) is used.

Rapporteur: If I understand correctly, you propose to use existing securityConfigHO to configure algorithms for the bearers using KeNB and LTE PDCP but bearerConfig container for the bearers using NR PDCP and KeNB. Would there be contradiction? Naturally, this depends also if we support scenario where the UE is configured with both types of bearers. 
[[In response to Rapporteur question:
We are not sure we understood your question.  We do not see a contradiction.  If you are referring to having algorithm configuration in both securityConfigHO and radiobearerConfig, we think this is a consequence of our agreement to support both types of bearers (simultaneous support of legacy bearers with LTE PDCP and unified bearers with NR PDCP which should have a common handling independent of MCG or SCG).
]]

	MediaTek
	Agree with Intel

	Qualcomm
	The exising signaling (i.e. securityConfigHO) should be used to configure the security algorithms at MeNB because the security algorithm capability would be per RAT rather than per PDCP version (i.e. LTE security algorithms should be applied for the bearers anchored at eNB) besides we are not sure if there is any motivation to support security algorithm per DRB.

	Ericsson
	We think that existing LTE securityConfigHO can be used for bearers using KeNB. For bearers using S-KeNB, security configuration should be within one of the two bearerConfig, depending on whether S-KeNB is used. But we agree that this depends on the outcome of Question 2.

	Nokia, Nokia Shanghai Bell
	In our understanding, all bearers have the same security algorithm, and in EN-DC the algorithms come from EPC. Therefore, existing signaling could be extended to allow per bearer key configuration.

	LG
	Security algorithm should be configured per UE. Security key should be configured per bearer. Whether new signaling is needed is FFS.

	ZTE
	Since different security algorithm is allowed in SeNB in LTE DC operation, we think it would be good to align with LTE to allow the separate configuration of security algorithm used in LTE and NR. Also considering the case of NE-DC, since the security used in NR may be not supported in LTE side, we think a common framework in EN-DC and NE-DC to allow the separate configuration of security algorithm should be preferred.
In addition, since it is difficult for the UE to derive the termination point for the unified split bearer, we propose to enable separate security algorithm for the two Radio Bearer containers, which means the DRB using KeNB should use the same security algorithm configured for LTE and the DRB using S-KeNB should use the security algorithm configured for NR.

	CATT
	Existing LTE securityConfigHO should be used for bearers using LTE PDCP and KeNB. No strong motivation to deviate from legacy signaling for this case.

	Samsung
	For the case NR PDCP is used, we support signaling of the security parameters within the bearerConfig rather than using LTE parameters, see our response to question 1. We prefer to place all security information together (do not understand why we would signal key derivation inputs differently).

	Huawei, HiSilicon
	We can use existing signalling for EN-DC case while the DRB configuration will have an index pointing to the security key from MN or SN, and corresponding security configuration, e.g. algorithm. To our understanding, if the MN key is used, the algorithm from MN shall also be used. Therefore existing signalling defined in MN is sufficient; we only need additional index in NR PDCP configuration.



Seems that companies have different understanding how security algorithms are configured in general:
1. Per UE (Nokia, LG)
2. Per PDCP termination point/key (Ericsson, Qualcomm)
3. Per PDCP protocol (NR/LTE) and PDCP termination point/key (Intel Alt2)
4. Per bearer (Intel Alt1. Mediatek)
It should be noted that in LTE Rel-12 DC, security algorithms can be configured per node (MeNB and SeNB). Thus, rapporteur considers that per UE or per bearer security algorithm is not aligned with LTE and thus may be excluded from the discussion now. For the remaining two options, proposed signalling solution would be:
· Alt1:
1. Algorithms & NCC for the bearers using KeNB: use securityConfigHO
2. Algorithms for the bearers using S-KeNB: use new signalling in RadioBearerConfig
· Alt2:
1. Algorithms for the bearers using LTE PDCP: use securityConfigHO
2. Algorithms for the bearers using NR PDCP: use new signalling in RadioBearerConfig
3. Parameter NCC to trigger change of KeNB: use securityConfigHO

[bookmark: _Toc494462284]Discuss if the configuration of security algorithm is per PDCP termination point or per PDCP protocol (LTE/NR) and termination point. Based on that, decide signaling between Alt1 and Alt2.
· 
L2 actions
One main task of this email discussion is to capture L2 actions in the specification. 
For bearer type changes, email discussion “99#18 Bearer Type Change” is making a summary of actions and solving remaining open issues. 
For HO and SCG changes scenarios, following were agreed in RAN2#99:

Agreements for EN-DC
1:	If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.
2:	If Bearer type change happens through SN change procedure then SCG PDCP /RLC               should be re-established, SCG MAC should be reset.
3a: EN-DC operation should support the one step (direct) bearer type change between MCG to/from MCG split bearer without using the handover procedure.
3b: EN-DC operation should support the one step (direct) bearer type change between SCG to/from SCG split bearer without using the handover procedure or SN change procedure.



Inter and intra-MeNB handover
When MeNB handover is triggered, then both KeNB and S-KgeNB changes. The following actions are assumed:
1. MCG leg
a. KeNB changed, PDCP and RLC re-established for all bearers
b. MCG MAC reset and random access triggered
2.  SCG leg
a. S-KgeNB changed, PDCP and RLC re-established for all bearers
b. SCG MAC reset and random access triggered

Rapporteur understanding is that at least the following fields need to be signaled towards the UE:
1. MCG leg: mobilityControlInfo and securityConfigHO
2. SCG leg:
a. reestablishment field in the PDCP configuration triggering PDCP reestablishment for each DRB and SRB
b. synchronousReconfiguration field triggering RLC re-establishment, MAC reset and random access
3. scg-counter to change S-KeNB
Rapporteur understanding is also that new procedure “HO without key change” is not applicable to LTE MeNB. The related agreement for the NR master was following from RAN2#96:
2:	RRC involved handover with and without PDCP entity re-establishment is supported. (Confirmation required from SA3 that handover without security key change is acceptable)


Question 43: Companies comments on MeNB HO procedure and required signalling
	Company
	Views 

	NTT DOCOMO
	We agree on the actions required on the MCG/SCG legs described in this sub-clause. We also understand that HO w/o key change is not applicable to LTE. The necessary fields signaled to the UE , in particular for the SCG leg is up to how “SCG change “ is defined, which is discussed in the next question (Q4).

	Intel
	The UE behavior of receiving mobilityControlInfo should only affect the DRBs and SRBs using LTE PDCP and their corresponding RLC. It will also result in triggering MCG MAC reset as well as random access.  Both of these are in line with existing LTE behavior.

For DRBs and SRBs using NR PDCP (i.e. unified RBs in the radio bearer configuration container), the reestablishment field in the PDCP configuration can trigger PDCP reestablishment for each DRB and SRB. The RLC re-establishment on the MCG/SCG leg can be achieved via explicit release and addition of the RLC configuration for each DRB and SRB with a MCG/SCG leg (i.e. release and add of logical channel for DRB and SRB). If delta signaling is not supported for release and add, it will be useful to have an explicit signaling for the RLC re-establishment. However, we note that LTE RLC also need to first perform re-establishment to deliver buffers packets to upper layers. There is no need to couple RLC re-establishment with synchronousReconfiguration for the unified bearers.
Rapporteur: 
We are wondering what scenario is not supported by having a bit to trigger PDCP establishment and then synchronousReconfiguration triggering RLC re-establishment and MAC reset? Having separate bit for the RLC re-establishment would trigger even more cases which are not necessarily agreed to be supported.
[[ In response to the Rapporteur’s question:
From table 4, take for example the SCG -> split with key change (PDCP: Re-establish, MCG RLC: Establish, MCG MAC: No action, SCG RLC: Re-establish, SCG MAC may not be reset), there is a need to re-establish the RLC without MAC reset.  Then our main suggestion for this RLC re-establishment is to release and add of logical channel.  We think this can be done using delta configuration.   We are suggesting the RLC re-establishment bit only if companies feel that this kind of delta configuration across release and add cannot be supported.   And we suggested to generalise this mechanism for all cases.  It is then up to network to ensure that it configures the desired L2 behaviour in the UE.  
]]
Rapporteur2: With respect to SCG->Split change: RLC re-establishment in this case can be achieved by release and add of RLC entity which triggers discarding of all pending RLC PDUs (as proposed in the TP Section “logical channel release”). This would be aligned with the agreement that bearer type change can be done with release and add of the RLC entity and logical channel.
Even there is no MAC reset, some mechanism is needed that the MAC PDUs with the old key do not end up to the PDCP entity. The agreed “Note” suggests that this can be achieved by logical channel ID change. However, with the current signalling structure, logical channels are in their own list with own logical ID. Each logical channel is associated with the DRB-ID. When logical channel ID is changed, there is need maintain the mapping to the corresponding radio bearer as RLC entity needs to deliver packets to the corresponding PDCP entity. We think that this is rather complex and instead it is simpler to just release and add the logical channel. 

The SecurityConfigHO will update the key for the DRBs and SRBs using LTE PDCP. It will also update the key for the MN.  radio bearer configuration for DRBs and SRBs will include an indication on which key to use  as mentioned in our response in Section 2.1. 
As mentioned in our response to Q2, the security configuration for SCG anchored DRB and SRB is contained in the SCG configuration (i.e. the NR RRCReconfiguration message). For this, an additional field needs to be added to SCG-configuration to provide the security configuration for the key calculation for the SCG.

	MediaTek
	We agree that “HO without key change” is not applicable to EN-DC.
For the parameters that should be signaled in SCG leg, we don’t know if the name “synchronousReconfiguration” is agreed. We prefer to keep the name “mobilityControlInfo” or “mobilityControlInfoSCG” as in LTE DC. 
Rapporteur: Note that in the TP there is only one IE for synchronousReconfiguration in MCG and SCG. We think that the name can be discussed but more important is to agree functionality. 
About the “reestablishment” filed usage in EN-DC, we would like to clarify that PDCP entities would always do reestablishment no matter the present of this flag or not. This follows the agreement in RAN2 NR-AdHoc #2
Rapporteur: The agreements did not really covered signaling aspects but more the intended behavior in different scenarios. 
“For handover, for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset”
[[ In response to the Rapporteur:
We are OK to have the “reestablishment” filed. However, if it is a handover procedure and gNB does not include this filed, then shall UE perform reestablishment or not? If UE does not perform reestablishment, it since violate the agreement. This is our concern and we are open for discussion.
]]

	Qualcomm
	We share the rappourteur’s understanding.
Regarding the MediaTek’s proposal, we prefer RAN to explicitly indicate the "reestablishment" IE for the HO rather than UE changes the behavior based on scenario.

	Ericsson
	We think that LTE mobilityControlInfo should be used to trigger L2 actions in this scenario. This IE is anyway needed to trigger RA in the LTE MAC as well as PDCP/RLC re-establishment and we should not change too much LTE behaviour. 

	Nokia, Nokia Shanghai Bell
	We think the fields to do RLC re-establishment, MAC reset and RA trigger should be separated. There are cases when not all are done at the same time.
As for naming, no strong view but it seems the proposal is that HO would also be triggered via the synchronousReconfiguration, which may be somewhat confusing. 

	LG
	We have same understanding of each leg behavior described above. In case of EN-DC, we want to keep the current LTE principle i.e. MeNB HO is always followed by key change even if NR PDCP is used.

	ZTE
	For the reset of MAC/RLC, we agree the reset of RLC/MAC can be determined based on the synchronousReconfiguration.
For the reestablishment of PDCP, Considering that it is difficult for the UE to distinguish the termination point of PDCP for the unified split bearer, we think the determination of reestablishment of PDCP should be decoupled with the termination point. Since the reestablishment of PDCP is only required in case the security key used for the PDCP is refreshed (e.g. the change of PDCP termination point will always trigger the key refresh), we think no extra indicator is required and the PDCP reestablishment can be derived based on whether the security key used is refreshed. In addition, the key refresh can be detected based on the change of scg-counter or change of NCC.


	CATT
	Agree with the rapporteur description of the L2 actions with respect to mobility. Action at LTE side is same as the legacy LTE. and NR side, separating PDCP reestablishment and RLC/MAC operation follows the agreement so far and unify the signaling for all mobility scenarios.

	Samsung
	We appreciate the general principle, as Intel seems to suggest, that actions on configurations using LTE signaling (e.g. lower RB configuration) is triggered by LTE fields. E.g. re-establishment of LTE RLC entities of SCG split DRBs upon refresh of sKBN would be triggered by some field in LTE signaling.
We think PDCP re-establishment and security refresh always come together. Hence, we think presence of key refresh input should be used to indicate can cover a) i.e. no need for separate indication.
We assume that for RLC delta signaling would not be used in case of EN-DC i.e. upon change from MCG to SCG DRB network releases LTE RLC (mRLC) and add sRLC (full configuration). For PDCP we assume delta signaling is used. In LTE DC the field toMCG was introduced to support delta, but it does not seem required in EN DC (but needed again in NR DC, assuming delta signaling would then again be used for RLC)
Regarding the Intel suggestion: In case we would decouple RLC re-establishment from synchronousReconfig, we think a separate bit would be simpler than introducing delta signaling (i.e. indicating that the baseline of an RLC entity that is added is an RLC entity released in the same message seems more complex)

	TCL
	We agree with Qualcomm that an indication to the UE of L2 actions to be performed simplifies the UE implementation by making UE behaviour agnostic from the scenario in the network.
Agree with Intel and Samsung that separate bit for RLC re-establishment is more simple to specify and implement than delta signalling.

	Huawei, HiSilicon
	We agree on the actions required and the fields to be signalled. With respect to handover without key change, we think the intention was not to make this applicable to LTE.
We agree with MediaTek, we also prefer to keep the name “mobilityControlInfo” or “mobilityControlInfoSCG” as in LTE DC.” instead of “synchronousReconfiguration”.



Summary of question 4:
· Companies agree signalling on high level: 
· Companies agree that mobilityControlInfo is used to trigger UE actions on LTE L2. More detailed, all companies agree that MAC reset is triggered with mobilityControlInfo and almost all companies agree that LTE RLC re-establishment is also triggered with that
· Most of companies agree that RLC re-establishment can be triggered with synchronousReconfiguration or release and add of RLC entity. However, few companies (Intel, Nokia and TCL) would like to have additional signalling to trigger RLC re-establishment to avoid release and add of the RLC entity.
· Some companies proposed that there is no separate signalling for PDCP re-establishment field needed on top of field triggering key refresh. On the other hand, some companies consider that additional signalling is useful.
[bookmark: _Toc494462285]For MeNB HO, signalling and L2 actions as presented in this section and the TP is taken as a baseline. It can be further discussed if reestablishment bit can be removed and PDCP re-establishment triggered based on security parameters and if separate bit to trigger NR RLC re-establishment to avoid release/add should be introduced. 

SCG change
It would be good to first define what is meant by SCG change in EN-DC context as this is not necessarily same as in LTE.
Rapporteur understanding is that SCG change can be divided to two different cases:
1. PDCP termination point changes. In this case, S-KgeNB is changed, SCG PDCP and RLC is re-established, SCG MAC is reset and Random access triggered. In this case it is assumed that PSCell changes. 
2. PDCP termination point remains same. In this case, PDCP recovery is triggered, RLC is re-established, SCG MAC is reset and Random access triggered. In this case, it is assumed that PSCell changes. 
In EN-DC, the UE can be configured with split bearer using S-KgeNB meaning that there is data ciphered with S-KgeNB in the MCG MAC. Simplest solution would be to trigger intra-MeNB HO as described in Section 2.2.1 as this also resets MCG MAC. 
However, it could be discussed if MCG MAC reset should be avoided e.g. by allocating new LCID for the bearer (similar to bearer type change as discussed in the next ).
Rapporteur understanding is that the following fields need to be signaled towards the UE
1. MCG leg: 
a. FFS if MCG MAC reset is needed in case  

2. SCG leg:
a. reestablishment field in the PDCP configuration triggering PDCP reestablishment for each DRB and SRB in case PDCP termination point changes. Otherwise PDCP recovery is triggered. 
b. synchronousReconfiguration field triggering RLC reestablishment, SCG MAC reset and random access
c. scg-counter if S-KeNB is changed


Question 54: Companies can provide comments on SCG change procedure, two main cases listed above and required signalling. 
	Company
	Views 

	NTT DOCOMO
	We agree on the two cases for SCG change for which the difference is the PDCP handling, re-establishment or recovery. We also agree on the fields required for the SCG leg.

	Intel
	As agreed in the last meeting, it can be left to network implementation to prevent MCG MAC reset.   If network prefers to do a MAC reset instead, it should be done with HO.  No new mechanism to perform MAC reset without HO is needed.
The reestablishment field in the PDCP configuration can trigger PDCP reestablishment for each SCG DRB and SCG SRB. In line with this approach, we also think it is better to have an explicit signaling field for triggering PDCP data recovery for each DRB. The RLC re-establishment on the SCG leg can be achieved via explicit release and addition of the RLC configuration for each DRB and SRB with a SCG leg (i.e. release and add of logical channel for DRB and SRB). There is no need to couple RLC re-establishment with synchronousReconfiguration.
The synchronousReconfiguration field should only trigger SCG MAC reset and random access procedure.

	MediaTek
	1. MCG leg
We think that MCG MAC should be handled as in bear type change (i.e. key confusion problem is handled by NW implementation)
2. SCG leg
Again for clarification of the reestablishment field. If the security key is changed for a bear, we think PDCP entity would do re-establishment no matter the reestablishment field is present or not.

	Qualcomm
	We share the rappourteur’s understanding. But intra-cell HO needs to be supported for the S-KgNB refresh scenario (i.e. S-KgNB change but not PSCell change HO). We assume the PDCP termination point change procedure would be applied for the intra-cell HO.
Rapporteur: S-KeNB change is captured in the next subclause

	Ericsson
	We consider that agreement from the last meeting to not reset MAC was more referring to bearer type change. But we are fine to extend this agreement to this case also if this does come with additional complexity.
For Intel: we do not think there is need to have a separate field to trigger RLC re-establishment. 
For Mediatek: we agree that PDCP re-establishment could be derived from the inclusion of security keys. However, we prefer to keep this now for clarity. It can be discussed later if this can be removed. 
Qualcomm: This case is same as covered in section 2.2.3

	Nokia, Nokia Shanghai Bell
	See Q3 – we think the synchronousReconfiguration should not be a monolithic structure triggering all of the actions at the same time.

	LG
	Regardless of whether the PDCP termination point is changed or not and regardless of whether SCG is changed or not, we want to keep the simple principle.
· If security key is changed, PDCP and RLC should be re-established. 
· If security key is not changed, but RLC is re-established or released, PDCP should perform data recovery.

	ZTE
	For the PDCP operation, similar as the comments we give on the previous question, we think the reestablishment of PDCP can be determined based on whether the key is updated or not, so no explicit indicator is required to indicate the PDCP reestablishment.

For the MAC operation on MCG Leg, in the last meeting it has been agreed “We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.” There is no need to reset MCG MAC 


	CATT
	SCG change as per the definition in legacy related to the description 1. Description 2: PDCP recovery is new behavior introduced in Rel-15. We wonder is there a reason for defining both behaviors as SCG change. Anyway, L2 actions are controlled by the reestablishment and synchronousReconfiguration fields on SCG side but not by the use of term SCG change. Is there a real need to keep SCG change definition? 
Rapporteur: We agree that there is not necessarily need for such term in Stage-3
On MCG side MAC reset, we are ok to extend the agreement from last meeting such that it is left to network implementation on how to handle MCG MAC.

	Samsung
	For MCG leg: Network can either trigger HO or perform operations alleviating the need for MAC reset (e.g. LCID change). Introducing the additional option to indicate that MCG MAC is to be reset seems not really essential for REL-15.
For SCG leg: same remark applies as for HO i.e. presence of secondary key refresh input should be used to indicate PDCP re-establishment i.e. no need for separate indicator.
We understand that Intel suggests that network would release/ add RLC in case RLC re-establishment would be required upon synchronous reconfiguration (rather than introducing a separate indication)

	TCL
	Same comments as to the previous section.
An indication to the UE of L2 actions to be performed simplifies the UE implementation by making UE behaviour agnostic from the scenario in the network.
An indication of PDCP re-establishment is more simple to specify and implement since the UE needs to check this parameter only regardless of security key change. In case of key unchanged, PDCP re-establishment can be performed due to PDCP termination point change.
The separate bit for RLC re-establishment is more simple to specify and implement than explicit release and addition of the RLC configuration for each DRB and SRB with a SCG leg.

	Huawei, HiSilicon
	We also agree the handling listed by Rapporteur on SCG change except MCG leg handling. In last RAN2 meeting, RAN2 already agreed that:
 =>	We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.
Therefore the handling on MCG MAC is up to network implementation. 
In addition, we are wondering whether we still need the definition of “SCG change”? We understand that it is necessary in LTE DC since we use “SCG change” for every bearer type change and system information change, etc. But for MR DC, it can only be used for one scenario, i.e. SN change. It is not needed to special description on this.
Rapporteur: We agree that there is no need to have “SCG Change” definition in stage-3. 
The simple way could be that in RRC procedure description, we do not link the handling with particular procedure. We just need to provide indication in different layers. For instance, 
- PDCP, a field to indicate whether reestablishment should be done? whether recovery should be done?
- RLC, a field to indicate whether reestablishment should be done.
- MAC reset/RACH can be done by checking whether PSCell or security key is changed or not. 




Summary of the discussion: Most companies think that MCG MAC reset can be avoided in this scenario similar to key change. Otherwise comments are rather similar to MeNB HO case as well.

[bookmark: _Toc494462286]For SCG change scenario, signalling and L2 actions as presented in this section and TP are taken as a baseline. However, there is no need to specify “SCG change” procedure in RRC similar to LTE.  Agree that MCG MAC reset can be avoided in case of SCG change even if a SCG split bearer is configured (aligned with email discussion 99#18). Otherwise, comments on MeNB HO are applicable to this case as well. 

S-KgNB change
There are scenarios when S-KgNB needs to be changed.  At least this was agreed:

2	For SCG bearer, when S-KgNB is changed due to key re-fresh (even if we have per bearer key) or SgNB change then SCG PDCP re-established, SCG RLC re-established, SCG MAC is reset;
	Note: if solution for bearer type change is applicable then it could be considered to be used also for this case.

Similar to previous scenario, reset of MCG MAC is not clear and can be discussed here. 
Fields that need to be signalled towards UE are:
 :
a. reestablishment field in the PDCP configuration triggering PDCP reestablishment for each DRB and SRB using S-KgNB 
d.  synchronousReconfiguration field triggering RLC re-establishment, SCG MAC reset and random access. FFS is MCG MAC is reset

Question 65: Companies comments on S-KgNB change procedure
	Company
	Views 

	NTT DOCOMO
	Agree on the fields required for this case.

	Intel
	As in our response to the SN change with PDCP anchor change in Section 2.2.2, the reestablishment field in the PDCP configuration can trigger PDCP reestablishment for each SCG DRB and SCG SRB. For the RLC re-establishment on the SCG leg, it can be achieved via explicit release and addition of the RLC configuration for each DRB and SRB with a SCG leg.  There is no need to couple RLLC re-establishment with synchronousReconfiguration.
The synchronousReconfiguration field should only trigger SCG MAC reset and random access procedure.
As on the FFS on MCG MAC reset, it can be left to network implementation to prevent MCG MAC reset as agreed in the last meeting.  No new handling or fields are needed.

	MediaTek
	Same comment as previous question.

	Qualcomm
	We agree with the proposed fields

	Nokia, Nokia Shanghai Bell
	See Q3 – we think the synchronousReconfiguration should not be a monolithic structure triggering all of the actions at the same time.

	LG
	We want to have explicit signaling for PDCP/RLC re-establishment and PDCP data recovery per bearer.

	ZTE
	For the PDCP operation, similar as the comments we give on the previous question, we think the reestablishment of PDCP can be determined based on whether the key is updated or not, so no explicit indicator is required to indicate the PDCP reestablishment.
For the MAC operation in MCG leg, based on our comments given in the previous question, we think no optimization is needed here.
For the MAC/RLC operation in SCG leg, we agree the synchronousReconfiguration can be used to trigger the S-KeNB change.


	CATT
	Agree with the proposed fields. And prevention of MCG MAC rest can be left to the network implementation align with agreement for bearer type change.

	Samsung
	We assume there is no difference compared to previous section (SCG change)

	TCL
	Same comment as previous sections.

	Huawei, HiSilicon
	We agree with the required fields.




[bookmark: _Toc494462287]For S-KeNB change, assume similar signalling and actions as for SCG change as discussed in subsection 2.2.3. 

Bearer type change
Bearer type change is discussed in email discussion #18. However, the following agreement was done already in RAN2#99:



Agreements for EN-DC
1:	PDCP/RLC is re-established if security key is changed for the bearer.  
(Maybe revisited is a solution for avoiding MAC reset is selected and the solution is suitable for avoiding PDCP/RLC reset)
2: MAC is not reset for the bearer type change between MCG bearer and SCG bearer.
 FFS: Whether PDCP is re-established for the bearer type change between MCG bearer and SCG bearer if NR PDCP is used for MCG bearer.  
3:	The original RLC entity should be released and new RLC entity should be established for the bearer type change between MCG bearer and SCG bearer.  The detailed handling on LTE RLC and NR RLC should be further discussed in UP session.

=>	We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.


As discussed, there are two main cases:
a. Security key (KeNB or S-KgeNB) is changed for the bearer during bearer type change
a. In this case, PDCP re-established, RLC released/add, LCH released/add MAC may or may not be reset
b. Security key (KeNB or S-KgeNB) remains for the bearer during bearer type change
a. In this case, PDCP recovery may be triggered, RLC released/add, logical channel release/add,  MAC may or may not be reset


Similar to previous section 2.2.3, required fields are:
1. reestablishment field in the PDCP configuration triggering PDCP reestablishment for each DRB and SRB in case key (KeNB vs. S-KeNB) changes.
2.  In CellGroupConfig, logical channel released and added and RLC entity released and added. For MCG cell configuration, LTE signalling is used. PDCP recovery is triggered in case RLC entity and logical channel is released. 
3.  Optionally synchronousReconfiguration field triggering SCG MAC reset and random access. 
Note that it is assumed that single PDCP entity can be re-established at the time.
Question 76: Companies comments on required fields for bearer type change
	Company
	Views 

	NTT DOCOMO
	Agree on the required fields explained in this sub-clause. Nevertheless, we’re wondering if the LTE signaling should be reused as it is. At least, for the bearer type where NR PDCP is used, new signaling can also be considered for LTE side to align with NR side.
Rapporteur: RAN2 agreement was to use LTE signalling to reconfigure RLC/LCH and MAC entities. We can discuss how the actual actions (RLC re-establishment) is triggered.

	Intel
	Our understanding on (a) is for bearer type change between MCG anchored bearer to SCG anchored bearer. While for (b), it is for all other cases when bearer type change occurs between split and non-split bearer with no change in PDCP anchor. With this understanding:
The reestablishment field in the PDCP configuration can trigger PDCP reestablishment for each DRB (we don’t see a need for this type of bearer type change for SRB). In line with this approach, we also think it is better to have an explicit signaling field for triggering PDCP data recovery for each DRB.
While we agree can be by explicit release and addition of the RLC configuration (i.e. release and add of logical channel). If delta signaling is not supported for release and add, it will be useful to have an explicit signaling for the RLC re-establishment. However, we note that LTE RLC also need to first perform re-establishment to deliver buffers packets to upper layers - it is assumed that the release of the RLC will result in the re-establishment of the RLC. 
Rapporteur: We agree that LTE RLC actions need to be discussed and covered in the TP (not done yet).
As on the need of synchronousReconfiguration (3), we do not see a need of it (MAC reset) for bearer type change. It is only needed if handover or SCG change is used for bearer type change, but this will apply the behavior described in Section 2.2.1 or 2.2.2.

	MediaTek
	We think that Table 4 provided in Annex could be a baseline for bear type change. It should be straightforward to provide the required fields once we agree the L2 handling procedure in bear type change.
Rapporteur: Even all actions are not maybe final, the main intention of this email discussion is to look signalling.

	Qualcomm
	We agree with the required fields proposed by the rapporteur.

	Nokia, Nokia Shanghai Bell
	This question seems to be clashing with the email discussion 99#18, and we think it would be better to see the outcome of that discussion before final decision on this.
See also Q3 – we think the synchronousReconfiguration should not be a monolithic structure triggering all of the actions at the same time.

	LG
	Since LTE PDCP and NR PDCP are different radio protocol, bearer type change shall not support lossless and delta signalling. For the PDCP version change, the LTE PDCP should be released and NR PDCP should be established.

	ZTE
	Agree with Nokia that this clashes with the email discussion 99#18, and we'd better to see the outcome of that discussion first.
For the PDCP operation, similar as the comments we give on the previous question, we think the reestablishment of PDCP can be determined based on whether the key is updated or not, so no explicit indicator is required to indicate the PDCP reestablishment.

	CATT
	We agree with the proposed fields. For RLC action and signaling, we think LTE baseline can be used.

	Samsung
	We think there should be no separate field to indicate PDCP re-establishment i.e. would be triggered based on fields indicating security change (key refresh or change of key i.e. change of key indicator value) – should avoid introducing other potential cases
We think we should introduce a field in LTE signaling, indicating that LTE RLC entities associated with sKBN are to be re-established.

	TCL
	Same comment as previous sections.

	Huawei, HiSilicon
	This is consistent with the email discussion on bearer type change. However, we would like to understand whether there is a single or multiple triggers for PDCP recover. For instance:
MCG bearer-> SCG bearer, w security key change. PDCP will be reestablished even if MCG RLC is released.
MCG bearer ->SCG bearer, without security key change, PDCP will be recovered and MCG RLC is released.
split -> MCG bearer; PDCP is recovered, but MCG RLC is still there, only SCG RLC is released. 
There are many different cases, that MCG RLC is not released, but PDCP needs recovery, or MCG RLC is released but PDCP needs not recovery.
We cannot just rely on whether RLC is released or not. We would prefer to have explicit indication in PDCP to indicate this.
Rapporteur: In our assumption, RLC can be released and added in the same RRCOCnnectionReconfiguration message and then PDCP recovery triggered. Alternatively, PDCP re-establishemnt is triggered with separate bit



[bookmark: _Toc494462288]For bearer type changes, signalling and L2 actions as presented in this section and TP are taken as a baseline. However, outcome of email discussion 99#18 should be aligned as well. Otherwise, comments stated to the previous cases are applicable to this case as well.


Bearer type change between LTE and NR PDCP protocols
Email discussion 99#18 discussed also change between LTE and NR PDCP protocols for SRB and DRBs. In general, companies considered that there is no need to optimise this case and e.g. HO can be used. However, there was no detailed discussion how this could be done.
Open issues are :
2. Should PDPC version change be lossless? It should be noted that SN space can be different in NR and LTE. 
3. Should PDCP version change support delta signalling?
It would be good to address these issues and other issues. 
Question 87: Companies can provide on open issues on bearer type change between LTE and NR PDCP
	Company
	Views 

	NTT DOCOMO
	As commented to [99#18], there is no need to optimise. It would be enough merely to release and add PDCP-Config.

	Intel
	Assuming that the question is about PDCP version change using HO for bearer type change, PDCP version change could be lossless via HO and this is similar to the scenario when the UE moves between MeNB that support NR PDCP and legacy eNB depending on the SN size used. In the NR PDCP, the SN length is 12bits for SRB and 12bits or 18bits for DRB, while in LTE PDCP, the SN length is 5bits for SRB and 5, 12, 15 and 18bits for DRB. Lossless can be maintained as long as SN length goes bigger. Hence there is no issue for DRB as the target eNB can always keep it at SN length of 18bits. For SRB, going from MeNB to legacy eNB may result in loss. However, for SRB1, our understanding is that this has been discussed in LTE before and it is concluded that it is not needed. For SRB2, the NAS will retransmit the NAS message.

	MediaTek
	To reduce the system complexity, we suggest that
· lossless handover is not supported in PDCP version changed
· Delta signaling is not supported in DPCP version change

	Qualcomm
	Here is our view:
Observation 1: There seems no use case for lossless NR to LTE PDCP version change.
Observation 2: For LTE to NR version change, the SN length should stay the same or be reconfigured to longer SN.
Proposal 1: Only same SN length or short to long SN reconfigurations is allowed for lossless LTE to NR PDCP version change.
Proposal 2: The PDCP SN status is maintained in LTE to NR PDCP version change for radio bearers using RLC AM.
Proposal 3: For radio bearers using RLC AM, status report is sent upon LTE to NR version change for the support of lossless operation. 
Proposal 4: full config shall be used for NR to LTE PDCP version change and any PDCP version change with the long to short SN reconfiguration.  

	Ericsson
	We think that at least in the case where SN space gets smaller, then the change is not necessarily lossless.
If time allows, we can discuss if other cases can be lossless.

	Nokia, Nokia Shanghai Bell
	This question should be handled together with the email discussion 99#18 as it is not an isolated topic.
We think lossless change needs to be supported if the bearer type change form LTE PDCP MCG to e.g. NR PDCP SCG split bearer is not supported: Otherwise e.g. HO from legacy LTE cell to cell supporting NR PDCP (and eNB triggering UE to use that) would be lossy, which could cause regular service glitches with such Hos, and require unnecessary reconfiguration steps.

	LG
	Since LTE PDCP and NR PDCP are different radio protocol, bearer type change shall not support lossless and delta signalling. For the PDCP version change, the LTE PDCP should be released and NR PDCP should be established.

	ZTE
	If the same length of the SN is expected to be used after the HO, then lossless handover can be supported without much effort. Otherwise, lossless handover should not be supported in PDCP version change.
In addition, we think this issue should be discussed together with the handover between LTE and eLTE. If the lossless handover with PDCP version change is not supported, thus the lossless handover between LTE with LTE PDCP and eLTE will not be supported neither (i.e. only full configuration is allowed between LTE with LTE PDCP and eLTE)

	CATT
	When change from long PDCP SN space to short PDCP SN space and experiencing loss also exists in legacy LTE system, from that point of view the situation is not new to LTE and NR PDCP version change. Considering the time limitation, we prefer to go with the LTE approach.  
Full configuration can be used when PDCP SN space change from long to short.

	Samsung
	We think it would be good if lossless operation can be supported at least for cases where SN size is same or larger.

	TCL
	We agree with Samsung that lossless operation should be supported.

	Huawei, HiSilicon
	We don't need to support lossless change. We also don't see a need to support delta signalling.



Summary: Approximately half of the companies consider that lossless PDCP version change from LTE to NR and from NR to LTE should be supported in some scenarios whereas half of the companies think this is not needed. Majority of companies consider that change is not lossless if SN size gets smaller during change.

[bookmark: _Toc494462289]Do not support lossless change between NR and LTE PDCP protocols in case SN size is smaller after the change. In other cases, lossless change can be discussed if time allows.

SRB handling
Rapportuer is in understanding that same procedures and signalling structure can be used for SRBs as well. SRB handling is covered in the text proposal.

Question 98: Companies are invited to comment any issue on SRB handling
	Company
	Views 

	NTT DOCOMO
	Yes, we also think that the same procedure and signaling structure should be applied for SRB.

	Intel
	Our view is that DRB and SRB should be handled in the same way. That is, SRB and DRBs using LTE PDCP are handled the same way and SRBs and DRBs using NR PDCP are handled the same way.

	MediaTek
	We agree that most of SRB handling could reuse the procedure from DRB. However, there may be still some difference between SRB and DRB, especially on the concept of SRB3.

	Qualcomm
	We share the rapportuer’s understanding.

	Nokia, Nokia Shanghai Bell
	We agree similar handling should be used for SRBs and DRBs. 

	LG
		We think most of DRB procedure could be applied for SRB except that split SRB is not supported (deprioritized in RAN #77). If security key is changed, PDCP and RLC should be re-established. 
For the PDCP version change, the LTE PDCP should be released and NR PDCP should be established.

	ZTE
	Agree that same procedures and signaling structure can be used for SRBs

	CATT
	Agree. The same signaling structure can be used for SRB and DRB.

	Samsung
	We agree to the intention to align signaling and behaviour

	TCL
	We agree with Samsung.

	Huawei, HiSilicon
	We share the rapporteur understanding.




[bookmark: _Toc494462290]Apply same signalling and procedures for SRBs and DRBs
Text proposal
Text proposal capturing is provided in the separate document. Companies are invited to review that.

There are certain assumptions for the CR:
· Security config for S-KgeNB is in the NR bearerConfig
· In PDCP configuration, there is one bit to trigger PDCP re-establishment
· synchronousReconfiguration parameter is used to trigger MAC reset, RLC reestablishment and random access
· Removal of RLC entity and logical channel triggers PDCP recovery
Topics that are not discussed:
· Bearer type change between LTE and NR PDCP specification is not captured yet. 
·   Resetting of LTE MAC and LTE RLC reestablishment, and PDCP recovery needs to be covered  in 36.331 once L2 actions in the NR spec are more stable.
Some standalone parts are captured in the TP even those will not be part of EN-DC. This is to show how the structure intends to work,

Other comments
Companies are invited to give additional comments to the TP here (not covered yet).
Question 109: Additional comments for the TP
	Company
	Views 

	MediaTek
	36.331
<1> In 5.3.5.3, the original version does not capture the following agreements
“For EN-DC, it is not necessary to support inter-RAT SN change procedure with single RRC reconfiguration (i.e. no transition from EN-DC to LTE DC) in Rel-15”
It is our understanding the LTE-DC and EN-DC could not be co-exist and there no one step transition from one to another. So, we add some condition to separate LTE-DC and EN-DC.
Rapporteur: Yes, this is not supported and should be covered in RRC. We can have later on general discussion how to make clear which cases are not supported. We are not sure that your proposal in the TP is correct way to capture bad network implementation.
<2> In 5.3.5.3 and in ASN.1 definition of nr-secondaryCellGroupConfig-r15, it is our understanding that it is a complete NR RRC Reconfiguration message. Only 4 optional IE may be included in this NR RRC Reconfiguration message
· secondaryCellGroupToAddModList
· secondaryCellGroupToReleaseList
· measConfig
· securityConfigSecondary
The above restriction should be discussed and captured somewhere in the SPEC.
Rapporteur: Similarly to previous answer, we can have later on general discussion how to make clear which cases are not supported.

<3> In 5.3.5.4, there should be a similar modification as in 5.3.5.3. According to 37.340 10.9, the procedure of “eNB/gNB to Master Node change” is supported. This means that we should be able to include SN add configuration in LTE HO command (as in LTE-DC). Therefore, there should be a counterpart for SCG configuration in 5.3.5.4 as in 5.3.5.3.
Rapporteur: Agree with the comment. Procedures to 5.3.5.4 should be added. I added a note on that (we can copy actions once stable).

 

<4> In LTE ASN.1 definition, for the naming of radioBearerConfig1 and radioBearerConfig2, we suggest to rename them to radioBearerConfigMn and radioBearerConfigSn to increase the readability. It is our understanding that one of this container is for SRB/DRB that is terminated in MN and the other one is for the bears that is terminated in SN. 
Rapporteur: We are fine to change naming. We suggest to discuss actual name in Prague. 

38.331
<1> For the IE naming of “synchronousReconfiguration”, we prefer to use “mobilityControlInfo” as in LTE. We don’t know why it has to be renamed in NR. The term “synchronous” is easier confusing with synchronous NW. 
Rapporteur: We are fine to change naming. We suggest to discuss actual name in Prague once actual actions and structure is stable. 

<2> Due to tight scheduling of EN-DC release, we suggest to focus on EN-DC clauses and put NE-DC / NR-NR-DC as FFS for further study.
Rapporteur: We agree that intention is to complete only EN-DC. For now we would like to keep some SA related signalling so that overall structure comes clearer. However, these need to be commented out before freezing the specification.  


<3> We prefer to have a temporary session number for every session to increase the readability. The 38.331 sessions that referred by 36.331 is not clear to us in the original TP.
Rapporteur: OK to have numbers to make it more clear.  

<4> We propose to have different session for Handover procedure and SCG change procedure. This make the model clearer. The handover procedure in 38.331 will not be required in EN-DC operation. This allow us to focus on SCG Change part to meet the challenging EN-DC schedule development.
Rapporteur: We disagree with the comment.  Current structure is such that handover and SCG change can be achieved with same signalling and procedures. There is no need to repeat procedures. 

<5> The action of SCG release procedure is missing in the original TP. We have proposed the related text. 
Rapporteur: Yes, we agree that SCG release is missing. However, we are not sure that it should be only release of the secondary cell group.

<6> In 5.3.5.x.x SRB addition/modification, the PDCP-config should include in the srb-ToAddModList to allow split SRB configuration (e.g. duplication). The related text and ASN.1 definition is modified accordingly. Also, there is SRB3 in EN-DC operation, the ASN.1 should include it.

Rapporteur: Agree, this is mistake. Added now.
<7> In 5.3.5.x.x DRB addition/ modification. We don't understand why security algorithms used in SCG should be signaled in RadioBearConfig. We think that it is better to put securityConfig on the top level of NR RRC Connection Reconfiguration (as what we do in LTE). If we are going to support per bear key, the security configuration may not apply to all the bears in radioBearerConfig. We think it is better to put a key index configuration or security configuration index in each pdcp-config and the key configuration (KeNB or S-KgNB) is signaled on other place.
Rapporteur: This is discussed above. 
<8> In 5.3.5.x Full configuration, we think that this session should be removed in the 1st release since it is not used in EN-DC.

Rapporteur: Agree that this needs to be commented out if partial full configuration is not supported. 

<9> We think the Editor’s Note in “5.3.5.4.1 General” is a little bit confusing on the terminology.
“Editor’s Note: Here PCell term is used both for PCell of MgNB and PSCell of SgNB”
We would like to discuss the terminology of main NR serving in NR RRC SPEC for EN-DC. We prefer to use PSCell in this case. So, we modified the text and the related ASN.1 definition of CellGroupConfig. We propose that PCell and PSCell could use the same IE structure for reconfiguration. But we don’t want to mix the the concept of PCell and PSCell. 
Rapporteur: We prefer to keep only one name (similar to LTE MAC) as most parameters and procedures are same. But this can be discussed.

	LG
	We need more time to review TP.

	ZTE
	About the ASN.1 in chapter 6.
(1)Considering the RRCConnectionReconfiguration can be used for pure measurement configuration change or other simple scenarios, the attibute of IE "radioBearerConfig" should be "OPTIONAL, ----- Need ON", not madantory.
Rapporteur: Agree. But it is optional already now. Maybe we missed something?
(2)For merging the mobilityControlInfo and mobilityControlInfo-SCG into synchronousReconfiguration, we see the benefits of reducing the duplicated parateres, but whether this will impact the flexibility of further extension? such like a new feature will be introduced in Pcell handover, but not apply for PScell change, and we can only use "Cond" to express the difference situations? On the other hand, since only PCell change is called "handover", we think the condition attribute of  synchronousReconfiguration IE can not reuse the name of  "Cond HO" as well.
Rapporteur: We agree that conditions need to be discussed. In most cases “Cond HO” refers to synchronousReconfiguration.

	Samsung
	One initial comment
We understand that for MCG (split) DRBs, existing DRB signaling now covers lower RB (RLC, LCh). The procedural specification probably needs updating i.e. whether addition or modification is done should depend on whether this lower RB part is configured (rather than on whether the upper RB part is configured)

Rapporteur: We agree that change in LTE RRC are needed but those are not captured yet.

	Nokia
	Structure of SRB/DRB-ToAddMod
· LCH-Config: The current LCH config seems to have a CHOICE for indicating whether the configuration is for SRB or DRB, but since the LCHs are now in a separate list, wouldn’t it make more sense to have the DRB-ToAddMod refer to the correct LCH config instead? --> Proposed that in the CR 

Rapporteur: Idea in the signalling is that the LCH Config includes DRB ID to which it is associated. We do not see benefit to have it other way around.
Other DRB/SRB issues
· SRB3: The SRB3 (i.e. SCG SRB) with ID=3 is missing, added. 
· In relation to this, perhaps we also need the possibility of releasing SRB3 (currently SRB1&2 are always there when established, so this has not been needed)?
Rapporteur: Agree with the comment.


· HO handling: What does the flag “reestablish” do, and how is it intended to be used? The comment states it should be used when all LCHs are reset (presumably e.g in HO), but why then not put it to the highest level (e.g. within the actual IE that triggers the HO, e.g. mobilityCommand)?
· Incidentally, we are missing that equivalent of mobilityControlInfo (for which I hope we can rename to e.g. mobilityCommand) – is that on purpose?
Rapporteur: synchronousReconfiguration is similar to legacy mobilityControlInfo and mobilityControlInfoSCG. As agreed in RAN2, “HO” may include security key change or does not include. Thus there is flag to trigger PDPC re-establishment in case security key is changed.

LCH configuration
· UL restrictions: Is there a reason why ul-Disabled and ul-Duplication are using data type NULL (instead of e.g. BOOLEAN)? --> proposed to use BOOLEAN (for clarity)
· MAC configuration: I assume the LogicalChannelConfig would have contents as defined in the L2 parameter discussion?

Synchronous reconfiguration:
· Explicit RLC re-establishment & MAC reset indication: We think these should be explicitly mentioned and provided an example how to do this.
· Rapporteur: Idea is to trigger RLC re-establishment and MAC reset with synchronousReconfiguration. We do not think that separate bits are required especially for the MAC reset. This is also discussed above.

Naming:
· DedicatedNASInfo: Since this is going to be a NAS message anyway, it would be far clearer if we call it that, i.e. DedicatedNAS-Message 
· Rapporteur: OK with the change
· RRCConnectionReconfiguration: Let’s drop the excess “Connection” away from all the RRC message names – it adds no value and just makes the message names longer, i.e. RRCConnectionReconfiguration --> RRCReconfiguration
· 
· Rapporteur: OK with the change

Security configuration: 
· MN/SN security configurations: Since these are only for SA case, do we need them to be there for NSA purposes? Right now they appear like they could be (somehow) for EN-DC as well, so it might be simplest to just comment them out for now?
· Rapporteur: Agree that MN security configuration needs to be commented out
· 

LTE configuration:
· RadioBearerConfig1/2: Can you clarify what these configurations are for in the LTE part (I presume these are the RB and PDCP containers, but some better naming could be considered)?
· Rapporteur:  Yes, they are PDCP containers that can be generated by MN and SN. I agree that some comment would be helpful.


RRCConnectionReconfiguration-v15x0-IEs ::= SEQUENCE {
    nr-secondaryCellGroupConfig-r15     OCTET STRING                        OPTIONAL,
    radioBearerConfig1-r15             OCTET STRING                      OPTIONAL,
    radioBearerConfig2-r15             OCTET STRING                      OPTIONAL,
    nonCriticalExtension               SEQUENCE {}                       OPTIONAL






Conclusion

Based on the discussion in section 2 we propose the following:
Proposal 1	Discuss further signaling of SCG-counter, considering the outcome of email discussion #18 Proposal 2. Until that, stick to proposed signaling in the TP.
Proposal 2	It should be further discussed if there is any difference with two cases: 1) signaling of key (KeNB/SeNB) is per bearer or 2) signaling of key (KeNB/SeNB) is per RadioBearerConfig. If no difference found, stick to signalling in the TP.
Proposal 3	Discuss if the configuration of security algorithm is per PDCP termination point or per PDCP protocol (LTE/NR) and termination point. Based on that, decide signaling between Alt1 and Alt2.
Proposal 4	For MeNB HO, signalling and L2 actions as presented in this section and the TP is taken as a baseline. It can be further discussed if reestablishment bit can be removed and PDCP re-establishment triggered based on security parameters and if separate bit to trigger NR RLC re-establishment to avoid release/add should be introduced.
Proposal 5	For SCG change scenario, signalling and L2 actions as presented in this section and TP are taken as a baseline. However, there is no need to specify “SCG change” procedure in RRC similar to LTE.  Agree that MCG MAC reset can be avoided in case of SCG change even if a SCG split bearer is configured (aligned with email discussion 99#18). Otherwise, comments on MeNB HO are applicable to this case as well.
Proposal 6	For S-KeNB change, assume similar signalling and actions as for SCG change as discussed in subsection 2.2.3.
Proposal 7	For bearer type changes, signalling and L2 actions as presented in this section and TP are taken as a baseline. However, outcome of email discussion 99#18 should be aligned as well. Otherwise, comments stated to the previous cases are applicable to this case as well.
Proposal 8	Do not support lossless change between NR and LTE PDCP protocols in case SN size is smaller after the change. In other cases, lossless change can be discussed if time allows.
Proposal 9	Apply same signalling and procedures for SRBs and DRBs
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Table 4: L2 actions during bearer type change with and without security key change (alternative representation, source: Ericsson)
	Bearer type change from row
to 
col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)

	MCG
	N/A
	See HO
	PDCP: No action
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: Establish
SCG MAC: No action
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: No action
SCG RLC: Establish
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: No action
SCG RLC: Establish
SCG MAC: No action
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	PDCP: Recovery
MCG RLC: No action
MCG MAC: No action
SCG RLC: Release
SCG MAC: No action
	PDCP: 
Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: release
SCG MAC: No action
	N/A
	See HO
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: No action
SCG RLC: 
No action
SCG MAC: 
No action
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: No action
SCG RLC: 
Re-establish
SCG MAC: 
See Note

	SCG
	PDCP: Recovery
MCG RLC: Establish
MCG MAC: No action
SCG RLC: Release
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: No action
SCG RLC: Release
SCG MAC: No action
	PDCP: No action
MCG RLC: Establish
MCG MAC: No action
SCG RLC: No action
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: No action
SCG RLC: Re-establish
SCG MAC: 
See Note
	N/A
	See SN change



Note: MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc
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