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1	Introduction
This contribution discusses unified access control requirements in NG-RAN. While, service requirements and aspects need to be widely decided among groups (RAN2, CT1 and SA1), RAN2 agreed requirements on unified access control barring solution bring certain criteria to the methodology that requires attention.
The contribution investigates further principles that would fall into RAN2 area, and confronts them with architecture options for NG-RAN targeted by NR.
2	Discussion
2.1	“Unified” Access Barring target
Access Control mechanism based on LTE allows to group following categories:
· Type 1: Prevent UE from trying initial access itself to prevent overload of the access channel under critical conditions → Access barring performed in AS layer, i.e. RRC.
· Type 2: In the case where a cell is overloaded due to simultaneous RA procedures by many UEs, the eNB can send a backoff parameter through the RA response to cope with the overload situation → RACH backoff
· Type 3: NW identifies the type of the connection request and decides whether the request is accepted or rejected → RRC connection reject
· Type 4: Prevent UE from trying new service or application in addition to existing active PDU session (bearers):  e.g. SSAC → Access barring check performed by upper layer, not by AS layer
By unified access barring requirement in NR, we believe that the unification can be considered in two areas:
· a layer (e.g. RRC) making a barring decision; and 
· a unified set of parameters as input for the barring decision.
2.1.1	Barring decision layer
To fulfil the unified approach, it could be desired to make a single layer responsible for handling access barring decision (e.g. to unify Type 1 and Type 4 of LTE access control). Service accessibility related requirements [5] distinguish Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session request. In LTE SSAC control can’t be fulfilled exclusively in RRC, because the RRC layer is transparent to the IMS signalling. 
It is clear that the NR framework must be able to co-exist with existing LTE-based access control. Thus, IMS client involvement seems unavoidable in terms of determining barring decision for certain access attempts also in NR. We believe IMS client will take a part in barring decision for MO MMTel services and RRC layer can’t solely bundle access barring check performed for different services. 
[bookmark: _GoBack]Observation 1: Applicability of a unified framework to the existing requirements implies that barring check can be performed by the RRC layer in addition to the IMS client for certain services.
Whether we still could assign a single layer for access barring check in the new generation system, needs further investigation outside of RAN2. However, we believe this would imply remarkable changes to service accessibility related requirements. Therefore, we propose that depending on an access attempt either the IMS client in the UE can decide whether an access attempt should be barred or the RRC layer may (additionally) make barring decisions.
Proposal 1: The unified access barring framework does not limit access barring control to a single layer.
2.1.2	Set of parameters as input for the barring decision
The agreed Access Category concept should replace different LTE access barring configurations setup simultaneously (AC10, ACB, SSAC, SSAC-skip, CSFB, EAB and ACDC). CT1 assessment on of the concepts indicated by RAN2 in [2] indicates the mapping of various access attempts to an Access Category is technically feasible. CT1 agreements imply that default/standardized set of access categories should be defined. Candidates for the input for default access category decision should be derived from the service requirements. With this regard, there have been different considerations on what input parameters can be candidates for Access Category determination including:
· MO resulting from MT: the access attempt is an answer to a mobile terminated message
· MMTel voice: the access attempt is caused by an MO MMTel voice call
· MMTel voice: the access attempt is caused by an MO MMTel video call
· SMSoIP:	the access attempt is caused by an MO SMSoIP
· SMSoNAS: the access attempt is caused by an MO SMSoNAS
· emergency: the access attempt is relevant to the emergency call
· delay tolerant service in EHPLMN: the access attempt is relevant to the delay tolerant service or UE registered to the UE’s EHPLMN
· delay tolerant service in most preferred VPLMN: the access attempt is relevant to the delay tolerant service or UE registered to the UE’s most preferred VPLMN
· delay tolerant service in other PLMN: the access attempt is relevant to the delay tolerant service or UE registered to other PLMN
· signalling: the access attempt is not for user plane radio resource request and is not relevant to other access categories
· data: the access attempt is for user plane radio resources and is not relevant to other access categories
Observation 2: Access Class may not be an input parameter for Access Category decision.
However, we also note that apart from a call or service type CT1 considered also existing Access Classes 11-15 for a default /standardized set of access categories [4]. It still remains to be defined how mapping rule applies and what is the final range of set of parameters for the barring decision, but due to increasing complexity of interdependencies we think it would be beneficial if access classes are not an input factor for the access category decision. It would effectively reduce a number of default access categories.
In addition to access category, existing access classes 11-15 may be used to allow an access attempt to succeed when it would otherwise be barred based on access category alone. The framework should use access categories as the primary basis for access barring, though. 
Proposal 2: The RRC layer receives an Access Category for the purpose of access barring. 
Proposal 3: Access barring check based on Access Classes is not precluded.  
One of the agreed requirements for the unified access mechanism is the following:
· The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.
[bookmark: _Hlk490137671]We view that service types (e.g. delay tolerant service) can be regarded as an example of access category decision taking network slicing scenario (Service Slice Type = MIoT) into consideration. However, this might be implemented as an implicit support of slicing control during initial access control. To support the requirement and allow assignment of Access Categories for different future use cases, it may be beneficial to consider slice assistance information as one factor for determining Access Category, even though AS remains slicing agnostic at the point of access barring check.
Observation 3: The relation between Access Category, Access Class and slice depends on requirements definition in CT1 and SA1. 

2.2	NG-RAN Access Barring design 
For Access Barring design in NG-RAN, we believe there are two key principles of LTE that can be adopted (also to ensure inter-operability with LTE): 
· placing Access Barring parameters in system information (to allow UEs to do barring)
· barring check in the UE prior establishing RRC connection, and the UE decision (if the attempt is not allowed, a timer whose value is subject to network parameters is started, during which no attempts are allowed)
Some differences and new aspects may come from the unified mean designed for different purposes: for overload control the gNB can broadcast barring information (e.g. timer) per random access category, but for priority treatment of certain services/traffics the gNB needs to generate the barring information in a way that would allow accommodating users with similar services in the same manner. The way of generating and applying the detailed configuration content will depend on CT1 and SA1 feedback (e.g. how the correlation of access category with an access class is defined). However, we believe providing broadcast capability for barring configuration and its settings according to operators’ policies is commonly understood need. Hence: 

Proposal 4: The gNB broadcasts barring configuration for Access Categories, with at least some indication in minimum system information.
Proposal 5: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access category.  
3	Conclusions
This contribution has discussed access control in NG-RAN and has made the following proposals:
Observation 1: Applicability of a unified framework to the existing requirements implies that barring check can be performed by the RRC layer in addition to the IMS client for certain services.
Observation 2: Access Class may not be an input parameter for Access Category decision.
Observation 3: The relation between Access Category, Access Class and slice depends on requirements definition in CT1 and SA1. 
Proposal 1: The unified access barring framework does not limit access barring control to a single layer.
Proposal 2: The RRC layer receives an Access Category for the purpose of access barring. 
Proposal 3: Access barring check based on Access Classes is not precluded.  
Proposal 4: The gNB broadcasts barring configuration for Access Categories, with at least some indication in minimum system information.
Proposal 5: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access category.  
Proposal 6: Agree Text Proposal provided below.  
Text Proposal to 38.300
Modified Subclause
[bookmark: _Toc484698808]7.4	Access Control
NG-RAN should support overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
One unified access barring mechanism for NR should be introduced to address all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.
For the purpose of NR access barring, NAS layer provides RRC layer with an Access Category. 
The gNB broadcasts barring configuration for Access Categories in system information. 
Editor’s Note: FFS how the Access Category relates to Access Classes
Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access groups.  
In NR, the unified access barring mechanism should be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
These are only high level requirements, once the corresponding mechanisms are actually agreed, this subclause should be changed.
In RRC_IDLE the UE NAS informs RRC the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request.
FFS what NAS does for RRC_INACTIVE and FFS for RRC_IDLE whether the information is directly provided by NAS, derived from the access category....

End of Modified Subclause


References
[1] RP-170823, New WID on New Radio Access Technology, NTT DOCOMO, INC.
[2] R2-1702441, LS on Access Control in NR, RAN2
[3] C1-171965, LS on unified Access Control for 5G NR, CT1
[4] C1-172663, LS on default access categories, CT1
[5] TS 22.011, Service accessibility


3GPP TSG


-


RAN 


WG2 


#99


 


R


2


-


1


70


9206


 


Berlin


, 


Germany


, 


2


1


 


-


 


2


5


 


August


 


201


7


 


 


 


 


Agenda item:


 


10.4.1.7


 


Source:


 


Nokia


, 


Nokia


 


Shanghai Bell


 


Title:


 


Access Barring


 


in NG


-


RAN


 


WID/SID:


 


NR_newRAT


-


Core 


-


 


Release 15


 


Document for:


 


Discussion and Decision


 


1


 


Introduction


 


This contribution discusses 


unified access control requirements


 


in NG


-


RAN


.


 


While, 


service requirements and aspects 


need to be widely decided among groups (RAN2, CT1 and SA1), 


RAN2 agreed requirements on unified access control 


barring solution


 


bring certain


 


criteria to the methodology 


that requires attention.


 


T


he contribution investigates further


 


principles 


that would fall into RAN2 area, 


and confront


s


 


them with architecture 


options for NG


-


RAN 


targeted by


 


NR


.


 


2


 


Discussion


 


2.1


 


“


Unified


”


 


Access Barring target


 


Access Control mechanism based on LTE allows t


o 


group following categories:


 


•


 


Type 1:


 


Prevent UE from trying initial access itself to 


prevent overload of the access chan


nel under critical 


conditions 


?


 


Access barring 


performed in AS layer, i.e. RRC.


 


•


 


Type 2:


 


In the case where a cell is overloaded due to simultaneous RA procedures by many UEs, the eNB can 


send a backoff parameter through the RA response to c


ope with the overload situation 


?


 RACH backoff


 


•


 


Type 3:


 


NW identifies the type of the connection request and decides whether the re


quest is accepted or 


rejected 


?


 RRC connection reject


 


•


 


Type 4:


 


Prevent UE from trying new service or application in addition to existing active PDU session 


(bearers):  


e.g. 


SSAC


 


?


 


A


ccess barring 


check 


performed by upper layer, not by AS layer


 


By unified access barring


 


requirement


 


in NR


, we believe that the unification can be considered in two areas:


 


-


 


a layer (


e.g. 


RRC) making a barring decision; and 


 


-


 


a unified set of parameters as inp


ut for the barring decision.


 


2.1.1


 


Barring decision layer


 


To fulfil


 


the unified 


approach, 


it 


c


ould be 


desired to make


 


a single layer


 


responsible for handling


 


access barring decision


 


(e.g. to unify Type 1 and Type 4 of LTE access control)


. Service accessibi


lity related requirements [5] distinguish Services 


Specific Access Control (SSAC)


 


to apply 


independent 


access control 


for


 


telephony services (MMTEL)


 


for mobile 


originating 


session request


.


 


In LTE SSAC control can’t be 


fulfilled 


exclusively 


in RRC, 


because 


the RRC layer is 


tr


ansparent to the IMS signalling. 


 


It is clear that the NR framework must be able to co


-


exist with existing LTE


-


based access control.


 


Thus, IMS client 


involvement seems unavoidable in terms of 


determining barring decision for certain acce


ss attempts 


also in NR. We 


believe IMS client will take a part 


in


 


barring decision for MO MMTel services


 


and RRC layer


 


can’t solely bundle access 


barring check performed for different services. 


 


Observation


 


1


:


 


Applicability of a unified framework to the exis


ting requirements implies that 


barring check can be 


performed by the RRC layer in addition to the IMS client for certain services.


 




3GPP TSG - RAN  WG2  #99   R 2 - 1 70 9206   Berlin ,  Germany ,  2 1   -   2 5   August   201 7         Agenda item:   10.4.1.7   Source:   Nokia ,  Nokia   Shanghai Bell   Title:   Access Barring   in NG - RAN   WID/SID:   NR_newRAT - Core  -   Release 15   Document for:   Discussion and Decision   1   Introduction   This contribution discusses  unified access control requirements   in NG - RAN .   While,  service requirements and aspects  need to be widely decided among groups (RAN2, CT1 and SA1),  RAN2 agreed requirements on unified access control  barring solution   bring certain   criteria to the methodology  that requires attention.   T he contribution investigates further   principles  that would fall into RAN2 area,  and confront s   them with architecture  options for NG - RAN  targeted by   NR .   2   Discussion   2.1   “ Unified ”   Access Barring target   Access Control mechanism based on LTE allows t o  group following categories:   •   Type 1:   Prevent UE from trying initial access itself to  prevent overload of the access chan nel under critical  conditions  ?   Access barring  performed in AS layer, i.e. RRC.   •   Type 2:   In the case where a cell is overloaded due to simultaneous RA procedures by many UEs, the eNB can  send a backoff parameter through the RA response to c ope with the overload situation  ?  RACH backoff   •   Type 3:   NW identifies the type of the connection request and decides whether the re quest is accepted or  rejected  ?  RRC connection reject   •   Type 4:   Prevent UE from trying new service or application in addition to existing active PDU session  (bearers):   e.g.  SSAC   ?   A ccess barring  check  performed by upper layer, not by AS layer   By unified access barring   requirement   in NR , we believe that the unification can be considered in two areas:   -   a layer ( e.g.  RRC) making a barring decision; and    -   a unified set of parameters as inp ut for the barring decision.   2.1.1   Barring decision layer   To fulfil   the unified  approach,  it  c ould be  desired to make   a single layer   responsible for handling   access barring decision   (e.g. to unify Type 1 and Type 4 of LTE access control) . Service accessibi lity related requirements [5] distinguish Services  Specific Access Control (SSAC)   to apply  independent  access control  for   telephony services (MMTEL)   for mobile  originating  session request .   In LTE SSAC control can’t be  fulfilled  exclusively  in RRC,  because  the RRC layer is  tr ansparent to the IMS signalling.    It is clear that the NR framework must be able to co - exist with existing LTE - based access control.   Thus, IMS client  involvement seems unavoidable in terms of  determining barring decision for certain acce ss attempts  also in NR. We  believe IMS client will take a part  in   barring decision for MO MMTel services   and RRC layer   can’t solely bundle access  barring check performed for different services.    Observation   1 :   Applicability of a unified framework to the exis ting requirements implies that  barring check can be  performed by the RRC layer in addition to the IMS client for certain services.  

