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Introduction
[bookmark: _Ref178064866]In email discussion [NR-AH2#07], the issue related to the duplicate detection in the reception procedure was brought up. In this contribution, we show our views on this issue. 

[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]Discussion
In email discussion [NR-AH2#07], the issue was brought up to change the condition to detect the duplicated PDUs as below:
	TP to 38.323v0.2.0
[bookmark: _Toc486851291]5.2.2.1	Actions when a PDCP Data PDU is received from lower layers
-  if RCVD_COUNT <= RX_DELIV: or
-    if the PDCP Data PDU with COUNT = RCVD_COUNT has been received before and not discarded:
-    perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT, if applicable;
-    if integrity verification fails:
-     indicate the integrity verification failure to upper layer;
-    discard the PDCP Data PDU; 



The proposed condition considers the case when an attacked packet was received before the legitimate one, in which case the legitimate packet would be discarded. To avoid the discard of the legitimate packet due to the attacked packet, it is proposed to discard duplication only when the previous one is a legitimate one (which was not discarded but delivered to upper layer).
However, we think the additional condition is not needed with following reasons.
If the PDCP entity receives an attacked packet, the integrity verification would fail. The integrity verification failure is reported to RRC, and then RRC performs the RRC connection re-establishment procedure. During the RRC connection re-establishment procedure, the MAC entity is reset and the PDCP/RLC entities are re-established. 
When the PDCP entity is re-established, the state variables are reset to initial values for UM DRBs and SRBs. Thus, the case of receiving legitimate packet after receiving attacked packet would not occur for UM DRBs and SRBs.
Then only case this problem may occur is AM DRB case, where the state variables are maintained during PDCP re-establishment. However, retransmission of duplicated packet would be prohibited by the use of PDCP status report which is sent during PDCP re-establishment. 
Based on above discussion, the additional condition “and not discarded” does not need to be considered in the duplicate detection.

Proposal 1 	The condition ‘and not discarded’ is not needed in the duplicate detection. 

[bookmark: _Toc458688128][bookmark: _Toc458688133][bookmark: _Toc458700495][bookmark: _Toc458688134][bookmark: _Toc458700496][bookmark: _Toc458461065][bookmark: _Toc450773277][bookmark: _Toc450773306][bookmark: _Toc450773354][bookmark: _Toc450773369][bookmark: _Toc450774156][bookmark: _Toc450814189]Conclusion
[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]In this document, we discussed the additional condition in duplicate detection, and propose following:
Proposal 1		The condition ‘and not discarded’ is not needed in the duplicate detection.


