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Discussion and Decision
1 Introduction
In RAN2#96 meeting, how to realize 0ms UP interruption in NR has been discussed and some agreements were achieved in [1] as following:

Agreements

1
The mobility enhancement similar to that discussed for LTE (“Maintaining Source eNB connection during handover”) should be considered also for NR.

2
For DC (NR-NR), study how to reconfigure the UE from an MeNB to an SeNB to target the 0 ms UP interruption. FFS whether also applicable to LTE-NR

In RAN2#97 meeting [2], HO enhancements in single connectivity have been discussed and some agreements are as following:
Agreements
1
We will aim to define HO for NR with an interruption as close to zero as possible while only having single Tx/Rx in the UE, and 0ms interruption at least for the case that the UE supports simultaneous Tx/Rx with source cell and target cell during HO
Furthermore, in RAN2#97 meeting some agreements on intra-frequency dual connectivity handover in NR have been achieved that “RAN2 protocols for NR should be flexible to allow the possibility of intra-freq DC/multi-connectivity” [2]. 
RAN2#97bis meeting has agreed that “We will progress handover with 0ms interruption with dual tx/rx targeting to define a single solution. Discussion of this can start when basic DC operation is more stable”. 
Considering the above agreements, the DC-based solution is beneficial to achieve 0 ms UP interruption when the UE supports simultaneous Tx/Rx with source cell and target cell during HO as NR should support both intra-freq and inter-freq DC. 
In this contribution, we discuss the merits of DC based solution with details on how to reconfigure the SgNB to MgNB in order to achieve 0ms interruption and compare it with the other major options of the solutions for 0ms interruption mobility enhancements. 
This paper is revised and combined from the prior contributions R2-1706907 [8] and R2-1706709 [9].
2 Discussion
2.1 Dual connectivity for Intra-NR mobility 
Dual-Connectivity (DC) is a mature scheme adopted by LTE Rel-12 to support multi-cell simultaneous communications with a UE in the overlapped coverage of the cells with non-ideal backhaul. Obviously, because DC-capable UE has the capability to communicate simultaneously with MgNB and SgNB at the same time, the DC framework can be adopted to achieve 0ms interruption time for intra-NR mobility. The details are shown as below in Figure 1. 
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Figure 1 Dual connectivity with role change
Step 1: The gNB of target cell is added as S-gNB. 
When the UE moves and reports measurements for a candidate target cell for mobility, the gNB controlling the target cell can be configured as an S-gNB using a NR procedure similar to SeNB addition. This allows configuring a bearer split at PDCP layer in the master gNB or a bearer routed via the S-gNB. To avoid introducing complexity, large latency to start the second leg and impact on the specification, the UE only establishes RLC and MAC layer for target gNB utilising split bearer, which is real DC 3C architecture that has been applied in LTE.
Step 2: A “role change” is performed between the M-gNB and the S-gNB.
When the UE moves towards the S-gNB a role change between M-gNB and S-gNB needs to occur via signalling exchange over Xn interface. As the target gNB is added as S-gNB in advance, the RLC and MAC layer are initialized in the S-gNB and the UE only establishes MAC and RLC layer for S-gNB utilising split bearer, “role change” means RRC, PDCP and the RAN-CN connection are relocated from the M-gNB to the S-gNB. 
Actually, role change between M-gNB and S-gNB can be considered as the change between PCell and PSCell in DC case. In LTE, if PCell needs to be changed, a handover procedure should be executed with RACH procedure and L2 reset which will cause interruption. In NR, to avoid interruption, enhancements for PCell change should be considered [5]. For PCell change in DC case, the UE has two serving gNBs, i.e. MgNB and SgNB. If SgNB is changed to be MgNB, there is no need for the UE to perform RACH as it has already synchronized with the new MgNB when it worked as the SgNB. Furthermore, L2 reset/re-establishment is not required for the UE. As the cells in M-gNB and S-gNB are activated in parallel, data transmission can continue and no interruption occurs during role change. 
Observation 1: Role change between the M-gNB and the S-gNB can be considered as PCell change between the PCell and the PSCell.

Proposal 1: Role change between the M-gNB and the S-gNB can be done without RACH and L2 reset/re-establishment.

A possible procedure is illustrated in Figure 2. The source (and at that time master) gNB decides when to trigger the role change procedure. Once the role change is triggered, the source (M-)gNB may provide a security key to the target (at that time secondary) gNB and the target gNB reconfigures the RRC and PDCP layers in the UE via the existing RRC connection towards the source gNB. 
The source gNB sends the RRC connection reconfiguration message to the UE including handover information. Upon reception of the complete message from the UE, the target gNB triggers the path switch with the UPF. 
When the source gNB receives the end maker packet from the UPF, it knows how many PDCP SNs can be used for the buffered data before the end marker packet and sends the next PDCP SN to the target gNB via SN status report message. After PDCP relocation (SN status transfer), the target gNB becomes the new M-gNB. Before PDCP relocation, the source gNB can decide how to handle its buffered data transmission efficiently, e.g. if its link quality is good enough, the source gNB can split the buffered data into a part that transmitted to the UE by itself and forward the rest to the target gNB, otherwise all the buffered data can be forwarded to the target gNB and then they can be sent to the UE via the target gNB. When the end marker packet is received from the source gNB, the target S-gNB will use the new security key and start PDCP layer to handle the data from the UPF directly.
Compared with LTE handover, because the data path is established between the UE and the S-gNB in advance and the UE can simultaneously communicate with the M-gNB and the S-gNB without RACH and L2 reset/re-establishment, the data transmission can continue during role change without any interruption.
Proposal 2: In order to support 0ms interruption for intra-NR mobility, consider the use of the DC framework including a role change procedure between the M-gNB and the S-gNB.
The UE perspective has two security keys during the role change: One key is used for data either transmitted by the source (and initially master) gNB directly or by the target (and finally master) gNB split from the source gNB while the other key is used for data either transmitted by the target gNB directly or by the source gNB split from the target gNB. Similar to other AS key change scenarios [6], during PDCP relocation the receiver need to know which security key should be used for deciphering. The common solutions for the security issue of all the AS key change cases are anyway required and provided in [6].The solutions can also be applied to the DC based 0ms interruption HO case .
Observation 2: The security issue in 0ms interruption can be solved by a common solution which is anyway required for all the AS key change cases.
Step 3: The S-gNB is released. 
When the UE leaves the coverage of the source gNB, the target (and now master) gNB can use the S-gNB release procedure to release the source (secondary) gNB. 
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Figure 2 The procedure of dual connectivity with role change 

Alternatively, the two steps of S-gNB addition and role change could be merged into one step. 
Observation 3: The two steps, i.e. S-gNB addition and role change between M-gNB and S-gNB, can be merged into one step.

During handover, in the source and in the target gNB only one serving cell is considered. In order to support 0ms interruption, it may not be necessary for the UE to support all DC features.
2.2 Analysis of the major options for 0ms interruption HO
For convenience, we denote enhanced “Make Before Break” (eMBB) solution proposed in [3] as Option1, enhanced Handover (eHO) solution discussed in [4] as Option2 and DC-based solution in this paper as Option3.
· Option1 eMBB
In Option1, the UE establishes a full UP protocol stack for the target gNB including PDCP entity (i.e. the UE totally has two separate PDCP sub-layers for (de)ciphering and header addition/removal, but only one PDCP sub-layer for header (de)compression, sequence numbering and reordering PDCP PDUs from the two PDCP sub-layers in both source gNB and target gNB). In addition, the network maintains two separate PDCP entities during HO.  It is more like DC 3B in TR36.842 [7].
Since the UE has established the full UP protocol stack for the target gNB, before the PDCP is relocated from the source to the target side, PDCP SDUs with SN assigned by the source gNB can be forwarded by the source gNB to the target gNB, then the target gNB ciphers the PDCP SDUs by its PDCP layer. To solve the security issue, the UE shall maintain two keys simultaneously from HO preparation to HO completion, one for the source gNB and the other for the target gNB, and it can use the corresponding key for deciphering based on which cell the PDCP packet is from.
For Option1, the source gNB may keep certain amount of PDCP SDUs at its own tentative buffer and forwards others to the target gNB. The source gNB sends SN Status Transfer message after the handover command, thus it needs to consider the PDCP SNs reserved for the buffered PDCP SDUs when sending SN Status Transfer message to the target gNB. The UE can receive PDCP PDUs from two paths simultaneously after RACH is successful at the target cell. If PDCP SDUs with reserved PDCP SNs at the source gNB’s tentative buffer have been completely transmitted or the coverage of the source gNB is not available before RACH is successful, there exists interruption before the UE can receive packets from the target cell and 0ms interruption can’t be achieved.
· Option2 eHO
For ‘0ms interruption support with enhanced handover procedure’, the UE establishes only one PDCP entity for header addition/removal, (de)ciphering, header (de)compression, sequence numbering and reordering PDCP PDUs from the two RLC entities in both source gNB and target gNB. At network side both the source and target gNB have its own PDCP entity during handover. 
After sending HO command to the UE, the source gNB should continue serve the UE in parallel to forward PDCP SDUs with SN assigned by itself to the target gNB, and the target gNB shall compress and cipher the PDCP SDUs by its PDCP entity. The UE will receive packets from two sides simultaneously but it only maintains one PDCP entity. To solve the security issue, the UE shall maintain two keys from HO preparation to HO completion, and the only one PDCP entity at the UE side need to identify where the PDCP packet is from by checking which RLC entity delivers the packet to PDCP. The source gNB sends SN status transfer message when it does not serve the UE anymore, and the transmission timing of this message is left to network implementation as in LTE.

· Option3 DC 3C
For Option3, the UE only establishes RLC and MAC layer for target gNB utilising split bearer when adding the target gNB as Secondary gNB, and it establishes only one PDCP entity for handling PDCP PDUs from the two RLC entities in both source gNB and target gNB. At the network side, only one PDCP entity exists in either the source gNB (i.e. before the PDCP is relocated) or the target gNB (i.e. after the PDCP is relocated), which is the actual DC 3C architecture. Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.
Before PDCP relocation, bearer is split by the PDCP layer in the source gNB and PDCP PDUs can be forwarded by the source gNB to the target gNB. On the other hand, after PDCP relocation, bearer is split by the PDCP layer in the target gNB and PDCP PDUs can be forwarded by the target gNB to the source gNB. The UE performs data transmission with both source gNB and target gNB simultaneously with split bearer, therefore no interruption occurs. To handle security issue during PDCP relocation, the UE maintains two security keys. Besides 0ms interruption case, the solutions for security issue as illustrated in [6] can also be applied for other cases and it will not introduce much complexity.
2.3 Comparison
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Figure 3 The protocol stack of DC 3C versus eMBB
Figure 3 shows the protocol stack difference between DC 3C and eMBB (note: the protocol stack of eHO is mostly the same as eMBB except the PDCP protocol stack in the UE). DC 3C protocol stack is cleaner. eMBB (also eHO) needs to conduct intra-PDCP function split which increases the complexity. Actually both option1 &2 are similar to the structure of DC 3B which was ruled out at LTE DC function split discussion due to complexity.
There is hidden complexity in the implementation of option 1 & 2. To allow some parallel UE-MgNB and UE-SgNB connections during the handover, a buffer needs to be maintained at the source gNB. It is difficult to determine the size of the buffer. If it is too small, data could be run out before the Scell is added. Service interruption will occur. If the buffered data size is too big, data forwarding may introduce additional delay if the RLF occurs at the source before the buffered data finished the transmission. Option 2 can have PDCP packet duplication over the air it needs to be addressed by further NW implementation.
For both Option1 & 2, in order to add a new leg (new Scell) full protocol stack has to be established at the target cell. It require longer time than DC 3C to add a new leg. If RLF happens in the source gNB before the UE have successfully accessed the target cell, 0ms interruption cannot be achieved. If the handover command is sent earlier to avoid potential RLF in the source gNB, Ping-Ponging may occur. Especially for stationary or slow UEs staying in the coverage border area for longer time, this become more serious. This drawback of the Option1 & 2 is fundamentally due to that the time of the parallel connections is restricted by the buffer size at the source gNB and it is difficult to control. Differently, using DC based mobility scheme, the radio fluctuation at the border areas for stationary/slow UEs most likely will only lead to volume changes on the connections with the two cells (legs) rather than ping-ponging.
For ‘0ms interruption support using DC procedure with role switch’ described in [4], the target gNB can be first added as a SgNB and then it is changed to be the MgNB. Since the two steps of SgNB addition and role change could be merged into one step, the signalling procedure of DC is not complicated. 
The DC frame work is naturally fit into the hierarchical network architecture. For example, PDCP is anchored at a high layer node which connects many low layer nodes associated with RLC/MAC. With DC approach, when a UE moves within the high layer node coverage and among the low layer nodes, the mobility operations will only involve low layer handling of adding or release the low layer nodes. The low layer operation is consistent globally – the same even when the UE across the high layer nodes coverage areas. When that happens there will be high layer nodes role change (with PDCP relocation) without impact the low layer nodes. Both Option 1 and Option 2 do not have such an advantage.
Based on the above analysis, we make a general comparison between the three options.
	
	Option1
	Option2
	Option3

	PDCP at UE side
	Two separate PDCP sub-layers for ciphering/deciphering, and one PDCP sub-layer for sequence numbering/reordering.
	One PDCP entity
	One PDCP entity

	PDCP at network side
	Two separate PDCP entities
	Two separate PDCP entities
	One PDCP entity

	L2 protocol reset
	No
	No
	No

	RACH towards the target gNB
	Yes 
	Yes  
	No

	Security key
	Two security keys: use the corresponding key for deciphering based on which cell the PDCP packet is from
	Two security keys: use the corresponding key for deciphering by checking which RLC entity deliver the packet to PDCP
	One security key 

(Two security keys during PDCP relocation: use the corresponding key for deciphering based on LCID or end-marker PDCP control PDU)

	PDCP reordering
	a tentative PDCP reordering
	PDCP reordering function is in PDCP entity, and needs to identify different RLC entities
	PDCP reordering function is in PDCP entity like 3C DC operation


Table1 Comparison 
Observation 4: Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.

Observation 5: For make-before-break enhancement (Option1 and Option2), the UE always shall maintain two keys during handover to achieve 0ms HO interruption. For Option3 the UE maintains one key except for PDCP relocation, the common security solutions can be employed for DC 3C and it will not introduce much complexity.

Observation 6: There is no need to reset L2 protocol stack at the UE side when PDCP is relocated in all these three options.
Observation 7: PDCP entity or PDCP function split is needed for Option1 and Option2, but not needed for Option3. Option3 is based on DC 3C architecture which has been applied in LTE and it has little impact on the spec.

Observation 8: RACH procedure is needed for both Option1 and Option2, but not needed for Option3.

Observation 9: For Option1, if PDCP SDUs with reserved SNs at source gNB’s tentative buffer have been completely transmitted before RACH is successful at the target cell, it can’t achieve 0ms interruption.

Observation 10: For both Option1 and Option2, if RLF at the source cell occurs before the UE can receive PDCP packet from the target cell, it can’t achieve 0ms interruption.
Observation 11: For both Option1 and Option2, there is additional hidden complexity for implementation.
3 Conclusion
This paper mainly further discusses 0ms mobility interruption in NR. Based on the above analysis, we have following observations and proposals:
Observation 1: Role change between the M-gNB and the S-gNB can be considered as PCell change between the PCell and the PSCell.
Observation 2: The security issue in 0ms interruption can be solved by a common solution which is anyway required for all the AS key change cases.
Observation 3: The two steps, i.e. S-gNB addition and role change between M-gNB and S-gNB, can be merged into one step.
Observation 4: Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.
Observation 5: For make-before-break enhancement (Option1 and Option2), the UE always shall maintain two keys during handover to achieve 0ms HO interruption. For Option3 the UE maintains one key except for PDCP relocation, the common security solutions can be employed for DC 3C and it will not introduce much complexity.
Observation 6: There is no need to reset L2 protocol stack at the UE side when PDCP is relocated in all these three options.

Observation 7: PDCP entity or PDCP function split is needed for Option1 and Option2, but not needed for Option3. Option3 is based on DC 3C architecture which has been applied in LTE and it has little impact on the spec.

Observation 8: RACH procedure is needed for both Option1 and Option2, but not needed for Option3.

Observation 9: For Option1, if PDCP SDUs with reserved SNs at source gNB’s tentative buffer have been completely transmitted before RACH is successful at the target cell, it can’t achieve 0ms interruption.

Observation 10: For both Option1 and Option2, if RLF at the source cell occurs before the UE can receive PDCP packet from the target cell, it can’t achieve 0ms interruption.
Observation 11: For both Option1 and Option2, there is additional hidden complexity for implementation.
Proposal 1: Role change between the M-gNB and the S-gNB can be done without RACH and L2 reset/re-establishment.
Proposal 2: In order to support 0ms interruption for intra-NR mobility, consider the use of the DC framework including a role change procedure between the M-gNB and the S-gNB.
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