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1	Introduction
One of the objectives of the recently agreed “Study on enhanced Support for Aerial Vehicles”, description of which can be found in [1], is:
	· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]



During the RAN2#98 meeting this objective was discussed for the first time in RAN2 resulting in the following agreement:

Agreements:

Study how to identify air-borne UE causing interference.
FFS: Study the RAN2 impact on how to identify proper certification for a drone capable UE.


In this paper, we further analyze the objective and provide our view about its impact on the work in other WGs as well as provide the principles and guidelines for the solution, which is to be developed to achieve the aforementioned goal. 
2	Discussion
Before a solution for the problem mentioned in the introduction can be identified, it is important to clarify some aspects related to air-borne UEs certification. An extract from [2] can be helpful with that regards:
“In addition, two types of “drone UE” are observed in the field. One is a drone equipped with a cellular module. Such a drone UE has passed a certification test for aerial usage. On the other hand, there might be a drone carrying a smartphone. Since a smartphone has passed a certification test for terrestrial usage, such the usage is not permitted from the regulation standpoint. In that sense, UL signal from such the UE can be regarded as jamming.”
First of all, the provided fragment mentions regulations. However, it has to be noted that these are region and country specific, which can be seen e.g. from the table presented on Figure 1.
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	5 km for public
8 km for military
	100 m
	
	150 m
*From all urban areas
	150 m
	150 m*
*Important Gvt Facilities
	150 m*
*Military Zones / Royal Family Prop.
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	1.5 km
	100 m
*Restricted to 30m in some states
	
	Avoid aglomerations and public gatherings
	
	Not fly over areas that can cause danger
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	10 km
	150 m
	
	50m (aglomerations)
100m (populated areas)
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	Avoid controlled airzones
	
	50 m (if filming)
*30m during Take-Off or Landing
	150 m (if filming)
	
	50 m (if filming)
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	8 km
	70 m
	50 m
	150 m
	
	Not fly over industrial and infrastructure buildings
	200 m radius
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	Avoid controlled airzones
	120 m
	50 m
	Not fly over areas that can cause danger
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	15 km
	120 m
	
	150 m
	150 m (roads)
50 m (railways)
	150 m (buildings)
50 m (industrial buildings)
	

	
	
	
	
	
	
	
	
	

	
	
	· Other rules may apply (distance from animal farms, power plants, etc).
· Policies may vary regarding drone size/weight
· Some countries require UAV register and/or pilot license.
· Presented rules may be overriden by special licenses in some MS
	
	
	



Figure 1: Overview of current regulations in some countries (June 2016)

Moreover, these are defined by proper regional and country institutions and are beyond 3GPP specification. 
Observation 1: Drone UE certification is based on regional and country regulations, which are out of scope of 3GPP.
Based on this observation, we believe that certification as such should not be discussed by RAN2. What really matters from RAN2 point of view is whether a certain UE is authorized to work as an air-borne UE or not. As noted, e.g. in [3], there can be two aspects of such authorization:
· Is a device used as an air-borne UE certified for such operation?
· Does user subscription allow the UE to be used as an air-borne UE?
Again in [3], as well in some other contributions submitted to the previous meeting, it is proposed that the first issue may be addressed by the UE simply indicating a capability of being “drone capable” or being a UAV device. However, as presented in Figure 1, the definition of such device may differ depending on the region. Apart from that, UE capabilities exchanged between UE and the eNB are usually limited to the ones, which bear some significance for RRM and other radio related procedures. In the discussed situation, the matter of relevance is on the other hand whether the UE is authorized to operate in the network at all, while being air-borne. That is why we believe that the indications for both of the above components, i.e. device authorization and subscriber authorization for aerial usage, should be provided to RAN from the Core Network. Core Network can decide about the authorization based on the user information (e.g. subscription information, device IMEI) or based on information from proper Application Servers or some 3rd party infrastructure. However, such details are beyond RAN2 expertise and should be decided by SA2.
Proposal 1: RAN2 should request SA2 to discuss how air-borne UE certification can be checked for the UE. RAN2 should also ask both RAN3 and SA2 to discuss how authorization to act as an air-borne UE is provided from the Core Network to RAN. 
However, authorization information itself will not be sufficient. The network should be also able to detect that a UE is air-borne and then compare this with authorization information. Furthermore, as it is not possible and needed to verify whether each single UE is used as an air-borne UE, the focus should be on checking those UEs, which cause excessive interference in the network. This is what is captured by the RAN2 agreement from the RAN2#98 meeting: “Study how to identify air-borne UE causing interference.”
Based on the above considerations and the recalled agreement, we believe that a first step taken by the network should be to detect excessive interference, potentially coming from an air-borne UE. As such, this objective is very closely related to another one mentioned in [1], i.e.:
	· Solutions to detect whether UL signal from an air-borne UE increases interference in multiple neighbour cells and whether an air-borne UE incurs interference from multiple cells [RAN1, RAN2]


However, it could be argued that the difference is that in this objective, it is assumed already that we know that a UE is air-borne (e.g. based on authorization form the network) while for the detection of interference generated by a non-certified air-borne UE such knowledge is not available. In our opinion, it would be beneficial to develop a single solution for both cases. It is also important to note that the UEs, which are likely to be used improperly with drones are legacy UEs and the developed solution should allow for detection of interference originating from these UEs. We therefore propose the following requirement to be agreed and captured in the TR with regards to the interference detection solution:
Proposal 2: The solution developed for interference detection within this SI should allow for detection of potentially air-borne UEs, which cause excessive interference, including UEs non-certified for aerial usage and UEs not implementing Rel-15 enhancements. 
If the above proposals would be agreed (and after identifying the proper solutions) the network would be able to perform the following tasks:
· Identify the potentially air-borne UE, which is a source of excessive interference
· Check whether this UE is an air-borne UE
· Verify whether this UE is authorized to act as an air-borne UE
We propose to capture these three elements as the guidelines for the solution to be developed within this work.
Proposal 3: Capture in the TR that the developed solution should allow for:
· Identifying the potentially air-borne UE, which is a source of excessive interference
· Checking whether this UE is an air-borne UE
· Verify whether this UE is authorized to act as an air-borne UE

One may wonder why two steps for air-borne UE identification are needed, i.e. detection of interference from potential air-borne UE and then verification whether the UE is indeed air-borne. In our opinion, it is a non-trivial task to develop a solution, which would undoubtedly tell that an interference is generated by an air-borne UE, e.g. an interfering UE may be the one placed on top of the skyscraper or in the passenger aerial vehicle and it may be used legitimately (even though it is a non-certified air-borne UE). At the same time, it is very important that network makes proper choices based on detected UE’s nature, e.g.
· If the UE causing interference is a terrestrial usage certified UE, which is used legitimately network may just modify its transmission parameters or apply interference mitigation technique.
· If the UE causing interference is a terrestrial usage certified UE, which used in a not legitimate way as an air-borne UE then network may terminate its transmission completely.
· If the UE causing interference is an air-borne certified UE used legitimately and having high priority traffic (e.g. firefighter’s drone) then the network may let it be and perform some action on other UEs.
The exact network behavior is obviously not to be specified, but the bottom line is that the detection solution needs to work accurately and cannot perform erroneous decisions. Otherwise, the users may experience deteriorated service quality due to improper network’s decisions, which in turn can lead to user complaints for operator’s service.
Proposal 4: A solution for air-borne UE identification needs to work with accuracy as close to 100% as possible.
More details about specific mechanisms proposed to deal with the above issues can be found in [4] and [5].
3	Summary
This paper made an attempt to clarify the meaning of the objective concerning identification of a non-certified air-borne UE. Based on the presented considerations it is proposed to agree on the observations and proposals mentioned below and capture them in the Technical Report as the guidelines for the solution to be identified during the study. 
Observation 1: Drone UE certification is based on regional and country regulations, which are out of scope of 3GPP.
Proposal 1: RAN2 should request SA2 to discuss how air-borne UE certification can be checked for the UE. RAN2 should also ask both RAN3 and SA2 to discuss how authorization to act as an air-borne UE is provided from the Core Network to RAN. 
Proposal 2: The solution developed for interference detection within this SI should allow for detection of potentially air-borne UEs, which cause excessive interference, including UEs non-certified for aerial usage and UEs not implementing Rel-15 enhancements. 
Proposal 3: Capture in the TR that the developed solution should allow for:
· Identifying the potentially air-borne UE, which is a source of excessive interference
· Checking whether this UE is an air-borne UE
· Verify whether this UE is authorized to act as an air-borne UE
Proposal 4: A solution for air-borne UE identification needs to work with accuracy as close to 100% as possible.
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