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Introduction
In RAN#75, a new work item on Even further enhanced MTC for LTE was agreed as seen in the WID [1]. The goal of the WI is to specify further improvements in 3GPP Release 15 for LTE-M UEs building on the enhancements introduced in Rel-13 and Rel-14.
One of the improvements mentioned is improved load control of idle mode UEs:
Improved load control:
· Improved access/load control of idle mode UEs [RAN2 lead]
· E.g. CE-level-based access class barring
In this paper we discuss the possible improvements that may be specified for Rel-15 efeMTC improved load control from RAN2 perspective.
[bookmark: _Ref178064866]Discussion
Currently BL/CE UEs support legacy LTE access control, access class barring (ACB) and enhanced access barring (EAB) mechanisms. EAB enabled UEs must pass both ACB and EAB in order to access the network. ACB performs barring based on UE access classes 0-9 and 10-15 (emergency calls and special access classes) provided in SystemInformationBlockType2, along with MO-signalling and MO-Data. EAB is configured in SystemInformationBlockType14 to bar UEs based on access classes 0-9 and within access classes, all UEs or only UEs which are not in their most preferred PLMN and/or their HPLMN may be barred. EAB can be configured separately per PLMN.
When performing initial access, BL/CE UE measures the DL quality and based on those RSRP measurements, it decides initial PRACH CE level from the 4 levels available based on rsrp-ThresholdsPrachInfoList contained in SystemInformationBlockType2 to try to access. The UE transmits the PRACH preamble with the chosen repetition level, and if it does not receive a random access response (RAR), it increases its PRACH repetition level. When the UE receives RAR, the access is successful and the number of repetitions for RAR and following messages depend on the level of the successful PRACH. PRACH-Config, which is included in SystemInformationBlockType2, contains the PRACH configuration, such as the number of repetitions for each CE level and prach-ConfigIndex to indicate preamble format and frequency resources which can be configured separately for each CE level.
As mentioned in the WID, CE-level-based access class barring is one improvement which should be considered. There is a risk for a cell becoming overloaded by a huge number of UEs with high CE levels trying to access cells. This could happen for example when neighbouring cells are disabled. In such situations it would be crucial to be able to prevent some/all UEs with high CE levels from accessing the cell while still allowing the UEs with lower CE levels to access. In addition, as mentioned, each PRACH CE level can be configured with separate resources, therefore CE based AB would be used in a similar situation to prevent RACH resources from becoming overloaded.

[bookmark: _Toc487120881][bookmark: _Toc487202093][bookmark: _Toc490207152][bookmark: _Toc490210568][bookmark: _Toc490213049][bookmark: _Toc490263568]Introduce CE based access barring.

There are several ways CE based access barring could be implemented, from simply barring certain PRACH CE levels to barring certain access classes within the CE levels. The higher control of which access classes and which CE levels can be barred increases the size requirement for SIB14, however currently the SIB14 is not very large, therefore we see no problem for using a more precise control for CE based access barring.
With better control of barring (and not barring) different access classes per CE level, the network is better able to associate the congested resources with the barring of certain CE levels, especially in a case, where different CE levels may be mapped to different radio resources. 

[bookmark: _Toc490207153][bookmark: _Toc490210569][bookmark: _Toc490213050][bookmark: _Toc490263569][bookmark: _Toc487120883][bookmark: _Toc487202095]CE based access barring should be configurable per access class (0-9, 11-15) within CE level.

Per access class configuration for each CE level could be done for example by having separate bitmap configurations for each CE level in SIB14. Each bit in a bitmap signifying one of the access classes 0-9 or 11-15 for the corresponding CE level. As long as a bit is set in the bitmap, corresponding access class is barred for that CE level.
We also think that it would be useful to be able to configure CE based AB independently per PLMN similarly to current EAB. This can be achieved by adding separate bitmap configurations for each CE level per PLMN, which would mean adding three more barring bitmaps of 16 bits in addition to the existing eab-BarringBitmap (eab-BarringBitmap would indicate barring configuration for UEs not in enhanced coverage). This implies the maximum size increase of 6*3*16 bits = 288 bits with 6 PLMNs (maxPLMN-r11 = 6).

[bookmark: _Toc487120884][bookmark: _Toc487202096][bookmark: _Toc490207154][bookmark: _Toc490210570][bookmark: _Toc490213051][bookmark: _Toc490263570]CE based access barring should be separately configurable per PLMN.

The configuration for ACB is done in SIB2 and for EAB is done in SIB14. We see three options for the configuration of the improved idle load control of this agenda: Configuring in SIB2, in SIB14, or defining a new SIB for the configuration. If it is configured in SIB2, it would mean that SIB2 is modified whenever improved idle load control configurations are changed. Modifying SIB2 triggers SI modification indication, which may not be preferred, as this would cause the UEs to read MIB, SIB1 and SIB2, even if they are not affected by the improved idle load control. 
Configuring improved idle load control in SIB14 would be preferred, as SIB14 modification isn’t included in ValueTag and doesn’t trigger modification indication, but there is a separate indication for EAB modification, eab-ParamModification in Paging message/Direct Indication Information. Another option is to define a new SIB for that purpose, with similar indication mechanisms. Defining new SIB however increases the SI overhead, as it would require signalling scheduling and reserving separate system resources. We think the CE based access class barring can be done similarly to the implementation of EAB, just with some additions. However, UEs not capable of EAB could still be subject to the CE based load control, i.e. the CE based load control should be independent feature from EAB.

[bookmark: _Toc487120882][bookmark: _Toc487202094][bookmark: _Toc490207155][bookmark: _Toc490210571][bookmark: _Toc490213052][bookmark: _Toc490263571]The configurations to CE based access barring introduced in this WI should be configured in SIB14.

The calculation of the maximum size of SIB14 can be seen from appendix. The calculation shows that the maximum size of SIB14 is 83 bits.
However, as mentioned, introducing the CE barring bits in SIB14 does not mean that UE need to be configured for EAB in order to act on CE barring. If CE based access barring is configured in SIB14, either eab-ParamModification should be reused to also indicate modification of CE based AB parameters or another indication for CE based AB parameter modification should be defined. To avoid spending unnecessary bits, we propose the following:

[bookmark: _Toc490210572][bookmark: _Toc490213053][bookmark: _Toc490263572]eab-ParamModification is used to indicate modification of CE AB parameters.

Conclusion
[bookmark: _Hlk490213059]Based on the discussion in section 2 we propose the following:
Proposal 1	Introduce CE based access barring.
Proposal 2	CE based access barring should be configurable per access class (0-9, 11-15) within CE level.
Proposal 3	CE based access barring should be separately configurable per PLMN.
Proposal 4	The configurations to CE based access barring introduced in this WI should be configured in SIB14.
Proposal 5	eab-ParamModification is used to indicate modification of CE AB parameters.
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Appendix
The current contents of SIB14 can be seen here [1]:
SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=	SEQUENCE {
	eab-Param-r11							CHOICE {
		eab-Common-r11							EAB-Config-r11,
		eab-PerPLMN-List-r11					SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				OCTET STRING			OPTIONAL,
	...
}

EAB-ConfigPLMN-r11 ::=				SEQUENCE {
	eab-Config-r11						EAB-Config-r11				OPTIONAL -- Need OR
}

EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10))
}

-- ASN1STOP

The maximum size of SIB14 can be calculated working from bottom to top: 
	EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED  {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10)) 
}
	2 bits for ENUMERATED {a, b, c},
10 bits for BIT STRING (SIZE (10))
· 12 bits

	EAB-ConfigPLMN-r11 
	1 bit for OPTIONAL
The size of EAB-Config-r11
· 13 bits

	eab-PerPLMN-List-r11	SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	3 bits to indicate size of the list
6 * the size of EAB-ConfigPLMN-r11 (since maxPLMN-r11 = 6)
· 3bits + 6*13 bits = 81 bits

	eab-Param-r11				CHOICE {
…
} OPTIONAL, -- Need OR
	1 bit for CHOICE
1 bit for OPTIONAL
· 2 bits

	SystemInformationBlockType14-r11
	(Summing the two rows above)
· 2bits + 81bits = 83 bits



From here it can be seen that the maximum size of SIB14 is around 83 bits.
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