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1
Introduction
Based on the output from email discussion [1] many agreements were made in RAN2 Qingdao AH#2. This contribution discusses based on those agreements further details on the RACH procedure performed for requesting on-demand SI(s).
2
Discussion
In the agreements made at RAN2 Qingdao AH#2 are: 

Agreements for Msg1 based SI request method:

1:
RAPID is included in Msg2.

2: 
Fields Timing Alignment Information, UL grant and Temporary C-RNTI are not included in Msg2.

3:
RACH procedure for SI requests is considered successful when Msg2 containing a RAPID corresponding to the transmitted preamble is received.

4:
Msg2 reception uses RA-RNTI that corresponds to the Msg1 transmitted by the UE (details of RA-RNTI selection left to UP discussion)

5:
UE retransmits RACH preamble according to NR RACH power ramping 

6: 
Msg1 for SI request re-transmission is continued until reaching max preamble transmissions. Thereafter, a Random Access problem to upper layers is indicated. (depending on the NR RACH procedure design)

FFS: Upper layer actions when MAC reports Random Access problem. To be discussed in CP session.
7:
Back off is applicable for Msg1 based SI requests but no special Back off subheader/ procedure is required.
Agreements for Msg3 based SI request method:

1: 
UE determines successful Msg3 based on reception of Msg4 

FFS Details of the Msg4 content used to confirm successful Msg3. To be discussed initially CP.
2:
Preamble(s) for SI request using Msg3 based Method are not reserved.

3:
RRC signalling is used for SI request in Msg3.

FFS: RRC signalling how to indicate the requested SI/SIB details left to ASN.1 work.
5:
Temporary C-RNTI received in Msg2 is used for Msg4 reception
RRC/MAC interaction for triggering RACH procedure for SI-request

For the msg1-based request procedure RRC triggers MAC to initiate the preamble transmission procedure using the indicated PRACH preamble(s). Essentially RRC selects the PRACH preambles, e.g. reserved for SI-request as broadcast in SIB2, which MAC should use for preamble transmission. MAC should be made aware by RRC that the purpose of the RACH procedure is for SI-request.

For msg3-based request procedure RRC triggers MAC to initiate RACH procedure for the purpose of SI-request. In this case MAC selects the PRACH preamble, e.g. random RACH preamble selection. 
Proposal1: RRC triggers MAC to initiate Random Access procedure for the purpose of SI-request. For the case of msg1-based request procedure RRC indicates to MAC the PRACH preamble/resource.     
Upon reception of the acknowledgment for SI request, i.e. RAR for msg1 based request and RACH message 4 for msg3-based request, MAC should inform RRC. RRC in turn will acquire the requested SI message(s). 
Proposal2: MAC indicates to RRC the reception of acknowledgement for SI request, so that RRC can configure lower layers to acquire the requested SI message(s).

Preamble transmission behaviour itself will be the same as for the NR RACH procedure, i.e. NR RACH power ramping is used, Msg1 for SI request re-transmission is continued until reaching max preamble transmissions (Thereafter, a Random Access problem to upper layers is indicated).

One of the open issues is the UE behaviour for the case that UE requests multiple different SI(s) corresponding to different PRACH Preamble(s).  Point for discussion is whether such multiple SI Requests are considered as one single RACH procedure, even if MAC would transmit multiple Preambles with or without waiting for Msg2 for the last transmitted Msg1 Preamble, or as multiple ongoing RACH procedures, which is according to current TS38.321 not allowed. A further detail which needs to be decided is whether the corresponding PRACH preambles are given to MAC one by one or in one shot. In case that multiple PRACH preamble transmission is considered as one single RACH procedure, MAC may provide a single success/ failure indication to RRC, i.e. all SI request are acknowledged/not acknowledged, and thereby initiating a wrong handling that could lead to unnecessary SI request attempts, increased latency in acquiring SI messages etc. Therefore we propose that regardless of whether there will be multiple RACH procedures or a single joint RACH procedure for the case of requesting multiple different SI(s), MAC layer should indicate the acknowledgement/failure to RRC for each SI request separately. 
Proposal3: RAN2 shall discuss the UE behaviour for the case that UE requests multiple different SI(s) corresponding to different PRACH Preamble(s).   
Proposal4: For the case of requesting multiple different SI(s) corresponding to different PRACH preambles, MAC layer should indicate the acknowledgement/failure of SI request to RRC for each transmitted PRACH preamble separately.
Format of Random Access Response message for msg1-based request
As already agreed during NR#AH meeting, RACH message 2 is used to acknowledge a SI request for the case of msg1-based request procedure. As further agreed RACH message 2 will in this case contain the RAPID, but no further information, i.e. additional information comprised in RACH msg2 for LTE like Timing Alignment Information, UL grant and Temporary C-RNTI are omitted. We assume that RACH procedure for NR will be very similar to LTE, where the RACH response message is a MAC PDU consistsing of a MAC header and corresponding MAC Random Access Responses (MAC RAR).  The MAC PDU header consists of one or more MAC PDU subheaders; each subheader corresponding to a MAC RAR (except for the Backoff Indicator subheader). The MAC PDU subheader for a RAR contains the Random Access Preamble IDentifier field identifying the transmitted Random Access preamble /resource. In order to keep the similarities with LTE, we propose that RACH msg2 for the case of a msg1-based request is only comprised of  a MAC PDU subheader for a RAR containing the Random Access Preamble ID field acknowledging the the received PRACH SI preamble. 

Proposal 5: For msg1-based request procedure, the RACH msg2 contains only the MAC PDU subheader for a RAR containing the Random Access Preamble ID field acknowledging the the received PRACH SI preamble.
Details of the Msg4 content
One popular opinion is that Msg4 will echo back the content of Msg3 in Msg4 (e.g. in a MAC CE) like in LTE UE considers CR successful “if the UE Contention Resolution Identity included in the MAC control element matches the 48 first bits of the CCCH SDU transmitted in Msg3”. Here, the situation is bit different. Assuming Msg3 contains a BITMAP to request SIs corresponding to their position in the BITMAP; e.g.:
Table 1: 10 bit BITMAP to request SI-1 to SI-10
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So, a UE-1 requesting SI-2 and SI-4 would send the BITMAP as 0101000000. Now, UE-2 is a UE that requests SI-2, SI-4 and SI-6, this UE will set the Msg3 BITMAP as 0101010000. If UE1 upon receiving the Msg4 declares that it lost contention (since 0101000000 is different from 0101010000) then it will go on to retry to send the SI request which is obviously quite un-necessary (since the network actually confirms that SI-2 and SI-4 would be transmitted) and would only increase the time the UE would eventually start to acquire the said SIs! To overcome this, following solution options are proposed:

a) CR is performed by RRC. So, RRC will indicate to MAC that the Preamble (Msg1) transmission is for SI-requests and based on this upon reception of Msg4 subsequently, MAC will skip the CR and pass the Msg4 RRC parts to RRC layer. RRC will interpret the BITMAP and conclude if its request was received by the network (i.e. the corresponding bits for the required SIs in the combined Acknowledgement (Msg4) BITMAP is set or not). In case of a failed CR, the RRC may re-initiate the procedure.

b) RRC will inform MAC about the bits in the BITMAP that may be ignored while performing CR. So, in the above example, the first UE MAC shall ignore all the bits except the second and fourth. If the result of CR after this ignoring is successful then MAC informs RRC and RRC configures lower layers to acquire SIs according to the scheduling info. In case of “partial” success where only one/ some of the requested SIs where acknowledged by the network, MAC will indicate the same to RRC. The UE may re-try to request for other not-yet- acknowledged SI and also in the meantime configures lower layers to acquire acknowledged SIs according to the scheduling info.

Though traditionally MAC had been performing CR, here due to relevance to System information and to minimize inter-layer interactions, RRC based CR also looks reasonable though for other RACH purposes (non SI requests) companies may prefer to stick to MAC based CR. However, in either case, the MAC has to be told by RRC that MAC need not perform CR (option a) or that which bits in the BITMAP (MAC CR identity) needs to be ignored. So, it is clear that CR must be different for SI requests. If so, we prefer to have option a).
Proposal 6: Contention resolution for msg3-based SI request is performed in RRC.
Upon loosing contention or for partial success (when not all requested SIs are acknowledged), RRC will initiate a new request.
Proposal 7: Upon loosing contention or for partial success (when not all requested SIs are acknowledged), RRC will initiate a new request.

Content of Msg3
Even though the detailed contents/ discussion is left to ASN.1, we still need to understand/ agree to some base content. Since RAN2 already agreed that the UE shall request SIs (not individual SIBs), it is natural to request the SIs using a BITMAP. The BITMAP could be of length corresponding to maxSI-Message i.e. 32 bits. It is clear that UE identity is not required for SI Requests.
Proposal 8: UE identity is not included in Msg3 for SI requests.

Proposal 9: SI-request message transmitted in RACH Msg3 is a RRC message including a BITMAP of length “maxSI-Message”.

3
Conclusion
This paper discussed based on the output from email discussion [1 further details on the RACH procedure performed for requesting on-demand SI(s). Following proposals are made as a result:

Proposal1: RRC triggers MAC to initiate Random Access procedure for the purpose of SI-request. For the case of msg1-based request procedure RRC indicates to MAC the PRACH preamble/resource.
Proposal2: MAC indicates to RRC the reception of acknowledgement for SI request, so that RRC can configure lower layers to acquire the requested SI message(s).
Proposal3: RAN2 shall discuss the UE behaviour for the case that UE requests multiple different SI(s) corresponding to different PRACH Preamble(s).
Proposal4: For the case of requesting multiple different SI(s) corresponding to different PRACH preambles, MAC layer should indicate the acknowledgement/failure of SI request to RRC for each transmitted PRACH preamble separately.

Proposal 5: For msg1-based request procedure, the RACH msg2 contains only the MAC PDU subheader for a RAR containing the Random Access Preamble ID field acknowledging the the received PRACH SI preamble.
Proposal 6: Contention resolution for msg3-based SI request is performed in RRC.
Proposal 7: Upon loosing contention or for partial success (when not all requested SIs are acknowledged), RRC will initiate a new request.
Proposal 8: UE identity is not included in Msg3 for SI requests.

Proposal 9: SI-request message transmitted in RACH Msg3 is a RRC message including a BITMAP of length “maxSI-Message”.
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